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About This User Guide

This document explains how to configure and operate PTP 850 devices. This document
applies to System relase 11.3. For a full description of feature limitations per release,
refer to the Release Notes for the System relase you are using.

What You Should Know

Some features described in this manual may not be available in the current release.
Please consult the Release Notes for the functionality supported in the specific
release you are using.

Target Audience

This manual is intended for use by individuals responsible for configuration and
administration of an PTP 850 system or network.

Related Documents

e PTP 850C Technical Description

e PTP 850E Technical Description

e PTP 850S Technical Description

e PTP 850C Installation Guide

e PTP 850E Installation Guide

o PTP 850S Installation Guide

e PTP 850 MIB Reference

o Release Notes for System relase 11.3, PTP 850 Products
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About This User Guide

This guide contains the following Chapters:

Chapter 1: Introduction
Chapter 2: Getting Started

Chapter 3: Configuration Guide

Chapter 7: Unit Management

Chapter 8: Radio Configuration

Chapter 9: Ethernet Services and Interfaces

Chapter 10:
Chapter 12:
Chapter 13:
Chapter 14:
Chapter 15:
Chapter 16:
Chapter 18:
Chapter 19:
Chapter 20:
Chapter 21:
Chapter 23:
Chapter 24:
Chapter 25:
Chapter 26:
Chapter 27:

Quality of Service (QoS)
Synchronization

Access Management and Security
Alarm Management and Troubleshooting
Web EMS Utilities

Getting Started (CLI)

Unit Management (CLI)

Radio Configuration (CLI)s

Ethernet Services and Interfaces (CLI)
Quality of Service (QoS) (CLI)
Synchronization (CLI)

Access Management and Security (CLI)

Alarm Management and Troubleshooting (CLI)

Maintenance

Alarms List

Contacting Cambium Networks

Support website:
Main website:
Sales enquiries:
Support enquiries:
Repair enquiries

Telephone number list:

Address:

https://support.cambiumnetworks.com

http://www.cambiumnetworks.com

solutions@cambiumnetworks.com

https://support.cambiumnetworks.com

https://support.cambiumnetworks.com

Problems and warranty

http://www.cambiumnetworks.com/support/contact-support

Cambium Networks Limited,

Unit B2, Linhay Business Park, Eastern Road

Ashburton, United Kingdom, TQ13 7UP

Page 2


https://support.cambiumnetworks.com/
http://www.cambiumnetworks.com/
mailto:solutions@cambiumnetworks.com
https://support.cambiumnetworks.com/
https://support.cambiumnetworks.com/
http://www.cambiumnetworks.com/support/contact-support

About This User Guide Problems and warranty

Purpose

Cambium Networks Point-To-Point (PTP) documents are intended to instruct and assist personnel
in the operation, installation and maintenance of the Cambium Networks PTP equipment and
ancillary devices. It is recommended that all personnel engaged in such activities be properly
trained.

Cambium Networks disclaims all liability whatsoever, implied or express, for any risk of damage,
loss or reduction in system performance arising directly or indirectly out of the failure of the
customer, or anyone acting on the customer's behalf, to abide by the instructions, system
parameters, or recommendations made in this document.

Cross references

References to external publications are shown in italics. Other cross references, emphasized in
blue text in electronic versions, are active links to the references.

This document is divided into numbered chapters that are divided into sections. Sections are not
numbered, but are individually named at the top of each page, and are listed in the table of
contents.

Feedback

We appreciate feedback from the users of our documents. This includes feedback on the structure,
content, accuracy, or completeness of our documents. Send feedback to
support@cambiumnetworks.com.
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Problems and warranty

Reporting problems

If any problems are encountered when installing or operating this equipment, follow this
procedure to investigate and report:

1

2
3
4
5

Search this document and the software release notes of supported releases.

Visit the support website.

Ask for assistance from the Cambium Networks product supplier.

Gather information from affected units, such as any available diagnostic downloads.

Escalate the problem by emailing or telephoning support.

Repair and service

If unit failure is suspected, obtain details of the Return Material Authorization (RMA) process from
the support website.

Hardware warranty

Cambium Networks’s standard hardware warranty is for one (1) year from date of shipment from
Cambium Networks or a Cambium distributor. Cambium Networks warrants that hardware will
conform to the relevant published specifications and will be free from material defects in material
and workmanship under normal use and service. Cambium shall within this time, at its own
option, either repair or replace the defective product within thirty (30) days of receipt of the
defective product. Repaired or replaced product will be subject to the original warranty period but
not less than thirty (30) days.

To register PTP products or activate warranties, visit the support website. For warranty assistance,
contact the reseller or distributor.

Caution

Using non-Cambium parts for repair could damage the equipment or void warranty.
Contact Cambium for service and repair instructions.

Portions of Cambium equipment may be damaged from exposure to electrostatic
discharge. Use precautions to prevent damage.
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Security advice

Cambium Networks systems and equipment provide security parameters that can be configured
by the operator based on their particular operating environment. Cambium recommends setting
and using these parameters following industry recognized security practices. Security aspects to
be considered are protecting the confidentiality, integrity, and availability of information and
assets. Assets include the ability to communicate, information about the nature of the
communications, and information about the parties involved.

In certain instances Cambium makes specific recommendations regarding security practices,
however the implementation of these recommendations and final responsibility for the security of
the system lies with the operator of the system.
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Warnings, cautions, and notes

The following describes how warnings and cautions are used in this document and in all
documents of the Cambium Networks document set.

Warnings

Warnings precede instructions that contain potentially hazardous situations. Warnings are used to
alert the reader to possible hazards that could cause loss of life or physical injury. A warning has
the following format:

Warning
! Warning text and consequence for not following the instructions in the warning.
Cautions

Cautions precede instructions and are used when there is a possibility of damage to systems,
software, or individual items of equipment within a system. However, this damage presents no
danger to personnel. A caution has the following format:

Caution

! Caution text and consequence for not following the instructions in the caution.

Notes

A note means that there is a possibility of an undesirable situation or provides additional
information to help the reader understand a topic or concept. A note has the following format:

fc-)\ Note

Eﬂ Note text.
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Caring for the environment

The following information describes national or regional requirements for the disposal of
Cambium Networks supplied equipment and for the approved disposal of surplus packaging.

In EU countries

The following information is provided to enable regulatory compliance with the European Union
(EU) directives identified and any amendments made to these directives when using Cambium
equipment in EU countries.

Disposal of Cambium equipment

European Union (EU) Directive 2002/96/EC Waste Electrical and Electronic Equipment (WEEE)

Do not dispose of Cambium equipment in landfill sites. For disposal instructions, refer to
http://www.cambiumnetworks.com/support

Disposal of surplus packaging

Do not dispose of surplus packaging in landfill sites. In the EU, it is the individual recipient’s
responsibility to ensure that packaging materials are collected and recycled according to the
requirements of EU environmental law.

In non-EU countries

In non-EU countries, dispose of Cambium equipment and all surplus packaging in accordance with
national and regional regulations.
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Chapter 1: Introduction

This section includes:

e PTP 850C Overview

e PTP 850S Overview

e PTP 850E Overview

e PoE Injector Overview

e Configuration Tips

e The Web-Based Element Management System
¢ Reference Guide to Web EMS Menu Structure

This user guide provides instructions for configuring and operating the following products:
e PTP850C
e PTP 850S
e PTP 850E

Each of these products can be used with a Cambium Networks-approved PoE Injector.

Wherever applicable, the manual notes the specific distinctions between these products. The
manual also notes when specific features are only applicable to certain products and not
others.

PTP 850C Overview

PTP 850C is a MultiCore microwave radio suitable for all deployment scenarios. PTP 850
provides cutting-edge capabilities that enable operators to base entire networks, from
small cells to massive aggregation sites, on this single product.

Cambium Networks’s PTP 850C sets a new standard for microwave transmission, offering

16 Gbps switching capacity, channel spacing of up to 224 MHz", and a wide range of
modulations, from BPSK to 4096 QAM with ACM. These and other advanced
capabilities are combined in PTP 850C with the full range of Cambium Networks’s
MultiCore technologies to produce an all-outdoor product that can be used throughout
the microwave network, from small cells to massive aggregation sites.

The ability to use PTP 850C throughout the network offers the possibility of simplifying
network deployment and maintenance by reducing complexity, costs, and time-to-
revenue.

PTP 850C is easily and quickly deployable compared with fiber, enabling operators to
achieve faster time to new revenue streams, lower total cost of ownership, and long-
term peace of mind.

PTP 850C can deliver multi-Gbps capacity on a single frequency channel, setting a new
standard for efficient spectrum use. PTP 850C’s unique MultiCore radio architecture is
based on an advanced parallel radio processing engine, built

! 224 MHz is planned for future release. With 224 MHz channels, PTP 850C will support up
to 2 Gbps per carrier, for up to 8 Gbps in 4+0 Dualband configurations.

2
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around Cambium Networks’s in-house chipsets. The result is superior radio performance
with reduced power consumption and form-factor.

Additionally, PTP 850C’s MultiCore architecture enables operators to start with a single
core with the option of enabling the second core remotely when network capacity
requirements increase.

PTP 850C can be deployed as a stand-alone all-outdoor radio. In future releases, it will
also be possible to use PTP 850C as an upgrade path to achieve the highest possible
capacity of any existing link by utilizing Cambium Networks unique Layer 1 Carrier
Bonding technique for Dualband configurations.?

PTP 850S Overview

PTP 850S features high capacity, while combining all the benefits of disaggregated
wireless backhaul. A compact, cost-optimized universal radio, Cambium Networks PTP
850S considerably simplifies installation time and efforts on site to further accelerate
the deployment of wireless broadband networks in rural and suburban areas.

PTP 850S operates over channels of 14 to 224 MHz?, with modulations of BPSK to 4096
QAM, enabling it to provide capacity of up to 2 Gbps over a single carrier.

The PTP 850S can be deployed as a stand-alone all-outdoor radio. In future System
relase versions, it will also be possible to use PTP 850S as an upgrade path to achieve
the highest possible capacity of any existing link by utilizing Cambium Networks unique
Dualband Layer 1 Carrier Bonding. Cambium Networks unique Dualband engine enables
the combination of any two microwave channels over the air, and significantly
enhances the link’s performance by optimizing traffic distribution between the two
carriers. Retaining the same network configuration and cabling while upgrading existing
links presents additional benefits to mobile operators and enables them to lower total
cost of ownership.*

For a full description of the PTP 850S, including supported features and specifications,
refer to the Technical Description for PTP 850S.

PTP 850E Overview

PTP 850E is a versatile high-capacity backhaul Ethernet system which operates in the E-
band (71-76 GHz, 81-86 GHz). Its light weight and small footprint make it versatile for
many different applications. Thanks to its small footprint, low power consumption, and
simple installation, PTP 850E can be installed in many different types of remote outdoor
locations.

PTP 850E operates over 62.5, 125, 250, 500, 750, 1000, 1250, 1500, 1750, and 2000

MHz channels to deliver up to 20 Gbps of Ethernet throughput in several system
configurations.

2 With 224 MHz channels, PTP 850C will support up to 2 Gbps per carrier.

Dualband will provide configurations of up to 4+0, using two channels, with total capacity of
up to 4 Gbps over 112 MHz channels or 8 MHz over 224 channels.

4 Dualband configurations are planned for future release.

For a full description of the PTP 850E, including supported features and specifications,
refer to the Technical Description for PTP 850E.
2
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System Overview

Configuration Tips

This section describes common issues and how to avoid them.

Ethernet Port configuration

The Ethernet ports of a PTP 850E are not enabled by default in a new unit. You must manually enable
the Ethernet port or ports in order for the unit to process Ethernet traffic. See Enabling the Interfaces
(Interface Manager)

For RJ-45 ports, it is recommended to enable Auto-Negotiation for both the local port and its peer in
order to obtain optimal performance.

For SFP ports, it is recommended to disable Auto-Negotiation.

For instructions, see Configuring Ethernet Interfaces.

SyncE Interface Configuration

When configuring a Sync source or outgoing clock on an Ethernet interface, the Media Type of the
interface must be RJ-45 or SFP, not Auto-Type. See Synchronization.

In-Band Management

In order to use in-band management with an external switch, it must be supported on the external
switch.

When configuring in-band management, be sure to tag the management traffic to avoid overflow of
the CPU.

If you are using 1588 Transparent Clock, make sure the Transparent Clock settings are symmetrical;
that is, make sure Transparent Clock is either enabled or disabled on both sides of the link. To avoid
loss of management, make sure to configure Transparent Clock on the remote side of the link first,
then on the local side.

It is strongly recommended to assign the management service (1025) a CoS of 7 to ensure that
management packets receive high priority and are not discarded in instances of network congestion.

For instructions on configuring in-band management on the PTP 850E, see Configuring in-Band
Management.

Software Upgrade

When upgrading software via HTTP, make sure the software package is not unzipped. For
instructions, see Upgrading the Software.

Configuration Management and Backup Restoration

Configuration files can only be copied to the same PTP 850 hardware type with the same part
number as the unit from which they were originally saved. For example, a PTP 850E configuration file
can only be restored to a PTP 850E with the same part number as the unit from which it was saved.
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PTP 850E Overview

PTP 850E is a versatile high capacity backhaul Ethernet system which operates in the E-band (71-76
GHz, 81-86 GHz). Its light weight and small footprint make it versatile for many different applications.
Thanks to its small footprint, low power consumption, and simple installation, PTP 850E can be
installed in many different types of remote outdoor locations.

PTP 850E operates over 62.5, 125, 250, 500, 1000 and 2000 MHz channels to deliver up to 20 Gbps of
Ethernet throughput in several system configurations.

For a full description of the PTP 850E, including supported features and specifications, refer to the
Technical Description for PTP 850E.

PoE Injector Overview

The PoE injector box is designed to offer a single cable solution for connecting both data and the DC
power supply to the PTP 850E. To do so, the PoE injector combines 48VDC input and GbE signals via
a standard CAT5E cable using a proprietary design.

The PoE injector can be ordered with a DC feed protection and with +24VDC support, as well as EMC
surge protection for both indoor and outdoor installation options. It can be mounted on poles, walls,
or inside racks.

/(_)\ Note

w An AC-power PoE Injector option is also available. Contact your Cambium representative
for details.

Two models of the PoE Injector are available:

NOOOO82L.022A PTP 820 PoE Injector all outdoor, redundant DC input, +24VDC support
NOOOO82L164APTP 820C INDOOR AC POE INJECTOR, 90W

For power redundancy, a passive PoE injector is required. The following passive PoE Injector model is
available for power redundancy:

AC_POE_STD_PWR_INDOOR - Includes one DC power port with a power input range of 90VAC to
264VAC.
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The Web-Based Element Management System

This section includes:
Introduction to the Web EMS
Web EMS Page Layout

Unit Summary Page

Radio Summary Page

The Security Summary Page

Introduction to the Web EMS

The Element Management System (Web EMS) is an HTTP web-based element manager that enables
the operator to perform configuration operations and obtain statistical and performance information
related to the system, including:

Configuration Management — Enables you to view and define configuration data.

Fault Monitoring — Enables you to view active alarms.

Performance Monitoring — Enables you to view and clear performance monitoring values and
counters.

Diagnostics and Maintenance — Enables you to define and perform loop back tests and software
updates.

Security Configuration — Enables you to configure security features.

User Management — Enables you to define users and user groups.

The Web EMS opens to a page that summarizes the key unit parameters. The next page, when
scrolling down the Web EMS main menu, summarizes the key radio parameters. See Unit Summary
Page and Radio Summary Page.

A Web-Based EMS connection to the unit can be opened using a Web browser (Internet Explorer,
Mozilla Firefox, or Google Chrome). The Web-Based EMS uses a graphical interface.

The Web-Based EMS shows the actual unit configuration and provides easy access to any interface.
A wide range of configuration, testing, and system monitoring tasks can be performed through the
Web EMS.

/C-)\ Note

m The alarms and system configuration details shown in this manual do not necessarily
represent actual parameters and values on a fully operating PTP 850E system. Some of
the pages and tasks described in this Manual may not be available to all users, based
on the actual system configuration, activation key, and other details.

Web EMS Page Layout

Each Web EMS page includes the following sections:
The left section of the page displays the Web EMS menu tree:
o Click " to display the sub-options under a menu item.

o Click #to hide the sub-options under a menu item.

The main section of the page provides the page's basic functionality.

2
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Figure 1 Main Web EMS Page PTP 850C

* Logout + Connection ﬂ Admin Microwave radio: Unit Summary
¥ Filter X ¥ Unit Parameters
Unit Summary Description [A0DU DC, Ennanced All-outdoor, dual radio carriers |
Radio Summary System up time |5 hours, 40 minutes, 47 seconds |
Securty Summsa Local date and fime [19-05-2020 16.37.39 |
> Platform i )
- Faults Running Version  [11.1.5.0.0.33 |
. Radio Unit Temperature  [47°C, 116.6°F |
> Ethernet Voltage input (Volt) [48 |
» Sync Part number [22-0001-0A |
> Quick Configuration Serial number  [F519511642 \
> Utilities

¥ Current Alarms
‘ Time Severity & Description Origin Alarm id |

€3

Optionally, you can display a representation of the PTP 850 front panel by clicking either the arrow in
the center or the arrow at the right of the bottom toolbar.

Figure 2 Main Web EMS Page — PTP 850S

I Logout + Connection & Admin Unit Summary
¥ Filter x ¥ Unit Parameters
Unit Summary Description |AI-outdoor, single radio carrier |
Radio Summary System up time & hours, 32 minutes, 35 seconds |
Security 5 rv )
SCUriy Summa Local date and time [01-03-2020 06:45:47 |
Platform .
Faults Installed Version  |11.1.0.0.0.150 |
Radio Unit Temperature  [55°C, 131°F |
Ethernet Voltage input (Volt) [47 ]
-Sync Part number [25-0028-0F |
Quick Configuration Serial number  [F329R10523 |
Utilities
v Current Alarms
Time Severity & Descripfion Origin Alarm id |
[+] 01-03-2020 00:15:39 & Loss of Carrier Ethernet: Slot 1, Port 1 401 o |

Figure 3 Main Web EMS Page - PTP 850E

l} Logout # Connection 9 Admin Millimeter wave radio: Unit Summary
¥ Filter x ¥ Unit Parameters
Unit Summary Description W outdoor E-band system |
Radio Summary System up time [35 minutes, 56 seconds ]
Security Sumrma Local date and time [11-10-2000 10:2924 |
Platform )
Faults Installed Version  [11.1.0.0.0.167 ]
Radio Unit Temperature  [36°C, 96.8°F |
Ethernet Voltage input (Volt) (48 |
Sync Part number [ |
Quick Configuration Serial number [ |
Utlities
¥ Current Alarms
Time Severity A Description Origin Alarm id
[ 11-10-2000 09:57:19 F Y Radio loss of frame Radio: Slot 1, Port 1 603
3 11-10-2000 09:57:18 o RFU TX Mute Radio: Slot 1, Port 1 1735
[# 11-10-2000 09:53:57 [} Demo mode is active Slot 1 901

Front Panel Representation

Optionally, you can display a representation of the PTP 850 front panel by clicking either the
arrow in the center or the arrow at the right of the bottom toolbar.
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Page Refrash Interval (Seconds) INone.

Last Loaded: 09:53:04

\

Click either arrow to display a
representation of the front panel.

Figure 4 Displaying a Representation of the Front Panel

T Logout ¥ Connection & Admin Microwave radio: Unit Summary

v rker x + Unit Parameters
unit Summary Descripson /AU DC, Enhanced All-ouldoor. dual fadio cariers
Radho Summary Systemuptime (5 hours, 46 minutes, 50 seconds
Secunty Summary

Sume Local date and time [19-05-2020 164351
Plattorm
. Running Version (11150033
o Unt Temperature [47°C, 116.6°F
Ethernet Votage input (Vo) (47
Sync Pant number 22-0001-0A
Qi Comfigumen Serialnumber 519511642
Utites
v Current Alarms
Time Soverty A Dosciiption

Page Refresh Interval (Seconds) [None v |

_ I RFFEEMM h
@@

@@ (@ @

Related Pages | ]

Alam id

LastLoaded 164305 Retresh | Exportto CSV

Figure 5 Main Web EMS Page with Representation of Front Panel — PTP 850S

[ Logout + Connection & Admin  Unit Summary Relaled Pages
¥ Filter x v Unit Parameters
Unit Summary Description [Al-outdoor, single radio camier |
Radio Summary Systemup ime  [8 hours, 36 minufes, 4 seconds ]
Security Summary i :
Local date and time [01-03-2020 08:48-16 ]
+ Platform
Installed Version ~ [11.1.0.0.0.150 |
: Faults
. Radio Unit 55°C, 131°F ]
> Ethernet Voltage input (Volt) [47 ]
> sync Part number [25-0028-0F ]
* Quick Configuration Serial number F329R10523 ]
- Utiities
v Current Alarms:
Time Severity A Descripfion Origin Alarm id
|21 01-03-2020 00:15:39 & Loss of Carrier Ethemet: Sot 1, Port 1 401

Page Refresh Interval (Seconds) Nnna.

LT

T

Last Loaded: 08:45:45 Refresh | Exportto CSV
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Figure 6 Main Web EMS Page with Representation of Front Panel — PTP 850E

System Overview

T Logout ¥ Connsction & Admin Millimeter wave radio: Unt Summary Relaled Pages |~ |
|7 cuidoor E-band system
20 minutes. 35 seconds
0112000 1845 33
[iT3600.187
Unit T e [BC BTF
Voltage input (Vai) [iT
Sme Part number [
Quick Configuation [
Utilities
 Canent Alsims
Time Sevrsity 4 Descripion Grigin a
1 04112000 182855 & Radolssolfame Radio. Siol 1, Part 1 503
& 04112000 18:268:45 & AMCCinsuficient condion - Data sharing cable failurs AMCC: Group#1. XPIC e
o 04112000 18:26 37 & 15B.0C pariomance i degraded disa 10 koss of syste clock rafarenca 0 5046
T 04-11-2000 182757 & LAG opersiionl tate s down LAG: Group#1 101
) 04112000 183252 B Maledoss not exist Slot 1 203
1 04112000 162655 & Rado Encypsan not suppoted Radio: Sol 1, Port 1 51z
) 04-11-2000 1828 48 o 1588TC Is not aperational Radie: Siot 1, Part 1 s018
o DA112000 1826 48 & Loss of Garior Etharmat: Siol 1, Port 7 0
1 4112000 182555 P o Rocaive Signal Lovel s Radlo: Siol 1, Port 1 1510
04-11-2000 18:28:55 =% Key Exchange Protocol In progress, Traffic has been blocked Radio: Siot 1, Port 1 5104
Pago Refresh Inteval (Soconds) [Fona ] Last Loadod 083619 Rafesh | Expartto G5V
PEEER] u u [ |
/\ /\ N ’\ - ¥ N
= I =)
S N . \ e NS
¥ Logout « Connection & Admin Unit Summary Related Pages ~]
¥ Filter x ¥ Unit Parameters
Unit Summary Description [High capacity packet radio outdoor unit ]
Radio Summary Systemuptime  [2 days, 41 minufes, 54 seconds ]
’ p'a"f‘”"" Local date and time [14-12-2017 14:34.23 ]
> Faults
 Radio Running Version ~ [9.7.0.0.0.128 ]
 Ethernet Unit T [73°C. 163.4°F ]
- Sync Voitage input (Volt} 48 ]
> Quick Configuration Part number [22-0007-0A ]
» Utlties Serial number  [F073900955 ]
¥ Current Alarms
| Time Severity A Description Origin Alarm id
< >
Page Refresh Interval (Seconds)|None v Last Loaded: 14:32:45  Refresh
n iz (=]
|~ Sy
7 / ’\ (7= 7 ’:\ /7 N
®) (@) (m) (@)
g INEY/ 7 Z4 7
E
[ v
[ J

Active and Standby Tabs

When HSB unit protection is enabled, two tabs appear on the top of the main section.

These tabs are labeled Active and Standby and enable you to configure the Active and

Standby units separately if necessary. The title above the main section indicates
whether you are working with the Active or Standby unit. For details on configuring
HSB unit protection, see Configuring 1+1 HSB Unit Protection.
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Figure 8 Main Web EMS Page with Active and Standby Tabs

Active, Millimeter wave radio: Unit Summary

¥ Active Standby
¥ Unit Parameters
Descripti All outdoor E-band system

|
System up time 12 minutes, 9 seconds ‘
Local date and time |04-11-2000 18:37:06 \
Running Version  |11.3.0.0.0.187 ]
|
|
|
|

Unit Temp 29°C 84 2°F
Voltage input (Volt) |48
Part number

Serial number

v Current Alarms

Time Severity A Description Origin Alarmid

=) 04-11-2000 18:28:55 'y Radio loss of frame Radio: Slot 1, Port 1 603

(=) 04-11-2000 18:28:45 F 3 AMCC insufficient condition - Data sharing cable failure AMCC: Group #1, XPIC 31108 A

[+) 04-11-2000 18:28:37 3 1588-BC performance is degraded due to loss of system clock reference 0 5046

(&) 04-11-2000 18:27:57 F'y LAG operational state is down LAG: Group #1 101

=] 04-11-2000 18:32:52 L Mate does not exist Slot 1 203

[#) 04-11-2000 18:28:55 2 Radio Encryption not supported Radio: Slot 1, Port 1 5112

[+) 04-11-2000 18:28:48 8 1588TC is not operational Radio: Slot 1, Port 1 5018

=] 04-11-2000 18:28:48 F=y Loss of Carrier Ethernet: Slot 1, Port 7 401

[+) 04-11-2000 18:28:55 L Radio Receive Signal Level is below the configured threshold Radio: Slot 1, Port 1 1610 v
04-11-2000 18:28:55 Fay Key Exchange Protocol in progress, Traffic has been blocked Radio: Slot 1, Port 1 5104

Related Pages Drop-Down List

Certain pages include a Related Pages drop-down list on the upper right of the main section of the
page. You can navigate to a page related to the current page by selecting the page from this list.

Figure 9 Related Pages Drop-Down List

LInit Parameters
Software versions table
Current Alarms
Inventory

Interface Manager
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Export to CSV Option

Certain pages include an Export to CSV button on the lower right of the main section of the page.
Click Export to CSV to save the data on the page to a .csv file.

Last Loaded: 15:32:31 Refresh Export to C5V

-
b

Figure 10 Related Pages Drop-Down List
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Unit Summary Page

The Unit Summary page is the first page that appears when you log into the Web EMS. It gathers
the unit parameters, current alarms and unit inventory information on a single page for quick
viewing.

Figure 11 Unit Summary Page- PTP 850C

¥ Logout + Connection & Admin Microwave radio: Unit Summary
¥ Filter X ¥ Unit Parameters
Unit Summary Description |AODU DC, Enhanced All-outdoor, dual radio carriers |
Radio Summary System up time [5 hours, 40 minutes, 47 seconds |
Security Summa, Local date and fime [19-05-2020 16:37-39 |
» Platform . .
. Faults Running Version  [11.1.5.0.0.33 ]
- Radio Unit Temperature ~ [47°C, 116.6°F ]
> Ethernet Voitage input (Volt) [48 ]
» Sync Part number [22-0001-04 ]
> Quick Configuration Serialnumber  [F519511642 |
» Utilities

¥ Current Alarms
Time Severity 4 Description Origin Alarm id |

Figure 12 Unit Summary Page — PTP 850S

[ Logout + Connection & Admin Unit Summary

¥ Filter x ¥ Unit Parameters
Unit Summary Description |All-uuhduur, single radio carrier
Radio Summary System up time |8 hours, 32 minutes, 35 seconds

Security Summa

Local date and fime |ﬂ1413—2l]2!l 084547

Platform |
Faults Installed Version  [11.1.0.0.0.150 ]
Radio Unit Temperature  [55°C, 131°F ]
FEthernet Woltage input (Volt) [47 |
Sync Part number [25-0028-0F ]
Quick Configuration Serial number  [F320R10523 |
Utilities
¥ Current Alarms
Time Severity A Description Origin Alarm id |
) 01-03-2020 00:15:39 o Loss of Carrier Ethemet: Slot 1, Port 1 a1 7

Figure 13 Unit Summary Page — PTP 850E

¥ Logout + Connection € Admin Microwave radio: Unit Summary
¥ Filter X ¥ Unit Parameters

Unit Summary Description \A]\ outdoor E-band system |

Radio Summary System up time [6 minutes, 14 seconds ]
g p'at‘f"rm Local date and time [22-03-2000 07-16:48 |
» Faults

ing Versi

: Radio Running Version  [10.6.0.0.0.76 ]
> Ethernet Unit Temperature  [38°C, 102.2°F ]
» Sync Voitage input (Volt) [48 ]
» Quick Configuration Part number [ |

> Utilities Serial number [

¥ Current Alarms

Time Severity A Description Origin Alarm id
[+l 22-03-2000 07:14:09 'y Radio loss of frame Radio: Slot 1, Port 1 603
[+] 22-03-2000 07:14:09 fa RFU TX Mute Radio: Slot 1, Port 1 1735
[+l 22-03-2000 07:10:58 2 Demo mode is active Slot 1 201

The Unit Summary page includes:
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Unit Parameters — Basic unit parameters such as the current software version, unit temperature,
and voltage input level. For additional information, see Configuring Unit Parameters.

Current Alarms - All alarms currently raised on the unit. For additional information, see Viewing
Current Alarms.

The Unit Summary page can be customized to include only specific columns and tables. This
enables you to hide information you do not need in order to focus on the information that is most
relevant.

To hide a specific section of the Unit Summary page, click the section title. To display a section
that has been hidden, click the section title again.

To customize which columns appear in a section, click ¥ next to the section title. A list of columns
is displayed. Select only the columns you want to display and click ¥ again.

@ Note

When one or more columns are hidden, the ¥ icon turns white (7).

d

Figure 14 Unit Summary Page — Customizing Columns

¥ Current Alarms
All columns cription
0 loss of frame
Time of Carrier
of Carrier
W i .
Seveity of Carrier
Description RX level out of range
o TX Mute
il o mode is active
Alarm id

Radio Summary Page

The Radio Summary page gathers the key link and radio parameters on a single page for quick
viewing. To display the Radio Summary page, select Radio Summary from the Web EMS main
menu.

Figure 15 Radio Summary Page- PTP 850C

[T Logout + Connection & Admin | Microwave radio: Radio Summary

¥ Filter s ¥ Link Status

Unit Summary [Radio location Link Id Status LAG AMCC |
Radio Summary |‘Ramu' Siot 1, Port 1 1 Down ‘
Platform ¥ Radio Information
Faults [Radic Location & TX Frequency (MHz) RX Frequency (MHz) Frequency Separation (MHz) Channel Bandwidth (Mz) |
Radia |‘Ramc. Siot 1, Port 1 33500.000 73500.000 10000.000 250 \
:3:”61 ¥ Radio Transmitter

[Radio Location & TX Mute Status Maximum TX Level (dBm)  Operational TX Level (dBm) _ TX QAM TX bit rate (Mbps) |
Quick Configuration |# Radio: siot 1, Port 1 ) x 16 -20 2 o |
Utilities :

¥ Radio Receiver
|Ramc Location & Defective Blocks Modem MSE (dB) RX Level (dBm) RX QAM RX bit-rate (Mbps) |
|#®Radic: Siet 1, Port 1 0 89.00 I 2 47528 |
2
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Figure 16 Radio Summary Page — PTP 850S

T Logout + Connection & Admin Radio Summary
Yok v Link Status
Unit Summary Radio location Link 1d Status LAG ABC AMCC Remote IPv4 Address Remote IPv6 Address
Radio Summary Radio: Slot 2, Port 1 1 up 192168112 2001:81
Security Summary v Radio Information
Platform Radio Location & TX Frequency (MHz) RX Frequency (MHz) Frequency Separation (MHz) Channel Bandwidth (MHz) |
Faults Radio: Slot 2, Port 1 11100.000 11500000 400.000 56|
Radio v Remote Radio Parameters
Ethernet Radio location Remote Radio Location Local-Remote Channel Remote Receiver Signal Level Remote Most severe alarm |
sync Radio: Slot 2, Port 1 Radio: Slot 2, Port 1 Up 2 |
Quick Configuration v Radio Transmiller
Utiities Radio Location A TX Mute Status Maximum TX Level (dBm) Operational TX Level (dBm) TX QAM TX bit-rate (Mbps) |
Radio: Slot 2, Port 1 DK% 2 i 128 41234 |
v Radio Receiver
Radio Location & Defective Blocks Modem MSE (dB) Modem XPI (dB) _ RX Level (dBm) RX QAM RX bit-rate (Mbps) |
Radio: Siot 2, Port 1 [Ciesr] 3 38386 0 @2 128 341234 |
¥ Logout + Connection & Admin Microwave radio: Radio Summary
Tos ¥ v Link Status
Unit Surr Radio location Link Id Status LAG AMCC |
Radio Su 8 Radio: Siot 1, Port 1 1 Down

Platform ¥ Radio Information

Faults Radio Location A TX Frequency (MHz) RX Frequency (MHz) Frequency Separation (MHz) Channel Bandwidth (MHz)

Rato & Radio: Slot 1, Port 1 33500.000 73500.000 10000.000 250

i;"“f"et ¥ Radio Transmitter

. Radio Location A TX Mute Status Maximum TX Level (dBm)  Operational TX Level (dBm) TX QAM TX bit-rate (Mbps)

Szgizsonﬁgmm" # Radio: Slot 1, Port 1 ) X 16 -20 2 0
¥ Radio Receiver
Radio Location 4 Defective Blocks Modem MSE (dB) RX Level (dBm) RX QAM RX bit-rate (Mbps) |
& Radio: Slot 1, Port 1 0 99.00 72 2 T 4753 |

The Radio Summary page includes:

Link Status — Link status per radio carrier, including whether or not the link is Up, groups to which
the link is assigned (such as LAG, XPIC, protection, and/or Multi-Carrier ABC), and the IP address
(both IPv4 and IPv6) of the remote carrier. For additional information, see Error! Reference source n
ot found..

Radio Information — The TX and RX frequencies, frequency separation, and channel bandwidth on
which the link is operating. For additional information, see Error! Reference source not found..

Remote Radio Parameters — Key information about the status of the remote carrier. For additional
information, see Configuring the Remote Radio Parameters.

Radio Transmitter — Mute status, maximum and operational TX level, modulation, and bit rate. For
additional information, see Error! Reference source not found..

Radio Receiver — Receiver PMs and statistics, including defective blocks, modem MSE, and RX
level, modulation, and bit rate. For additional information, see Error! Reference source not found. a
nd Configuring the Radio (MRMC) Script(s).

The Radio Summary page can be customized to include only specific columns and tables. This
enables you to hide information you do not need in order to focus on the information that is most
relevant.

To hide a specific section of the Radio Summary page, click the section title. To display a section
that has been hidden, click the section title again.

To customize which columns, appear in a section, click ¥ next to the section title. A list of columns
is displayed. Select only the columns you want to display and click * again.

@ Note

Elj When one or more columns are hidden, the ¥ icon turns white (7).
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Figure 18 Radio Summary Page- Customizing Columns

¥ Radio Information
RXF MH

¥ Al columns requency (MHz)

12800.000
¥ Radio Location 12800.000
M Frequency (MHz)

mn Local-Remote Channel
# mx Frequency (MHz) Up
Il Frequency Separation [MHz) Up
[V Channel Bandwidth {MHz) -
Maximum TX Level (dBm)

Security Summary Page

The Security Summary page gathers a number of important security-related
parameters on a single page for quick viewing. To display the Security Summary
page, select Security Summary from the Web EMS main menu.

Figure 19 Security summary page

k3 Logout % Connection € Admin Microwave radio: Security Summary
¥ Filter X ¥ General Parameters
Unit Summary FIPS Mode Admin |Disable |
Radio Summary Import/Export security settings |Enable ]
Sequrity Summary Session timeout (Minutes) ’ﬁ) \
> Platform
> Faults Login Banner Text [ ]
> Radio
- Ethernet ¥ Protocols
> Syne HTTP protocal [HTTR ]
» Quick Configuration Telnet Admin \Enabla ‘
» Uties SNMP Admin [Enabls ]
SNMP Operational Status [up |
SNMP V1V2 Blocked (N0 ]
SNMP Read Cemmunity [pubiic ]
SNMP Write Community |private |
SNMP Trap Version [v3 |
Block SNMP from Write Security P: (N0 |
Block SNMP from Read Security Parameters (N0 |

¥ SNMP V3 Users
‘ Usermame Security mode Authentication Algorithm Encryption (Privacy) mode Access mode |
[¥k Auth and Priv WD5 DES Read Write User |

¥ Login & Password Management

Password change for first login [yes ]
Enforce password sirength |No \
Password aging (Days) |No Aging |
Failure login attempts to block user ] |
Blacking period (Minutes) 5 |
Unused account peried for blocking (Days) No Blocking \

¥ User Accounts

Usemame Profile Blocked Login status Last logout Expiration date
[+] admin admin No Yes 10-08-2000 00:51:46
&l Sam_Damold operator No No 03-04-2000 07:58:32 10-10-2019

¥ RSAPublic Key

MIIBIJANBgkghkiGOWOBAQEFAAOCAQEBAMIIBCOKCAQEA43ZQASze 4U/zkad+42R.
tExu/G40XLVInyI8wB+g 1xDJUj ZZ0d0ssAdVOBjuqiOZaZ
tkPINRI3gD7YHxq/pSBOKF ST65czB +M41+kFab/a+XBg5i1 7JKKkECO4FKROOMmT2
bCsIhMT7elKv1x1TcOjRMCMPJe5K3QJ3diDbF/0oy 1F+X0nuUi7ScdhanigkiCxrH

nmz0zOjBJsil 15IDJW1H6JdWQINO: 4IKsQSNdTDTY DAD
iHpe+EmkagNacSEWFx2/9wI0BZpb3Loo+F5kvVNLDLTIuZwyltXWGUDbS+LDkN 1516
OwlDAQAB

The Security Summary page includes:

General Parameters — Includes the following fields:
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o  FIPS Mode Admin — Not relevant for PTP 850E.
o Import/Export security settings — See Configuring the Import/Export Security
Settings.

o Session Timeout (Minutes) — See Configuring the Session Timeout.

o Login Banner Text — See Defining a Login Banner.
Protocols — Displays information about the current configuration of the following protocols used
for communicating with the device:

e  "HTTP - See Configuring X.509 CSR Certificates.

o Telnet — See Blocking Telnet Access.

e SNMP — See Configuring SNMP.
SNMP V3 Users — Displays a list of SNMP V3 users configured on the device. For additional information, see
Configuring SNMP.

Login & Password Management — Displays login and password security parameters configured on the device. See
Configuring the General Access Control Parameters and Configuring the Password Security Parameters.

User Accounts — Displays a list of users configured for the device and their parameters. See Configuring Users.

RSA Key - Displays the public RSA key currently configured on the device. See Downloading and
Installing an RSA Key.
The Security Summary page can be customized to include only specific columns and

tables. This enables you to hide information you do not need in order to focus on the
information that is most relevant.

To hide a specific section of the Radio Summary page, click the section title. To
display a section that has been hidden, click the section title again.

To customize which columns appear in a section, click ¥ next to the section title. A list of
columns is displayed. Select only the columns you want to display and clickr again.

/O\ Note

[g When one or more columns are hidden, the ¥ icon turns white ( 7 ).

Figure 20 Security Summary Page — Customizing Columns
¥ SNMP V3 Users

| Al columns

4| Username

| Security mode

¥|  Authentication Algorithm
¥|  Encryption (Privacy) mode

| Access mode
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Reference Guide to Web EMS Menu Structure

The following table shows the Web EMS menu hierarchy, with links to the sections in this
document that provide instructions for the relevant menu item.

Note

(o)

Eﬂ Some menu items are only available if the relevant activation key or feature is enabled.

Table 1 Web EMS Menu Hierarchy - Platform Menu

Sub-Menus

For Further Information

Shelf Management > Chassis Configuration

Performing a Hard (Cold) Reset

Setting the Unit to the Factory Default Configuration

Shelf Management > Unit Redundancy

Configuring 1+1 HSB Unit Protection

Interfaces > Interface Manager

Enabling the Interfaces (Interface Manager)

Interfaces > SFP

Planned for future release.

Management > Unit Parameters

Configuring Unit Parameters

Management > NTP Configuration

Configuring NTP

Management > Time Services

Setting the Time and Date (Optional)

Management > Inventory

Displaying Unit Inventory

Management > Unit Info

Uploading Unit Info

Management > Login Banner

Defining a Login Banner

Management > Networking > Local

Configuring In-Band Management
Changing the Management IP Address

Defining the IP Protocol Version for Initiating
Communications

Management > Networking > Remote

Configuring the Remote Unit’'s IP Address

Management > SNMP > SNMP Parameters

Configuring SNMP

Management > SNMP > Trap Managers

Configuring Trap Managers

Management > SNMP > V3 Users

Configuring SNMP

Software > Versions

Viewing Current Software Versions

Software > Download & Install

Downloading and Installing Software
Configuring a Timed Installation
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Sub-Menus

For Further Information

Configuration > Timer Parameters

Planned for future release.

Configuration > Backup Files

Viewing Current Backup Files

Configuration > Configuration
Management

Backing Up and Restoring Configurations

Activation Key > Activation Key
Configuration

Configuring the Activation Key

Activation Key > Activation Key Overview

Displaying a List of Activation-Key-Enabled Features

Security > General > Configuration

Planned for future release.

Security > General > Security Log Upload

Uploading the Security Log

Security > General > Configuration Log
Upload

The File transfer progress field displays the progress
of any current security log upload operation.

Uploading the Configuration Log

Security > X.509 Certificate > CSR

Configuring X.509 CSR Certificates

Security > X.509 Certificate > Download &
Install

Configuring X.509 CSR Certificates

Security > Access Control > General

Configuring the General Access Control Parameters

Security > Access Control > User Profiles

Configuring User Profiles

Security > Access Control > User Accounts

Configuring Users

Security > Access Control > Password
Management

Configuring the Password Security Parameters

Security > Access Control > Change
Password

Changing Your Password

Security > Access Control > Radius >
Radius Configuration

Planned for future release.

Security > Access Control > Radius >
Radius Users

Planned for future release.

Security > Protocols Control

Configuring the Session Timeout
Blocking Telnet Access

PM & Statistics > SFP

Planned for future release.

PM & Statistics > Voltage

Configuring Voltage Alarm Thresholds and
Displaying Voltage PMs
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Table 2 Web EMS Menu Hierarchy — Faults Menu

Sub-Menus

For Further Information

Current alarms

Viewing Current Alarms

Alarm Statistics

Viewing Alarm Statistics

Event Log

Error! Reference source not found.

Alarm Configuration

Error! Reference source not found.

Voltage Alarm Configuration

Table 3 Web EMS Menu Hierarchy — Radio Menu

Sub-Menus

For Further Information

Radio Parameters

Error! Reference source not found.

Frequency Scanner

Running the Frequency Scanner

Remote Radio Parameters

Error! Reference source not found.

Radio BER Thresholds

Error! Reference source not found.

Ethernet Interface > Counters

Error! Reference source not found.

MRMC > Symmetrical Scripts > ETSI

Error! Reference source not found.

MRMC > Symmetrical Scripts > FCC

Error! Reference source not found.

MRMC > MRMC Status

Error! Reference source not found.

PM & Statistics > Counters

PM & Statistics > Signal Level

Displaying Signal Level PMs

PM & Statistics > Aggregate

Error! Reference source not found.

PM & Statistics > MSE

Displaying MSE PMs

PM & Statistics > MRMC

Displaying MRMC PMs

PM & Statistics > Traffic >
Capacity/Throughput

Error! Reference source not found.

PM & Statistics > Traffic > Utilization

Error! Reference source not found.

Diagnostics > Loopback

Performing Radio Loopback

Groups > Multi Carrier ABC

Configuring Multiband
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Table 4 Web EMS Menu Hierarchy — Ethernet Menu

Sub-Menus

For Further Information

General Configuration

Setting the MRU Size and the S-VLAN Ethertype

Services

Configuring Ethernet Service(s)

Interfaces > Physical Interfaces

Configuring Ethernet Interfaces

Interfaces > Logical Interfaces

Configuring Ingress Path Classification on a Logical
Interface

Assigning Policers to Interfaces

Configuring the Ingress and Egress Byte Compensation
Assigning WRED Profiles to Queues

Assigning a Queue Shaper Profile to a Queue
Assigning a Priority Profile to an Interface

Assigning a WFQ Profile to an Interface

Performing Ethernet Loopback

Interfaces > ASP & LLF

Configuring Automatic State Propagation and Link Loss
Forwarding

PM & Statistics > RMON

RMON Statistics

PM & Statistics > Port TX

Port TX Statistics

PM & Statistics > Port RX

Port RX Statistics

PM & Statistics > Egress CoS
Statistics

Egress CoS Statistics

PM & Statistics > Egress CoS PM >
Configuration

Configuring and Displaying Queue-Level PMs

PM & Statistics > Egress CoS PM >
Egress CoS PM

Configuring and Displaying Queue-Level PMs

QoS > Classification > 802.1Q

Modifying the C-VLAN 802.1Q UP and CFI Bit Classification

Table

QoS > Classification > 802.1AD

Modifying the S-VLAN 802.1 UP and DE| Bit Classification
Table

QoS > Classification > DSCP

Modifying the DSCP Classification Table

QoS > Classification > MPLS

Modifying the MPLS EXP Bit Classification Table

QoS > Policer > Policer Profile

Configuring Policer Profiles

QoS > Marking > 802.1Q

Modifying the 802.1Q Marking Table

QoS > Marking > 802.1AD

Modifying the 802.1AD Marking Table

QoS > WRED > WRED Profile

Configuring WRED
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Sub-Menus

For Further Information

QoS > Shaper > Queue Profiles

Configuring Queue Shaper Profiles

QoS > Scheduler > Priority Profiles

Configuring Priority Profiles

QoS > Scheduler > WFQ Profiles

Configuring WFQ Profiles

Protocols > Bandwidth Notification

Planned for future release.

Protocols > LLDP > Remote
Management

Planned for future release.

Protocols > LLDP > Advanced >
Configuration > Parameters

Planned for future release.

Protocols > LLDP > Advanced >
Configuration > Port Configuration

Planned for future release.

Protocols > LLDP > Advanced >
Configuration > Destination Address

Planned for future release.

Protocols > LLDP > Advanced >
Configuration > Management TLV

Planned for future release.

Protocols > LLDP > Advanced >
Remote System > Management

Planned for future release.

Protocols > LLDP > Advanced >
Remote System > Remote Table

Planned for future release.

Protocols > LLDP > Advanced >
Local System > Parameters

Planned for future release.

Protocols > LLDP > Advanced >
Local System > Port

Planned for future release.

Protocols > LLDP > Advanced >
Local System > Management

Planned for future release.

Protocols > LLDP > Advanced >
Statistic > General

Planned for future release.

Protocols > LLDP > Advanced >
Statistic > Port TX

Planned for future release.

Protocols > LLDP > Advanced >
Statistic > Port RX

Planned for future release.

Protocols > SOAM > MD Configuring Service OAM (SOAM) Fault Management (FM)

Protocols > SOAM > MA/MEG Configuring Service OAM (SOAM) Fault Management (FM)

Protocols > SOAM > MEP Configuring Service OAM (SOAM) Fault Management (FM)

Protocols > LACP > Aggregation Planned for future release.

Protocols > LACP > Port > Status Planned for future release.
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Sub-Menus

For Further Information

Protocols > LACP > Port > Statistics

Planned for future release.

Protocols > LACP > Port > Debug

Planned for future release.

Interfaces > Groups > LAG

Planned for future release.

Table 5 Web EMS Menu Hierarchy — Sync Menu

Sub-Menus

For Further Information

SyncE Regenerator

Planned for future release.

Sync Source

Configuring the Sync Source

Outgoing Clock

1588 > General Configuration

Error! Reference source not found.

1588 > Transparent Clock

Error! Reference source not found.

> Default

1588 > Boundary Clock > Clock Parameters

Planned for future release.

> Advanced

1588 > Boundary Clock > Clock Parameters

Planned for future release.

1588 > Boundary Clock > Port Parameters

Planned for future release.

1588 > Boundary Clock > Port Statistics

Planned for future release.

Table 6 Web EMS Menu Hierarchy — Quick Configuration Menu

Sub-Menus

For Further Information

From Release Plan

Planned for future release.

Platform Setup

Performing Quick Platform Setup

Security > General Parameters

Page

Security > Protocols

Quick Security Configuration — Protocols Page

Security > Access Control

Security > RSA Key & Certificate

Page

PIPE > Single Carrier > 1+0

Configuring a 1+0 Link Using the Quick
Configuration Wizard

PIPE > Multi Carrier ABC > Multiband

Configuring the Outgoing Clock and SSM Messages

Quick Security Configuration — General Parameters

Quick Security Configuration — Access Control Page

Quick Security Configuration — RSA Key & Certificate

Configuring a Multiband (Enhanced Multi-Carrier
ABC) Link Using the Quick Configuration Wizard

Page 1-13




Chapter 1: Introduction Reference Guide to Web EMS Menu Structure

Table 7 Web EMS Menu Hierarchy — Utilities Menu

Sub-Menus For Further Information
Restart HTTP Restarting the HTTP Server
iflndex Calculator Calculating an iflndex
MIB Reference Guide Displaying, Searching, and Saving a list of MIB
Entities
2
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Reference Guide to Web EMS Menu Structure

Chapter 2: Getting Started

This section includes:

Assigning IP Addresses in the Network
Establishing a Connection

Logging on

Changing Your Password

Applying a Pre-Defined Configuration File
Performing Quick Platform Setup
Configuring In-Band Management
Changing the Management IP Address
Configuring the Activation Key

Setting the Time and Date (Optional)
Enabling the Interfaces (Interface Manager)
Configuring the Radio (MRMC) Script(s)
Running the Frequency Scanner
Configuring the Radio Parameters

Creating Service(s) for Traffic
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Assigning IP Addresses in the Network

Before connection over the radio hop is established, it is of high importance that you assign the PTP
850E unit a dedicated IP address, according to an IP plan for the total network. See Changing the
Management IP Address.

By default, a new PTP 850E unit has the following IP settings:
IP address: 192.168.1.1
Subnet mask: 255.255.255.0

Caution

! If the connection over the link is established with identical IP addresses, an IP address
conflict will occur and remote connection may be lost.
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Establishing a Connection

Connect the PTP 850E unit to a PC by means of a Twisted Pair cable. The cable is connected to the
MGT port on the PTP 850E and to the LAN port on the PC. Refer to the Installation Guide for the type
of unit you are connecting for cable connection instructions.
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PC Setup

To obtain contact between the PC and the PTP 850E unit, it is necessary to configure an IP address on
the PC within the same subnet as the PTP 850E unit. The default PTP 850E IP address is 192.168.1.1.
Set the PC address to e.g. 192.168.1.10 and subnet mask to 255.255.255.0. Note the initial settings
before changing.

m Note

The PTP 850E IP address, as well as the password, should be changed before operating
the system. See Changing the Management IP Address and Changing Your Password.

1. Select Control Panel > All Control Panel Items > Network and Sharing Center.
Click Change the adapter settings.

Select Local Area Connection > Properties > Internet Protocol Version 4 (TCP/IP), and set the
following parameters:

o IP address: 192.168.1.10

o Subnet mask 255.255.255.0

o No default gateway

4. Click OK to apply the settings.

Figure 21 Internet Protocol Properties Window

Internet Protocol (TCP/IP) Pro 2] x|

General |

You can get |P settings assigned automatically if your networ supparts
this capability. Ctherwise, you need to ask your networc administrator for
the appropriate |P settings.

{~ Obtain an IP address automatically

—I% Lze the following IP address:
P address: I 192 168. 1 .10

Subnet mask: I 205 . 285 . 285 . 0

Default gateway: |

) Obtain DS server address automatizally

—{%" Lse the following DNS server addresses:

Preferred DNS server: |

Altemate DMNS server: |
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Logging on

Logging on

1. Open an Internet browser (Internet Explorer or Mozilla Firefox).
2. Enter the default IP address “192.168.1.1" in the Address Bar. The Login page opens.

Figure 22 Login Page

Login

Apply

Microwave radio: Login

User Name |

Password |

Clear

3. Inthe Login window, enter the following:
o User Name: admin
o Password: admin

4. Click Apply.

Logging in Without Knowing the IP Address

If the unit's IP address has been changed from its default of 192.168.1.1, and you do not know the
new IP address, you can log into the unit by establishing a connection directly to the CPU. This
requires a Cambium Networks proprietary Ethernet cable. This cable should be ordered from
Cambium Networks, according to the following table.

Table 9: Cable for Direct CPU Connection

CBL_ESP

Product Cable Marketing Model Cable Description

PTP 850C SPL-ETH-CBL CABLE,RJ45 TO 2XRJ45F, 0.54M,CAT-5E,FOR ETH
PTP 850E DP to RJ45 MNG CABLE CABLE,DP TO RJ45F,0.2M,FOR FIELD DEBUG

PTP 850S PTP 820_Mini-MNG- CABLE,MiniDP TO RJ45F,0.2M,FOR FIELD

DEBUG. ESP

For PTP 850E, as an alternative to the proprietary cable described above, you can use a
cable with the following pinouts:
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Side A — DisplayPort Diff. Pair Side B- RJ-45 Socket
PROT_TX_P 15 Pair 1 PROT_TX_P 1
PROT_TX_N 17 PROT_TX_N 2
PROT_RX_P 18 Pair 2 PROT_RX_P 3
PROT_RX_N 19 PROT_RX_N 6

Shell Shield Shell

For PTP 850S, as an alternative to the proprietary cable described above, you can use a
cable with the following pinouts:

P1 WIRE P2
14 3
TWISTED PAIR 1
16 6
18 1
TWISTED PAIR 2
20 2
SHELL SHIELD SHELL

To log in using this cable:

1
2

7

Disconnect the management cable from the PTP 850E.

The IP address of the CPU is 192.0.2.1. To connect, set up a new Local
Area Connection with an IP address as follows:

o |P address: 192.0.2.3
o Subnet mask 255.255.255.240

°  No default gateway
Connect the single end of the cable to the Protection port of the PTP 850 unit.
e For PTP 850C: The Management/Protection port (P6).
e For PTP 850E: The Protection port (P6).
e For PTP 850S: The EXT port (P4).
Connect Channel 2 of the cable to the LAN port on the PC.
The system will prompt you for a user name and password.
Enter the user name and password. The default user name and password are:
° User Name: admin
° Password: admin
Click Apply.

After a connection is established, you can view or configure the unit's IP address using the
Web EMS. See Changing the Management IP Address.

2
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Changing Your Password

It is recommended to change your default Admin password as soon as you have logged into the

system.

In addition to the Admin password, there is an additional password protected user account, “root

user”, which is configured in the system. The root user password and instructions for changing this

password are available from Cambium Networks Customer Support. It is strongly recommended to

change this password.

To change your password:

1. Select Platform > Security > Access Control > Change Password. The Change User Password
page opens.

Figure 23 Change User Password Page

[T Logout + Connection & Admin Microwave radio: Change User Password

¥ Filter X

Unit Summary Change your password

Radio Summary
4 Platform ;
» Shelf Management User Name |adn1|n |
. Interfaces Cld password [ |
- Management New Password | |
» Software Reenter Password | |
Configuration

» Activation Key

4 Security Apply

> General
» ¥.509 Certificate
4 Access Confrol

Chanae Password
» RADIUS
Protocols Control
> PM & Statistics
» Faults
Radio
» Ethernet
Sync
» Quick Configuration
» Utilities

2. Inthe Old password field, enter the current password. For example, upon initial login, enter the
default password (admin).
3. Inthe New password field, enter a new password. If Enforce Password Strength is activated (see
Configuring the Password Security Parameters), the password must meet the following criteria:
o Password length must be at least eight characters.

o Password must include characters of at least three of the following
character types: lower case letters, upper case letters, digits, and special
characters. For purposes of meeting this requirement, upper case letters at
the beginning of the password and digits at the end of the password are not
counted.

o A password cannot be repeated within five changes of the password.
4. Click Apply.
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In addition to the Admin password, there is an additional password protected user account, “root
user”, which is configured in the system. The root user password and instructions for changing this
password are available from Cambium Networks Customer Support. It is strongly recommended to
change this password.

Page 22



Chapter 2: Getting Started Applying a Pre-Defined Configuration File

Applying a Pre-Defined Configuration File

PTP 850E units can be configured from the Web EMS in a single step by applying a pre-
defined configuration file. A pre-defined configuration file can be prepared for multiple
PTP 850E units, with the relevant configuration details specified and differentiated per-
unit.

Pre-defined configuration files can include all the parameters necessary to configure
basic links, including:
Platform parameters:

o ETSI to ANSI conversion
General unit parameters, such as unit name, location, and contact person
Activation Key (or Demo mode) configuration
IP configuration (IPv4 and IPv6)
NTP configuration
Basic SNMP Parameters (Enable/Disable, Read and Write Communities)
Time services configuration

o O O O O O

Interface configuration:
o Radio
o Ethernet
o Radio protection

Advanced radio configuration
o XPIC

Services configuration
o Management
o Point-to-Point
o Multipoint

The pre-defined configuration file is generated by Cambium Global Services and
provided as a service.

The pre-defined configuration file must be compatible with the System release version
the PTP 850E device is running. Configuration files must also be compatible with the
type of device. For example, a configuration file created for PTP 820E cannot be applied
to an PTP 850E device.

For further information on the creation of pre-defined configurations, consult your
Cambium representative.
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To apply a pre-defined configuration file:

1 Select Quick Configuration > From File. The Quick Configuration — From File page opens.

Figure 24 Quick Configuration — From File Page

I Logout + Connection & Admin Microwave radio: Quick Configuration -

¥ Filter X BEl 1 .i uu .
Unit Summary N e A
Radio Summary , =) @ Q @ =)
Security Summary S A NTY QNS A NS ANTI A NS
» Platform
- Faults
Radio

> Ethernet
. Sync Browse for a configuration file

Quick Configuration

4 Quick Configuration
From
Platform Setup
i Security
> PIPE
- Utilities

View file Submit

Browse...

2 Click Browse, and select the configuration file for your unit.

Figure 25 Quick Configuration — From File Page — Configuration File Loaded

Microwave radio: Quick Configuration -

| | REFFFMM \

Quick Configuration -

Browse for a configuration file H:\C  =7_11.0\Configuration Files\IP-50E_TYN.xml Browse...

Device List [I.‘ Z_Z amat Hachayal, Raul Valenberg 24) v]

View file || Submit |

3 In the Device List field, select the unit you are configuring.

/_\ Note

(o)
w Although the configuration file may contain parameters for multiple
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types of devices, only devices of the same product type as the unit you are configuring
are displayed in this field.

4 Optionally, click View file to display the configuration file (read-only).

5 To initiate the configuration, click Submit. Progress is updated in the Quick
Configuration — From File page.

When the configuration is complete, the unit reboots.

/C_)\ Note

If the pre-defined configuration file included a new IP address for the unit, make sure to
configure an IP address on the PC or laptop you are using to perform the configuration

within the same subnet as the PTP 850E unit’s new IP address.
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Performing Quick Platform Setup

The Platform Setup page in the Web EMS centralizes the main configurable items from several Web
EMS pages in a single location:

Unit Parameters (Name, Contact Person, Location, Longitude, and Latitude)
IPv4 Address, Subnet Mask, and Default Gateway

NTP Enable/Disable

Demo Activation Key Enable/Disable

SNMP Parameters

These items enable you to configure the basic platform parameters quickly, in a single Web EMS
page. Combined with the quick link configuration wizards, this enables you to configure a new link in
the field quickly and efficiently, to the point where the link is up and functioning and any necessary
advanced configurations can be performed remotely without the need to physically access the PTP
850E unit.

To use the Platform Setup page:

1. Select Quick Configuration > Platform Setup. The Quick Configuration — Platform Setup page
opens.

Figure 26 Quick Configuration — Platform Setup Page

¥ Logout + Connsction & Admin Microwave radio: Quick Configuration - Platform Setup
¥ Filter X
- _ Unit Parameters
Unit Summary
Radio Summary Name [Microwave radio |
. Platform Contact persan | |
Faults Location [ |
- Radio Longitude [ |
- Ethernet
Lafitude [ |
» Sync
4 Quick Configuration
From CeraPlan IPvd Address
Platform Setu IPv4 Address 192.168.1.1
- PIPE IPv4 Subnet Mask  [255.265.256.0
- Utilities

|Pv4 Default Gateway |0.0.0.0

Date & Time

NTP Admin

[[] Set Date & Time (Time and Date value will be taken automatically from client local time.)

Activation Key

Demo admin

SNMP Parameters

Adin

SNMP Read Community [public |
SNMP Write Community [private |

SNMP Trap Version
V12 Blocked

== Back Finish

1. The Unit Parameters section is optional. For details on each field, see Configuring Unit
Parameters.
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2. Inthe IPv4 Address section, configure the unit's management IP address, subnet mask, and,
optionally, a default gateway. If you want to use an IPv6 address, see Changing the Management
IP Address.

3. Inthe Date & Time section, you can enable Network Time Protocol (NTP). NTP distributes
Coordinated Universal Time (UTC) throughout the system, using a jitter buffer to neutralize the
effects of variable latency.

If you select Enable, the NTP version and NTP server IP address fields are also displayed,
enabling you to configure the NTP parameters. For details on these fields, see Configuring NTP.

Date & Time
MNTF Admin Enable
MNTF version MTPvd ¥

MTF server IF address 0.0.0.0

4. Inthe Activation Key section, you can enable or disable Demo mode in the Demo admin field.
Demo mode enables all features for 60 days. When demo mode expires, the most recent valid
activation key goes into effect. The 60-day period is only counted when the system is powered
up. 10 days before demo mode expires, an alarm is raised indicating that demo mode is about to
expire.

If you set Demo admin to Disable, the Activation Key field is displayed. Enter a valid activation
key in this field. For a full explanation of activation keys, see Configuring the Activation Key.

Activation Key

Demo admin | Disable «

@75802L0188T436L1I7RIINSPIBBMAASDIPIRDET 35IRSGTMENIEMGP
MNMIFLST8@1UVOT1YB75POJBFFLLEVEHEESBIHI3ASDIPIRDETISIRSG

Activation Key FMEN38MGPMNIFLOTEBIUNVD

= Back || Finish

5. In the SNMP Parameters section, you can set whether to enable or disable SNMP monitoring in
the Admin field, and set the SNMP Read Community and SNMP Write Community. You can also
configure the SNMP Trap Version. If you select V3, you can select Yes in the V1V2 Blocked field to block SNMPv1
and SNMPv2 access so that only SNMPv3 access will be enabled. For a full explanation of SNMP
parameters, see Configuring SNMP.

SMMP Parameters

SNMP Read Community |public |

SNMP Write Community |private |

SNMP Trap Version
V1V2 Blocked
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6. Click Finish. The Selection Summary page opens. To go back and change any of the parameters,

Performing Quick Platform Setup

click Back. To implement the new parameters, click Submit.

Figure 27 Quick Configuration— Platform Setup Summary Page

¥ Logout # Connection & Admin
B.#x2 5BC Filber *
Unit & Radio Summary
Platform
Faults
Radio
Ethernet
Sync
4 Quick Configuration
From File
Platform Setup
FIFE
Utilities

IP-20N #1: Quick Configuration - Platform

Selection Summary

Mame: Test Unit

Contact person: John Smith
Location:

Longrtude:

Latitude:

IPvd Address: 192 168.1.85
IPv4 Subnet Mask: 255 255 2550
IPv4 Default Gateway: 0.0.0.0

NTP Admin: Enable
NTP version: NTPwv4
MNTP server IP address: 0.0.0.0

Demo admin: Enable

Admin: Enable
SNMP Read Community: public
SNMP Write Community: private
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Configuring In-Band Management

You can configure in-band management in order to manage the unit remotely via its radio and/or
Ethernet interfaces.

fo\ Note

Elj Before configuring in-band management, it is recommended to review the
configuration recommendations for in-band management listed inError! Reference s
ource not found..

Each PTP 850 unit includes a pre-defined management service. The Service ID for this service is:
e PTP 850S: 257
e PTP 850C and PTP 850E

The management service is a multipoint service that connects the two local management ports and
the network element host CPU in a single service. In order to enable in-band management, you must
add at least one service point to the management service, in the direction of the remote site or sites
from which you want to access the unit for management.

6\ Note

Elj In order to use in-band management, it must be supported on the external switch.

For instructions on adding service points, see Configuring Service Points.
After adding service points, you must enable in-band management. To enable in-band management:

1. Select Platform > Management > Networking > Local. The Local Networking Configuration
page opens.

Figure 28 Local Networking Configuration Page — In-Band Management

i ] Logout # Connection € Admin Microwave radic: Local Networking Configuration
VAL = In-Band Configuration

Unit Summary in-band admin

Radio Summary
4 Platform Apply

- Shelf Management

- Interfaces IP Family Configuration

4 Management P address Family

NTP Configuration Apply

Inventory

LI\{.I - IP Configuration
Login Banner Name [etho |
 Networking Description [ |
Local IPv4 Address [192.168.1.1 |
Remate IPv4 Subnet Mask |255 2552550 |
ShMP IPv4 Default Gateway [0.0.0.0 |
- Software
. Configuration IPyB Address [fec:c:ag:1:1 |
. Activation Key IPvB Prefix Length  [120 [(1. 128
Security IPVE Default Gateway [ |
PM & Statistics
Faults Apply
- Radio
- Ethernat
- Sync
- Quick Configuration

- Utilities

2. Inthe In-Band Admin field, select Enable.

2
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3. Click Apply underneath the In-Band Admin field.
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Changing the Management IP Address

Related Topics:
e Configuring In-Band Management
e Defining the IP Protocol Version for Initiating Communications
e Configuring the Remote Unit’s IP Address

To change the management IP address of the local unit:

1. Select Platform > Management > Networking > Local. The Local Networking Configuration page
opens. IP address configuration is performed in the IP Configuration area of the page.

Figure 29 Local Networking Configuration Page

¥ Logout ' Connection & Admin Microwave radie: Local Networking Configuration
VLS = In-Band Configuration
Unit Summary in-band admin
Radio Summary
4 Platform
- Shelf Management
> Interfaces

IP Family Configuration

4 Management IP address Family

Lnit Parameters

NTP Confiquration oy
Time Services
Inventory -
Unit Tnfo IP Configuration
Loqin Banner Name [etho |
4 Networking Description [ |
Local IPv4 Address [192.188.1.1 |
Remote IPv4 Subnet Mask |255.255.255.D |
- ShMP IPv4 Default Gateway [0.0.0.0 |
- Software
. Configuration 1PV Address [fecD:co:ag:1:1 |
. Activation Key IPV6 Prefix Length  [120 |1 128
- Security IPv6 Default Gateway [ |
- PM & Statistics
- Faults
- Radio
- Ethernet
- Sync
- Quick Configuration
- Utilities

Optionally, in the Name field, enter a name for the unit.
Optionally, in the Description field, enter descriptive information about the unit.

In the IPv4 address field, enter an IP address for the unit. You can enter the address in IPv4
format in this field, and/or in IPv6 format in the IPv6 Address field. The unit will receive
communications whether they are sent to its IPv4 address or its IPv6 address.

If you entered an IPv4 address, in the IPv4 Subnet mask field, enter the subnet mask.
Optionally, in the IPv4 Default gateway field, enter the default gateway address.

Optionally, in the IPv6 Address field, enter an IPv6 address for the unit. You can enter the address
in IPv6 format in this field, and/or in IPv4 format in the IPv4 IP Address field. The unit will receive

communications whether they are sent to its IPv4 address or its IPv6 address.
If you entered an IPv6 address, enter the IPv6 prefix length in the IPv6 Prefix-Length field.

Optionally, if you entered an IPv6 address, enter the default gateway in IPv6 format in the IPv6
Default Gateway field.
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10. Click Apply.
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Configuring the Activation Key

This section includes:
e Activation Key Overview
¢ Viewing the Activation Key Status Parameters
e Entering the Activation Key
e Activating Demo Mode
Displaying a List of Activation-Key-Enabled Features

PTP 850 offers a pay-as-you-grow concept in which future capacity growth and additional
functionality can be enabled with activation keys. Each device contains a single unified activation key
cipher.

New PTP 850 units are delivered with a default activation key that enables you to manage and
configure the unit. Additional feature and capacity support requires you to enter an activation key
cipher in the Activation Key Configuration page. Contact your vendor to obtain your activation key
cipher.

fc-)\ Note

I:g To obtain an activation key cipher, you may need to provide the unit’s serial number.
You can display the serial number in the Web EMS Inventory page. See Displaying
Unit Inventory.

Activation Key Overview

PTP 850E offers a pay-as-you-grow concept in which future capacity growth and additional
functionality can be enabled with activation keys. Each device contains a single unified activation key
cipher.

New PTP 850E units are delivered with a default activation key that enables you to manage and
configure the unit. Additional feature and capacity support requires you to enter an activation key
cipher in the Activation Key Configuration page. Contact your vendor to obtain your activation key
cipher.

fc-,\ Note

Eg To obtain an activation key cipher, you may need to provide the unit’s serial number.
You can display the serial number in the Web EMS Inventory page. See Error! R
eference source not found..

Each required feature and capacity should be purchased with an appropriate activation key. It is not
permitted to enable features that are not covered by a valid activation key. In the event that the
activation-key-enabled capacity and feature set is exceeded, an Activation Key Violation alarm occurs
and the Web EMS displays a yellow background and an activation key violation warning. After a 48-
hour grace period, all other alarms are hidden until the capacity and features in use are brought
within the activation key’s capacity and feature set.

In order to clear the alarm, you must configure the system to comply with the activation key that has
been loaded in the system. The system automatically checks the configuration to ensure that it
complies with the activation-key-enabled features and capacities. If no violation is detected, the
alarm is cleared.
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When entering sanction state, the system configuration remains unchanged, even after power cycles.
However, the alarms remain hidden until an appropriate activation key is entered or the features and
capacities are re-configured to be within the parameters of the current activation key.

Demo mode is available, which enables all features for 60 days. When demo mode expires, the most
recent valid activation key goes into effect. The 60-day period is only counted when the system is
powered up. 10 days before demo mode expires, an alarm is raised indicating that demo mode is
about to expire.

Viewing the Activation Key Status Parameters

To display the current activation key status parameters:

1. Select Platform > Activation Key > Activation Key Configuration. The Activation Key
Configuration page opens.

Figure 30 Activation Key Configuration Page

[F Logout + Connection & Admin Microwave radio: Activation Key Configuration
¥ Filter H
N - Activation Key - Status Parameters
Unit Summary
Radio Summary Type [Demo |
4 Platform validation number [303030203020303030303030 |
. Shelf Management Date code [MA |
- Interfaces Violatien runtime counter (hours) [48 |
- M k
an=gemen Sanction state [No |
- Software
» Configuration Activation Kev Conf i
4 Activation Key ctivation Key Configuration
Activation Key Configuration Default Activation Key|
Activation Key Overview
> Security
> PM & Statistics
- Faults
- Radio
. Ethernet Demo Mode Configuration
- Sync Demo admin
- Quick Configuration Demo timer (hours) [1439
- Utilities

Table 8 Activation Key Status Parameters

Parameter Definition

Type Displays the current activation key type.

Validation number Displays a random, system-generated validation number.
Date code Displays a date code used for validation of the current

activation key cipher.

Violation runtime In the event of an Activation Key Violation alarm, this field
counter (hours) displays the number of hours remaining in the 48-hour
activation key violation grace period.

Page 34



Chapter 2: Getting Started Configuring the Activation Key

Parameter Definition

Sanction state If an Activation Key Violation alarm has occurred, and the
48-hour activation key violation grace period has expired
without the system having been brought into conformance
with the activation-key-enabled capacity and feature set,
Yes appears in this field to indicate that the system is in an
Activation Key Violation sanction state. All other alarms
are hidden until the capacity and features in use are
brought within the activation-key-enabled capacity and
feature set.

Entering the Activation Key

1. To enter a new activation key:

2. Select Platform > Activation Key > Activation Key Configuration. The Activation Key
Configuration page opens (Figure 30).

3. Enter the activation key cipher you have received from the vendor in the Activation Key field. The
activation key cipher is a string that enables all features and capacities that have been purchased
for the unit.

4. Click Apply.

If the activation key cipher is not legal (e.g., a typing mistake or an invalid serial number), an
Activation Key Loading Failure event is sent to the Event Log. When a legal activation key cipher is
entered, an Activation Key Loaded Successfully event is sent to the Event Log.

Activating a Demo Activation Key

To activate demo mode:

1. Select Platform > Activation Key > Activation Key Configuration. The Activation Key
Configuration page opens (Figure 31).

2. Inthe Demo admin field, select Enable.
3. Click Apply.

The Demo timer field displays the number of hours that remain before the demo activation key
expires.

Activation Key Reclaim

If it is necessary to deactivate an PTP 850E device, whether to return it for repairs or for any other
reason, the device’s activation key can be reclaimed for a credit that can be applied to activation keys
for other devices.

Where the customer has purchased upgrade activation keys, credit is given for the full feature or
capacity, not for each individual upgrade. For example, if the customer purchased two capacity
activation keys for 300M and later purchased one upgrade activation key to 350M, credit is given as if
the customer had purchased one activation key for 350M and one activation key for 300M.
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Displaying a List of Activation-Key-Enabled Features

To display the status of activation key coverage for features and capacities in the PTP 850:

1. Select Platform > Activation Key > Activation Key Overview. The Activation Key Overview page

opens.

Figure 31 Activation Key Overview Page

¥ Logout + Connection & Admin

¥ Filter x
Unit Summary
Radio Summary
4 Platform
Shelf Management
Interfaces
Management
Software
Configuration
4 Activatien Key
Activation K

Activation K
Security
PM & Statistics
Faults
Radio
Ethemet
Sync
Quick Configuration
Utilties

Microwave radio: Activation Key Overview
¥ Activation Key Overview
# Feature  Feature name Feature deseription Activation key-enabled feature | Activation key-enabled feature Activation key
Id & usage credit violation status
1 10 PerUsage Post paid model for the activation key Disable Disable oK
2 100 Services Mode Service mode: Smart-Pipe, Edge-CET-Node, Apg-Lv-1-CET-Node, Agg-Lvi- | Not used Gnly management oK &
2-CET-Node
3 200 Numberof Services Number of allowed Ethemet services 0 1 oK
4 300 HQoS Hierarchical QoS (Quality of Service) Not used Not allowed oK
5 500  Network Resiliency Network resiliency protocals (Smart-TDM Path Protection, 6.3032) Not used Not allowed oK
6 600  Ethernet OAM - Fault Management Enables Connectivity Fault Management (FM) per Y. 1731/ 802.1ag and Not used Not allowed oK
802.3ah (CET mode only)
7 650  Ethemet OAM - Performance Monitoring  Ethernet OAM (Operation and Not used Not allowed oK
Monitoring (PM) - Y 1731
8 800 |LACP Link Aggregation Control Protocol (LACP) Not used Not allowed oK
9 1100  Sync Unit ITU-T (.8262 SyncE and [TU-T G.8264 ESMC (Ethemet Synchronization ot used Not allowed oK
Message Control)
10 1202 IEEE1583 Transparent Clock Synchronization over Packet Not used Not allowed oK
11 1300  IEEE1588 Ordinary Clock (quantity) The allowed number of IEEE1588v2 (PTP - Precision Time Protocol) Ordinary Not used 0 oK
Clocks (OC)
12| 1400 | IEEE1588 Boundary Clock IEEE1588v2 (PTP - Precision Time Protocol) Boundary Clocks (BC) Not used Not allowied oK
13 1600  Main card redundancy Redundancy of the main card Not used Not allowed oK
14 1700  TDM Pseudowre TDM Pseudowire support Not used Not allowed oK
15 1800  Frame cutthrough Frame cut-through capability Not used Not allowed oK
16 2100  Secured Management Secured protecois: SSH, SFTP, HTTPS, RADIUS, SNMPv3 Not used Not allowed oK
17 2200  FE traffic ports (quantity) The aliowed number of FE (Fast Ethernet) ports 0 1 oK
18 2300  GbE traffic ports (quantity} The allowed number of GbE (Gigabit Ethemnet) ports 0 1 oK v
10 2400 | ARGKE trafic nods it Tha allowad numbar of 10hE (1 it Ethamat) nadk a a W

The Activation Key Overview page displays the activation-key-enabled features and capacities for the
PTP 850, and indicates the activation key status of each feature according to the activation key
currently implemented in the unit.

/O\ Note

Some of the features listed in the Activation Key Overview page may not be supported
in the currently installed software version.

Table 9 Activation Key-Enabled-Features Table Parameters

Parameter

Definition

Feature ID

A unique ID that identifies the feature.

Feature name

The name of the feature.

Feature Description

A description of the feature.

Activation key-enabled
feature usage

used.

Indicates whether the activation-key-enabled feature is actually being

Activation key-enabled
feature credit

currently installed in the unit.

Indicates whether the feature is allowed under the activation key that is

Activation key violation

status

installed activation key with respect to this feature.

Indicates whether the system configuration violates the currently
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Table 10 Activation Key-Enabled-Features Description

Activation Key Name

Description

Services Mode

Enables a number of Ethernet services, depending on the type of activation key:

e  Smart-Pipe —Smart Pipe (L1) services only (unlimited) and a single
management service.

e Edge-CET Node — Up to 8 services (all supported service types).

e Agg-Lvl-1-CET-Node — Up to 64 services (all supported service types).

e Agg-Lvl-2-CET-Node — Up to 1024 services (all supported service types).
Any CET activation key also enables the following:

e A GbE traffic port in addition to the port provided by the default activation
key, for a total of 2 GbE traffic ports.

e  Full QoS for all services including basic queue buffer management (fixed
queues buffer size limit, tail-drop only) and eight queues per port, no H-
QosS.

Number of Services

Indicates how many services are allowed according to the Services
Mode activation key, and how many are actually configured on the
device.

H-QoS

Not relevant in the current release.

Network Resiliency

Not relevant for PTP 850.

Ethernet OAM - Fault

Enables Connectivity Fault Management (FM) per Y.1731 (CET mode

Management only).

Ethernet OAM - Not relevant in the current release.

Performance

Monitoring

LACP Not relevant in the current release.

Sync Unit Enables the G.8262 synchronization unit. This activation key is required

in order to provide end-to-end synchronization distribution on the
physical layer. This activation key is also required to use SyncE.

IEEE 1588 Transparent
Clock

Enables IEEE-1588 Transparent Clock.

IEEE 1588 Ordinary
Clock (quantity)

Not relevant in the current release.

IEEE 1588 Boundary
Clock

Enables IEEE-1588 Boundary Clock.

Main Card Redundancy

Not relevant for PTP 850.

TDM Pseudowire

Not relevant for PTP 850.

Frame cut-through

Not relevant in the current release.

Secured Management

Enables secure management protocols (SSH, HTTPS, SFTP, SNMPv3,
and RADIUS).

FE traffic ports
(quantity)

Displays the number of FE traffic ports allowed under the current
activation key.

GDbE traffic ports
(quantity)

Displays the number of GbE traffic ports allowed under the current
activation key.

2
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Activation Key Name

Description

10GbE traffic ports
(quantity)

Displays the number of 10G traffic ports allowed under the current
activation key.

ACM (quantity)

Displays the number of radio carriers that are allowed to use ACM under
the current activation key.

Narrow CHBW 1.75MHz
script (quantity)

Not relevant for PTP 850.

Header De-Duplication
(quantity)

Displays the number of radio carriers that are allowed to use Header De-
Duplication. Only relevant for PTP 850S.

XPIC (quantity)

Displays the number of radio carriers that are allowed to use XPIC. Each
carrier in the XPIC pair requires an XPIC activation key.

Multi-Carrier ABC

Not relevant for PTP 850.

(quantity)

MIMO Not relevant for PTP 850.
SD Not relevant for PTP 850.
ASD Not relevant for PTP 850.

AFR 1+0 (quantity)

Not relevant for PTP 850.

ACMB Adaptive BW

Displays the number of radio carriers for which there is permission to
use ACMB, which enables the use of radio profiles 1 and 2.

Payload Encryption
AES-256 (quantity)

Displays the number of radio carriers that can use of AES-256
encryption Note that:

e If no AES activation key is configured for the unit and the user
attempts to enable AES on a radio carrier, in addition to an
Activation Key Violation alarm the feature will remain inactive
and no encryption will be performed.

e After entering an AES activation key, the user must reset the unit
before AES can be activated. Unit reset is only necessary for the
first AES activation key. If AES activation keys are acquired later
for additional radio carriers, unit reset is not necessary.

Only relevant for PTP 850E.

Second core activation

Not relevant for PTP 850.

Second core activation
for RFU-D

Not relevant for PTP 850.

Second core activation
for HP

Not relevant for PTP 850.

Second modem
activation

Not relevant for PTP 850.

RFU port activation key

Not relevant for PTP 850.

Radio capacity level 1

Displays the number of radio carriers for which there is permission to
use up to 10 Mbps. This is the default level, so every radio carrier on the
device has this capacity level.

Radio capacity level 2

Displays the number of radio carriers for which there is permission to
use up to 50 Mbps.
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Activation Key Name

Description

Radio capacity level 3

Displays the number of radio carriers for which there is permission to
use up to 100 Mbps.

Radio capacity level 4

Displays the number of radio carriers for which there is permission to
use up to 150 Mbps.

Radio capacity level 5

Displays the number of radio carriers for which there is permission to
use up to 200 Mbps.

Radio capacity level 6

Displays the number of radio carriers for which there is permission to
use up to 225 Mbps.

Radio capacity level 7

Displays the number of radio carriers for which there is permission to
use up to 250 Mbps.

Radio capacity level 8

Displays the number of radio carriers for which there is permission to
use up to 300 Mbps.

Radio capacity level 9

Displays the number of radio carriers for which there is permission to
use up to 350 Mbps.

Radio capacity level 10

Displays the number of radio carriers for which there is permission to
use up to 400 Mbps.

Radio capacity level 11

Displays the number of radio carriers for which there is permission to
use up to 450 Mbps.

Radio capacity level 12

Displays the number of radio carriers for which there is permission to
use up to 500 Mbps.

Radio capacity level 13

Displays the number of radio carriers for which there is permission to
use up to 650 Mbps.

Radio capacity level 14

Displays the number of radio carriers for which there is permission to
use up to 1000 Mbps.

Radio capacity level 15

Displays the number of radio carriers for which there is permission to
use up to 1600 Mbps.

Radio capacity level 16

Displays the number of radio carriers for which there is permission to
use up to 2000 Mbps.

Radio capacity level 17

Displays the number of radio carriers for which there is permission to
use up to 2500 Mbps.

Radio capacity level 18

Displays the number of radio carriers for which there is permission to
use up to 3000 Mbps.

Radio capacity level 19

Displays the number of radio carriers for which there is permission to
use up to 4000 Mbps.

Radio capacity level 20

Displays the number of radio carriers for which there is permission to
use up to 5000 Mbps.

Radio capacity level 21

Displays the number of radio carriers for which there is permission to
use up to 6000 Mbps.

Radio capacity level 22

Displays the number of radio carriers for which there is permission to
use up to 7000 Mbps.
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Configuring the Activation Key

Activation Key Name

Description

Radio capacity level 23

Displays the number of radio carriers for which there is permission to
use up to 8000 Mbps.

Radio capacity level 24

Displays the number of radio carriers for which there is permission to
use up to 9000 Mbps.

Radio capacity level 25

Displays the number of radio carriers for which there is permission to
use up to 10000 Mbps.

Auto State Propagation
and LLF

Enables the use of Link Loss Forwarding (LLF) with Automatic State
Propagation (ASP). Without the activation key, only one LLF ID can be
configured. This means that only one ASP pair can be configured per
radio interface or radio group.

Enhanced Multi-Carrier
ABC (quantity)

Enables the configuration and use of a Multiband (Enhanced Multi-
Carrier ABC) link. Two activation keys are required per Multiband node,
on the IP 50E. One of these activation keys is for the radio port, the other
is for the Ethernet port carrying traffic to the unit paired with the PTP
850E. No activation key is required for the unit paired with the PTP 850E.
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Setting the Time and Date (Optional)

Related Topics:

Configuring NTP

PTP 850 uses the Universal Time Coordinated (UTC) standard for time and date configuration. UTC is
a more updated and accurate method of date coordination than the earlier date standard, Greenwich
Mean Time (GMT).

Every PTP 850 unit holds the UTC offset and daylight savings time information for the location of the
unit. Each management unit presenting the information uses its own UTC offset to present the
information in the correct time.

m Note

EIj If the unit is powered down, the time and date are saved for 96 hours (four days). If the
unit remains powered down for longer, the time and date may need to be
reconfigured.

To display and configure the UTC parameters:
1. Select Platform > Management > Time Services. The Time Services page opens.

[B Logout + Connection & Admin Microwave radic: Time Services
¥ Filter L ) .
Date & Time Configuration
Urit Summary
. I ;i
Radio Summary a | UTC date and time |2E-D3-2DOD 04:29:54 | L)
4 Platform
- Shelf Management Local date and time [26-03-2000 04:29:54 |
- Interfaces
4 Management Offset from GMT
Unit Parameters UTC offset hours
NTP Configuration )
UTC offset minutes
Time Services
Inventory Daylight Saving Start Time
Unit Info Wanth
Login Banner
Lodin Banner Day
- Networking
- SNMP Daylight Saving End Time
- Software Month
- Configuration Day
- Activation Key
- Security DST offset (hours)
- PM B Statistics
- Faults e
. Radio ey
- Ethernet
- Sync
+ Quick Configuration
- Utilities

Figure 32 Time Services Page
2. Configure the fields listed in Table 11 Time Services Parameters.

3. Click Apply.
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Table 11 Time Services Parameters

Setting the Time and Date (Optional)

Parameter

Definition

Date & Time
Configuration

UTC Date and Time

The UTC date and time.

Local Current Date and

Time

Read-only. The calculated local date and time,
based on the local clock, Universal Time
Coordinated (UTC), and Daylight Savings
Time (DST) configurations.

Offset from GMT

UTC Offset Hours

The required hours offset (positive or
negative) relative to GMT. This is used to
offset the clock relative to GMT, according to
the global meridian location.

UTC Offset Minutes

The required minutes offset (positive or
negative) relative to GMT. This is used to
offset the clock relative to GMT, according to
the global meridian location.

Daylight Saving Start Month The month when Daylight Savings Time
Time begins.
Day The date in the month when Daylight Savings
Time begins.
Daylight Saving End Month The month when Daylight Savings Time
Time ends.
Day The date in the month when Daylight Savings
Time ends.
DST Offset (Hours) The required offset, in hours, for Daylight

Savings Time. Only positive offset is
supported.
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Enabling the Interfaces (Interface Manager)

By default:
Ethernet traffic interfaces are disabled and must be manually enabled.
The Ethernet management interface is enabled.

Radio interfaces are enabled.

6\ Note
Eg In release 11.1, Ethernet Slot 1, Ports 2 through 7 are supported.

Port 2 can only be used in Multiband configurations to connect the PTP 850E with the
paired unit.

The QSFP port (Port 4), is displayed as follows.

In a 4x1/10G configuration the QSFP port can provide four Ethernet interfaces: Ethernet Slot 1, Port 3,
Ethernet Slot 1, Port 4, Ethernet Slot 1, Port 5, and Ethernet Slot 1, Port 6. In this configuration, a
QSFP transceiver is attached to the QSFP port, and an MPO-MPO cable is connected between the
transceiver and a splitter on the other side of the link. The splitter splits the traffic between four
Ethernet cables connecting the splitter to the customer equipment.

The QSFP port can also be used with a QSFP-to-SFP adaptor to provide a 1x1/10G configuration. In
this configuration, the port is displayed as Ethernet Slot 1, Port 3.

To enable or disable interfaces:

1. Select Platform > Interfaces > Interface Manager. The Interface Manager page opens, displaying
all of the system's traffic and management interfaces.

Figure 33 Interface Manager Page-PTP 850C

[T Logout + Connection & Admin Microwave radio: Interface Manager
¥ Filter X ¥ Interface Manager
Unit Summary [T Interface location & MAC address Admin status Operational Status
Radio Summary Ethemet: Slot 1, Port 1 00:00:00:00:20:74 Up Up
Security Summa [] Ethemet: Slot 1, Port 2 00:00:00:00:20:74 Up Up )
a Platform [] Ethemet: Slot 1, Port 3 00:00:00:00:20:74 Down Down
Shelf Management O Ethe.met: Slot 1, Port 4 00-00:00°00:20:74 Up Up
[ Radior Slot 1, Port 1 00:00:00:00:20:74 Up Up
4 Interfaces ] Radio: Slot 1, Port 2 00-00:00:00-20:74 Up Up
Interface Manager [} Management: Slot 1, Port 1 00:00:00:00:20:74 up up v
SER. ["] Enhanced Multi Carrier ABC (Group #1) 00:00:00:00:20:74 Up Up
- Management
- Software (=il
- Configuration
! :Cﬁ"':::" Key Multiple Selection Operation
- Secul
. PM & Statistics Admin status
- Faults
Radio
Ethernet
Sync

Quick Configuration
- Utilities
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Figure 34 Interface Manager Page-PTP 850E

¥ Logout + Connection € Admin | Microwave radio: Interface Manager
¥ Filter X ¥ Interface Manager
Unit Summary [T interface location & MAC address Admin status Operational Status
Radio Summan ] Ethemet: Siot 1, Port 2 3C:4C:D0:D9:10:E3 Down Down
4 Platform [] Ethemet: Siot 1, Port 3 3C:4C:D0:D9:10:E4 up Up ()
. Shelf Management [] Ethemet: Slot 1, Port 4 3C:4C:D0O:DY:10ES Down Down
4 Interfaces [] Ethemet: Siot 1, Port 5 3C:4C:D0O:DY10:EGR Down Down
[] Ethemet: Siot 1, Port 6 3C4CDO:DS0ET Down Down
Interface Manader ] Ethemet: Slot 1, Port 7 3C-4C:D0-DY10:E8 Up Up
SEP ] Radio" Slot 1, Port 1 3C:4C:D0-DY-10:E9 Down Down v
> Management [] Management: Slot 1, Port 1 00-00:00:00:00:00 Up Up
> Software
> Configuration Edit
> Activation Key
+ Security Multiple Selection Operation
> PM & Statistics
Foults Admin status Apply
> Faul
> Radio
» Ethernet
> Sync
+ Quick Configuration
> Utilities
Figure 35 Interface Manager Page-PTP 850S
¥ Logout + Connection % Admin Interface Manager
¥ Filter X ¥ Interface Manager
Unit Summary [T interface location & MAC address Admin status Operational Status
Radio Summary [ Ethemet: Siot 1, Port 1 3C:ACD0:5C:20:4D Down Down
Security Summal ] Ethemet: Slot 1, Port 2 3C4C:D0°5C20:4E Down Down &
4 Platform O Ethernet: Slot 1, Port 3 3CAC:DO:5C20:4F Down Down
» Shelf Management [J  Radio: Slot 2, Port 1 3C:4C:D0:5C:20:4C Up Down v
a Interfaces O Management: Slot 1, Port 1 3C:4C:D0:5C20:49 Up Up
Interface Manager =0
sep !
Traffic over Management
» Management Multiple Selection Operation
> Software .
Admin status [Up  v| | Apply
> Configuration -
> Activation Key
> Sequrity
> PM & Statistics

If an alarm is currently raised on an interface, an alarm icon appears to the left of the interface
location. For example, in Error! Reference source not found., an alarm is raised on the Radio i
nterface. To display details about the alarm or alarms in tooltip format, hover the mouse over the
alarm icon.

To enable or disable an individual interface:
1. Select the interface in the Interface Manager table.
2. Click Edit. The Interface Manager — Edit page opens.
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Figure 36 Interface Manager — Edit Page

(= [ [

Interface Manager - Status Parameters
Interface location  |[Ethernet: Slot 1, Port 7 |
MAC address |00:0A:25:00:00:26 |

Operational Status [Down |

Interface Manager - Configuration Parameters

Admin status Up L

Page Refresh Interva {Secn"dsj:|None e Last Loaded: 11:25:31 Refresh | Close |

3. Inthe Admin status field, select Up to enable the interface or Down to disable the interface.
4. Click Apply, then Close.
To enable or disable multiple interfaces:

1. Select the interfaces in the Interface Manager table or select all the interfaces by selecting the
check box in the top row.

2. In the Multiple Selection Operation section underneath the Interface Manager Table, select
Admin status — Up or Admin status — Down.

Figure 37 Multiple Selection Operation Section (Interface Manager Page)

Multiple Selection Operation

Admin status |Up  [~]

3. Click Apply.

fo\ Note

The Operational Status field displays the current, actual operational state of the
interface (Up or Down).

PTP 850S Management Interface

The PTP 850S management port (Port 1) can be used for traffic as well as management
and PoE. This increases the number of available Ethernet traffic ports and enables
customers to configure setups in which a single cable is used to carry management,
power, and traffic from the customer equipment to the PTP 850S device.

In most respects, this port can be used like other Ethernet traffic ports, including:

e Support for Auto Negotiation
e Support for synchronization
e Support for LLDP

e Support for Y.1731 CFM-SOAM
2
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e Support for RMON
Because this interface is used for management, a management service (Service ID

257) ) and service point (Service Point ID 1) are configured on the
interface and cannot be removed.

A Policer (Policer ID 251) is attached to this service point and cannot be edited or
removed.

In order to ensure that the port can be used for traffic services, the Attached Interface
Type of the management service point can be modified from its default value of dot1q
if it is the only service point on the interface. It can be changed to s-tag or QinQ, giving
you the flexibility to configure services on the interface according to the expected user
traffic. See Editing a Service Point.

The following limitations exist for this port:

o Cannot belong to LAG groups
« Does not support MSTP and G.8032
« Automatic State Propagation can only be used in CSF mode

To use the PTP 850S management port for traffic, you should perform the following
configurations:

e An egress Service Bundle Shaper (Shaper ID 256) is attached to this service point. This
Shaper cannot be edited, but it can and must be either detached or disabled on the
port in order for the port to support 1G traffic. See Assigning a Service Bundle Shaper
Profile to a Service Bundle.

o Change the port speed from its default value of 100 Mbps to 1 Gbps. See
Configuring Ethernet Interfaces.

« Enable the LOC alarm (Alarm ID 401) for the management port. By default,
this alarm is disabled on the management port and must be manually
enabled when using the port for traffic.
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To enable the LOC alarm:

1 Select Platform > Interfaces > Traffic over Management. The Traffic over
Management page opens.

¥ Logout + Connection & Admin Traffic over Management Port

¥ Filter [x

: Traffic over Management Port
Unit Summary

Interface location IManagementz Slot 1, Pori 1

Radio Summary
Security Summan Loss of Carrier alarm supported
4 Platform
1> Shelf Management
4 Interfaces
Interface Manager
SFP
Traffic over Management
©» Management
I Software
i Configuration
1> Activation Key
&> Security
I> PM & Statistics
i Faults
1> Radio
i Ethernet
1> Sync
i Quick Configuration
1> Utilities

Apply

Figure 38: Traffic over Management Page

2 Inthe Loss of Carrier Alarm Supported field, select Yes.
3 Click Apply.
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Configuring the Radio (MRMC) Script(s)

Related Topics:
Displaying MRMC Status

Multi-Rate Multi-Constellation (MRMC) radio scripts define how the radio utilizes its available
capacity. Each script is a pre-defined collection of configuration settings that specify the radio’s
transmit and receive levels, link modulation, channel spacing, and bit rate. Scripts apply uniform
transmit and receive rates that remain constant regardless of environmental impact on radio
operation.

m Note

The list of available scripts reflects activation-key-enabled features. Only scripts within
your activation-key-enabled capacity will be displayed.

To display the MRMC scripts and their basic parameters and select a script:

1. Select one of the following, depending on the regulatory framework in which you are operating:
o To display ETSI scripts, select Radio > MRMC > Symmetrical Scripts > ETSI.
o To display ANSI (FCC) scripts, select Radio > MRMC > Symmetrical Scripts
> FCC.
The MRMC Symmetrical Scripts page opens. For a description of the parameters displayed in the
MRMC Symmetrical Scripts page, see Configuring the Radio (MRMC) Scripts (s).

@ Note

For detailed information on the exact scripts and profiles available per channel and
configuration, refer to the Release Notes for the release version you are using.

Figure 38 MRMC Symmetrical Scripts Page-PTP 850C

[ Logout + Connection & Admin Microwave radio: MRMC Symmetrical ETSI Scripts (Radio: Slot 1, Port 1)
el ad Radio interface [Radio: Siot 1, Port 1 v
Unit Summary v MRMC Symmetrical ETSI Scripts (Symmetrical ETS| Scripts)
Radio‘Simmary Script Channel Bandwidth  Occupied Script Name ACM Supported QAM Bit Rate (Mbps)
Security Summat ID A MHz) Bandwidth (MHz) Support
Platform 4501 80.000 74100 mdN_A080080X_106_4501 Yes 24096 57.860 .. 709.777
Faults & 4502 56.000 53000  mdN_A056056X_113_4502 Yes 2..4096 41.423 518581 "
4 Radio 4504 28.000 26500  mdN_A028028X_130_4504 Yes 2..409 20512 .. 262.829
Radio Parameters 4505 28.000 28000  mdN_A028028X_109_4505 Yes 2..4096 21.718 .. 278.290
Rexiols Radho P aiietis 4506 56.000 55700  mdN_A056056X_109_4506 Yes 24096 43535 .. 544.920
R i 4507 40.000 37.400  mdN_A040040X_109_4507 Yes 2..4096 29.206 .. 369.395
Radio BER 4509 14.000 13300  mdN_A014014X_109_4509 Yes 2..409% 10.256 .. 131.415
AIRC 4511 112.000 106.000  mdN_A112112X_128_4511 Yes 2..4096 82.846 .. 1034.937
Ethernet Interface 4513 70.000 64.800  mdN_A070070X_102_4513 Yes 2..4096 50.601 .. 620.733
4 MRMC 4514 28.000 26.000  mdN_A028028X_101_4514 Yes 2..409 19.868 .. 254.583
4 Symmetrical Scripts 4517 40.000 33500  mdN_A040040X_101_4517 Yes 2..409 26.366 .. 333.481
TSI 4525 28.000 23400 mdN_A025025X_107_4525 Yes 2..4096 18.091 .. 231.596
ECC Configure script
MRMC Status
PM & Statistics Note: « Indicates the current configured script
Diagnostics
Groups
Ethernet
sync
Quick Configuration
Utilities
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Figure 39 MRMC Symmetrical Scripts Page-PTP 850S

[ Logout ¥ Connection § Admin | MRMC Symmetrical ETS| Scripts (Radio: Slot 2, Port 1)

et X Radio interface [Radio: Siot 2, Port 1 v/
Unit Summary v MRMC ical ETSI Scripts. ical ETSI Scripts)
Radio Summary Script Channel Bandwidth  Occupied Modulation Scheme Muli-Carrier  Adjacent Channel Latency Level Supported OAM Bil Rate (Mbps)
Security Summary D A (MH2) Bandwidth (MH2)
Platform 4501 80,000 74100 Adaptive XPIC ACCP Normal 2.4096 57.860 . 700.777
Faults 4502 56.000 53000  Adaplive XPIC ACCP Normal 2.40% 41423518581 2
+Radio 4 ¥ 4504 28000 26500 Adaptive XPIC AccP Normal 2. 409 20512 . 262820
iR 4505 28.000 28.000  Adaptive XPIC ACAP Normal 2. 4096 21.718..278.290
s 4506 56.000 55700  Adaplive XPIC ACAP Normal 2,409 43535544920
Eremnc: Scanoat 4507 40,000 37.400  Adaptive XPIC Acce Normal 2,409 29206 369,395
Remote Radio Parameters 4509 14.000 13300  Adaptive XPIC ACCP Normal 2,409 10256 131.415
et 4511 112000 106.000  Adapiive XFIC ACCP Normal 2. 409 82846 . 1034937
ATEC 4514 28,000 26000  Adaptive XPIC AccP Normal 2,409 19.868 . 254583
Etheret Interface 4517 40.000 33500  Adaptive XPIC ACCP Normal 2. 4096 26.366 .. 333.481 o
4 MRMC 4525 28,000 23400 Adsplive XPIC ACCP Normal 2. 40% 18.091 . 231.596
+ Symmetrical Scripts T
ETSI
53 Note: + Indicates the current configured script
MRMC Status
PM & Statistics
Diagnostics
Groups
Ethernet
Sync
Quick Configuration
Utilities.

Figure 40 MRMC Symmetrical Scripts Page-PTP 850E

[ Logout + Connection & Admin | Microwave radio: MRMC Symmetrical ETS! Scripts (Radio: Slot 1, Port 1)
¥ ke 1% Radio interface
LSRR ¥ MRMC Symmetrical ETSI Scripts (Symmetrical ETS! Scripts)
Radio Summary Script Channel Bandwidth  Occupied Script Name ACM Supported QAM Bit Rate (Mbps)
1 Platform D A (MHz) Bandwidth (MHz) Support
» Faults & «5703 250.000 230.000 mdN_A250250N_5_5703 Yes 2..1024 47.535 .. 1911.410
4 Radio 5704 500.000 460.000 mdN_A500500N_5_5704 Yes 2..1024 93.234 .. 3939.690 o]
Radio Parameters 5706 1000.000 830.000 mdN_A10001000N_5_5706 Yes 2..1024 189.163 .. 7578.440 v
Remote Radio 5710 2000.000 1599.000  mdN_A20002000N_5_5710 Yes 2.128 329.288 .. 9914.160
Radio BER Thresholds
1> Ethernet Interface
4 MRMC Note: «  Indicates the current configured script
4 Symmetrical Scripts
ETSI
FCC
MRMC Status
b PM & Statistics
> Diagnostics
1 Ethernet
b Sync
1> Quick Configuration
» Utilities
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3. Click Configure Script. A separate MRMC Symmetrical Scripts page opens similar to the page
shown below.

Figure 41 MRMC Symmetrical Scripts Page — Configuration
MRMC Symmetrical Scripts =NAENL X

MRMC script configuration - Script: 5704Interface: Radio: Slot 1, Port 1

Script ID [5704

Channel bandwidth (MHz) |5I}D

|
|
Occupied Bandwidth (MHz) 460 |
Script Name [mdN_AS00500N_5_5704 |
|
|
|

ACM Support [Yes
Symmetry [Normal
Standard [ETSItFCC

Script configuration parameters - Interface: Slot 1, Port 1
MRMC Script operational mode
MRMC Script maximum profile |Pr0ﬁ|e 8, 128 QAM, 2757.440 Mbps v|

MRMC Script minimum profile | Profile 2, 2 QAM, 392.937 Mbps v|

Note: Current configured script is: 5703.
Radio: Slot 1, Port 1: Pressing "Apply’ will configure Radio interface with script: 5704.

/8, Waming: pressing 'Apply’ may reset the radio interface and affsct traffic.

Page Refresh Interval :Sc—cmds:lNone [~ Last Loaded: 10:47:36  Refresh Close

4. In the MRMC Script operational mode field, select the ACM mode: Fixed or Adaptive.

o Fixed ACM mode applies constant Tx and Rx rates. However, unlike regular
scripts, with a Fixed ACM script you can specify a maximum profile to
inhibit inefficient transmission levels.

o In Adaptive ACM mode, Tx and Rx rates are dynamic. An ACM-enabled
radio system automatically chooses which profile to use according to the
channel fading conditions. If you select Adaptive, two fields are displayed
enabling you to select minimum and maximum ACM profiles.

5. Define the script profile or profiles
o Ifyou selected Fixed ACM mode, select the ACM profile in the MRMC
Script profile field.
o If you selected Adaptive ACM mode, select the maximum and minimum
ACM profiles in the MRMC Script maximum profile and the MRMC Script
minimum profile fields.

6. Click Apply.

fa Note

Changing the script resets the radio interface and affects traffic. Changing the
maximum or minimum profile does not reset the radio interface.

Table 12 MRMC Symmetrical Scripts Page Parameters
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Parameter

Definition

Script ID

A unique ID assigned to the script in the system.

Channel Bandwidth (MHz)

The script's channel bandwidth (channel spacing).

Occupied Bandwidth (MHz)

The script's occupied bandwidth.

Script Name

The name of the script.

ACM Support

Indicates whether the script supports ACM. All PTP 850E scripts
support ACM.

Supported QAMModulation
Scheme

MRMC Symmetrical Scripts Main Page only: Displays the range of
modulation levels, in QAM, supported by the script.PTP 850S only.
Indicates whether the script supports Adaptive Coding Modulation
(ACM). In ACM mode, a range of profiles determines Tx and Rx
rates. This enables the radio to modify its transmit and receive
levels in response to environmental conditions.

Bit Rate (Mbps)Multi-Carrier

MRMC Symmetrical Scripts Main PagePTP 850S only: Displays.
Indicates the rangeMulti-Carrier status of bit rates, in Mbps,
supported by the script. (XPIC, MIMO, or Single-Carrier).

Adjacent Channel

PTP 850C only. Displays the script’s adjacent channel polarization
mode.

Latency Level

Always displays Normal.

Supported QAM

MRMC Symmetrical Scripts Main Page only: Displays the range of
modulation levels, in QAM, supported by the script.

Bit Rate (Mbps)

MRMC Symmetrical Scripts Main Page only: Displays the range of
bit rates, in Mbps, supported by the script.

Symmetry MRMC Symmetrical Scripts Configuration Page only: Indicates that
the script is symmetrical (Normal). Only symmetrical scripts are
supported in the current release.

Standard MRMC Symmetrical Scripts Configuration Page only: Indicates

whether the script is compatible with ETSI or FCC (ANSI) standards,
or both.

MRMC Script operational
mode

MRMC Symmetrical Scripts Configuration Page only: The ACM
mode: Fixed or Adaptive.

e Fixed ACM mode applies constant TX and RX rates.
However, unlike regular scripts, with a Fixed ACM script you
can specify a maximum profile to inhibit inefficient
transmission levels.

e In Adaptive ACM mode, TX and RX rates are dynamic. An

ACM-enabled radio system automatically chooses which
profile to use according to the channel fading conditions.

MRMC Script profile

MRMC Symmetrical Scripts Configuration Page, Fixed ACM mode
only: The profile in which the system will operate.

MRMC Script maximum profile

MRMC Symmetrical Scripts Configuration Page, Adaptive ACM
mode only: The maximum profile for the script. For example, if you
select a maximum profile of 5, the system will not climb above
profile 5, even if channel fading conditions allow it.

2
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Parameter

Definition

MRMC Script minimum profile | MRMC Symmetrical Scripts Configuration Page, Adaptive ACM

mode only: The minimum profile for the script. For example, if you
select a minimum profile of 3, the system will not go below profile 3
regardless of the channel fading conditions. The minimum profile
cannot be greater than the maximum profile, but it can be equal to
it.

Note: The default minimum profile is 2.

Radio Profiles

Note: The maximum profile varies per script. For details, refer to the Release Notes for the System
relase version you are using.

Radio Profiles for PTP 850C and PTP 850S

Profile Modulation

Profile 0 BPSK

Profile 1 QPSK

Profile 2 8 QAM

Profile 3 16 QAM

Profile 4 32 QAM

Profile 5 64 QAM

Profile 6 128 QAM

Profile 7 256 QAM

Profile 8 512 QAM

Profile 9 1024 QAM (Strong FEC)
Profile 10 1024 QAM (Light FEC)
Profile 11 2048 QAM

Profile 12 4096 QAM

Radio Profiles for PTP 850E

For 62.5 channels, Profile 0 is BPSK with the normal (62.56 MHz) channel spacing, Profile

1 is QPSK, and so on.

For 125 MHz channels, Profile 0 is BPSK with 2 channel spacing. Profile 1 is BPSK with
the normal channel spacing (125 MHz), Profile 1 is QPSK, and so on. An ACMB
activation key is required for Profile 0.
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Table 13 Available Radio Profiles — PTP 850E (62.5 MHz and 125 MHz)

Configuring the Radio (MRMC) Script(s)

Profile Modulation — Script 5701 (62.5 MHz) Modulation — Script 5702
(125 MHz)

Profile 0 BPSK — full channel spacing BPSK -2
full channel spacing

Profile 1 4 QAM BPSK - full channel
spacing

Profile 2 8 QAM 4 QAM

Profile 3 16 QAM 8 QAM

Profile 4 32 QAM 16 QAM

Profile 5 64 QAM 32 QAM

Profile 6 128 QAM 64 QAM

Profile 7 256 QAM 128 QAM

Profile 8 512 QAM 256 QAM

Profile 9 - 512 QAM

For channels of 2560 MHz and higher, Profiles 0 and 1 require a special activation key (SL-ACMB).

These profiles are used with ACMB, which is an enhancement of ACM that provides further flexibility
to mitigate fading at BPSK by reducing the channel spacing to one half or one quarter of the original
channel bandwidth when fading conditions make this appropriate.

Table 14 Available Radio Profiles — PTP 850E (250 MHz to 2000 MHz — XPIC)

Profile Modulation

Profile 0 BPSK %2 channel spacing
Profile 1 BPSK %2 channel spacing
Profile 2 BPSK-full channel spacing
Profile 3 4 QAM

Profile 4 8 QAM

Profile 5 16 QAM

Profile 6 32 QAM

Profile 7 64 QAM

Profile 8 128 QAM

Profile 9 256 QAM

Profile 10 512 QAM
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Running the Frequency Scanner

To facilitate optimal operation in frequency scenarios, PTP 850E includes a frequency scanner that
enables you to scan a defined frequency range and determine the current interference level for each
channel.

The frequency scanner can be used both in the initial provisioning of the link and at any time after
the link has been provisioned. The scanner determines the interference level for each RX channel.
Using this information, you can select the channels with the least interference, and configure the
unit’s frequency accordingly.

When the frequency scan begins, the unit stops receiving traffic until the scan is complete. This
means the link is effectively down while the frequency scanner is operating. Once the frequency scan
operation has been completed, either at the end of a Single Mode scan or by user action in the case
of a Continuous scan, the link is automatically restored at the same frequency settings as before the
scan.

/(_)\ Note

The frequency scanner does not automatically change the link’s frequency settings.
These settings must be changed manually. The frequency scanner simply provides
information you can use in determining the proper frequency configuration.

To perform a frequency scan:

1 Select Radio > Frequency Scanner. The Frequency Scanner page opens.

Figure 42 Frequency Scanner Page — Continuous Mode

| ] Logout ¥ Connection € Admin Microwave radio: Frequency Scanner
¥ Filter X
Frequency Scanner
Unit Summary
Radio Summary Start Frequency (MHz) [F1125 | (71125 . 75875)
Security Summary Stop Frequency (MHz) [75875 | (71125 ... 75875)
Platform Scanner Mode
Faults
4 Radio Scan Status [Scanning |
Radio Parameters Scan Progress | |
e Frequency Scanner Band {(MHz) [250.000 ]
Remote Radio Parameters
Radio BER Thresholds Apply | Sean
Ethernet Interface
MRMC Frequency Scanner Results
PM & Statistics Sample Number & Fregquency (MHz) RSL Sample Value (dBm) Minimum RSL (dBm) Maximum RSL (dBm)
Diagnostics 1 71250.000 -70 -f0 70
2 71500.000 - -1 i
Groups
3 71750.000 -2 -2 -2
Ethemat 4 72000.000 71 71 71
Sync 5 72250.000 -70 -f0 -0
Quick Configuration 6 72500.000 Byl -7 -70
Utilities 7 72750.000 -n - -1
3 73000.000 - -2 -1
9 73250.000 -2 -2 -1
10 73500.000 -2 -2 -2
" 73750.000 -2 -2 72 Vv
/8, The link will be down during the scan.
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Figure 43 Frequency Scanner Page — Single Mode

! ] Logout % Connection € Admin Microwave radio: Frequency Scanner

¥ Fitter
Unit Summary
Radio Summary

Security Summary

*

Frequency Scanner
Start Frequency (MHz)
Stop Frequency (MHz)

[1125

| (71125  75875)

[75875

| (71125 .. 75875)

Platform Scanner Mode
Faults
4 Radio Scan Status |Ready

Radio Parameters

Scan Progress

Frequency Scanner
Remote Radio Parameters
Radio BER. Thresholds
Ethernet Interface

Frequency Scanner Band (MHz) [250.000
Last scan Date and Time |29—DB-2000 19:17:01

Apply Stop

MRMC
PM & Statistics Frequency Scanner Results
Diagnostics Sample Number & Freguency (MHz) RSL Sample Value (dBm)
Groups 1 71250.000 70
Ethemet 2 71500.000 TN
sync 3 71750.000 -T2
Quick Configuration 4 72000.000 o
- 5 72250.000 70
Lialicies 6 72500.000 71
T 72750.000 -
g 73000.000 -7
9 73250.000 -2
10 73500.000 -2
1 73750.000 7 v

/% The link will be down during the scan

2 Enter a range for the scan (in MHz) by entering the lower frequency of the range in the Start
Frequency field and the upper frequency of the range in the Stop Frequency field. The range of
permissible values is 81000-86000 MHz on the high side and 71000-76000 MHz on the low side

3 In the Scanner Mode field, select from the following options:

o Continuous Mode — The frequency scanner scans each channel in the script, and
repeats the scan continuously until you manually stop the scan by clicking Stop. For
each channel, the Web EMS will display the minimum, maximum, and most recently
measured interference levels, in both table and graph formats.

Single Mode - The frequency scanner scans each channel in the script once, over the
defined frequency range. For each channel, the Web EMS will display the measured
interference level.

Note

(o)
Eog When running the Frequency Scanner on the remote side of a link using in-
band management, make sure to run the Frequency Scanner in Single mode,
not Continuous mode. Since the link is down during the scan, management to
the remote site is lost, so that if the scan is run in Continuous mode, it will not

be possible to de-activate the Frequency Scanner.

4 Click Apply to save the scan configuration.
5 Click Scan:
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o The Scan Progress field displays the scan’s progress, in percentage of the defined
spectrum that has been scanned. In Continuous Mode, the Scan Progress field rises
to 100 when the defined spectrum has been scanned, returns to 0, and continues to
advance from 0 to 100 for each scan until you click Stop. In Single Mode, the Scan
Progress field rises to 100 and stays at 100 once the defined spectrum has been
scanned.

o The Frequency Scanner Band field displays the frequency channel configured in the
current MRMC script.

o The Last Scan Date and Time field displays the date and time of the most recently
completed frequency scan.
Scan results are displayed in table format, and can also be displayed in graph format. In Single
Mode, results are displayed after the scan is completed. In Continuous Mode, results are displayed
after the scan has completed one cycle over the defined spectrum, and are automatically updated as
the scan proceeds.

Below figure shows the results of a Continuous Mode scan on an PTP 820V in table format. Below
figure shows the results of a Single Mode scan on an PTP 850E in table format. For each RX channel
in the defined frequency range, the table displays the following columns:

°  Frequency (MHz) - The starting frequency in the scanned channel.

o RSL Sample Value (dBm) - In Single Mode, the RSL value measured for the scanned
channel. In Continuous Mode, the latest RSL value measured for the scanned
channel.

°  Minimum RSL (dBm) - In Continuous Mode, the lowest RSL value measured for the
scanned channel. In Single Mode, the same as the RSL Sample Value.

o Maximum RSL (dBm) - In Continuous Mode, the highest RSL value measured for the
scanned channel. In Single Mode, the same as the RSL Sample Value.

You can also display the scan results in graph format by clicking Graph. The Graph page presents the
scan results in graphical format, with the frequency on the horizontal axis and the RSL on the vertical
axis.

The Graph page has the following tabs:
o RSL Sample Value (dBm) - In Single Mode, the RSL value measured for the scanned

channel. In Continuous Mode, the latest RSL value measured for the scanned
channel.

°  Minimum RSL (dBm) - In Continuous Mode, the lowest RSL value measured for the
scanned channel. In Single Mode, the same as the RSL Sample Value.

o Maximum RSL (dBm) - In Continuous Mode, the highest RSL value measured for the
scanned channel. In Single Mode, the same as the RSL Sample Value.
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Figure 44 Frequency Scanner Results — Graph Format (Continuous Mode)

(=5 |

Radio: Slot 1, Port 1

RSL Sample Value (dBm) || Minimum RSL (dBm) || Maximum RSL (d8m) |

67

68

69

0

Rl

dBm

72
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74

5

76

71250.000
71500.000
71750.000

72750.000

73250.000

73750.000

74250.000

74750.000
75250.000
75750.000

Page Refresh Interval (Seconds)|None v |

Last Loaded: 09:46:07 Refresh| Close

Figure 45 Frequency Scanner Results — Graph Format (Single Mode)

Radio® Slot 1, Port 1

RSL Sample Value (dBm) |

£7

Page Refresh Interval (Seconds)| None| v|

Last Loaded: 09:47:33 Refresh| Close|||

Page 57



Chapter 2: Getting Started Configuring the Radio Parameters

Configuring the Radio Parameters

In order to establish a radio link, you must:
1. Verify that the radio is muted (the TX Mute Status should be On).

2. Configure the radio frequencies.

fo\ Note:

RIj Even if you are using the default frequencies, it is mandatory to
actually configure the frequencies.

3. Configure the TX level.
Click Apply to apply these configurations.

fo\ Note:

I:]j If you are using the default values and did not change any other
parameters on the Radio Parameters page, the Apply button will
be grayed out. To activate the Apply button, change any
parameter on the page, then change it back to the desired value.

5. Set TX Mute to Unmute.
6. Click Apply to apply the unmute.
7. Verify that the radio is unmuted (the TX Mute Status should be Off).

You can do these tasks, perform other radio configuration tasks, and display the radio parameters in
the Radio Parameters page.

To configure the radio parameters:
1. Select Radio > Radio Parameters. The Radio Parameters page opens.

v Radio Parameters Table

fRadlo Location A Type ™ F(e?uency ("MHZ) RX Frequency (MHz) Oﬁe}ahonal TX Level RX Level Modem MSE Modem XPI (dB) Defecuveglas ™ Mu1e Status

| (dBm) (dBm) dB)

iRadio: Slot 1, Port 1 RFU-50C 18250.000 19250.000 16 -39 -4277 0 152 Off ‘
|Radio: Slot 1, Port 2 'RFU-50C 18300.000 19300.000 16 34 -43.32 0 919 off |

| Edit || clear All Defective Biocks

Figure 46 Radio Parameters Page
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Page Refresh Interval (Seconds}l Mone ﬂ

Status Parameters

Radio Location

Radio: Slot 1, Port 1

Configuring the Radio Parameters

Type

XPIC support Yes

Radio Interface operational status

Operational TX Level (dBm)

RX Level (dBm)

Modem MSE (dB)

Modem XPI (dB)

Defective Blocks
TX Mute Status

Adaptive TX power operational status

Temperature

Frequency control (Local)

TX Frequency (MHz) (17728.000 .. 19672.000)
RX Frequency (MHz) (17728.000 .. 19672.000)

Frequency Separation (MHz) |1000.000

[[Iset also remate unit

Configuration Parameters
TX Mute

TX Level (dBm)

RSL Connector Source

Radio-Carmier-1 v

Lnkld C—
Adaptive TX power admin
RSL degradation alarm

RSL degradation threshold

Apply

CR—

Last Loaded: 18:17:25 Refresh Close

2. For multi-carrier units, select the carrier in the Radio table and click Edit. A separate Radio
Parameters page opens.
i. Inthe TX Frequency (MHz) field, set the transmission radio frequency in MHz.

In the RX Frequency (MHz) field, set the received radio frequency in MHz.
Click Apply. The system automatically calculates and displays the frequency

separation in the Frequency Separation (MHz) field, based on the configured TX and RX

frequencies.
iv. iii

unit as well as the local unit.

Optionally, select Set also remote unit to apply the frequency settings to the remote

(o)

N

Note:

frequency settings.

Release 10.6 does not support the ability to configure the remote

3. Set the other radio parameters in the Configuration parameters section:

To mute the TX output of the radio carrier, select Mute in the TX Mute field. To

unmute the TX output of the radio carrier, select Unmute. To configure a timed mute,
select Mute with Timer.

If you select Mute with Timer, an additional field appears: Mute timeout (minutes). This
field defines a timer for the mute, in minutes (1-1440). When the timer expires, the mute
automatically ends. This provides a fail-safe mechanism for maintenance operations that
eliminates the possibility of accidently leaving the radio muted after the maintenance has

been completed. By default, the timer is 10 minutes.

2
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Configuration Parameters
TX Mute Mute With Timer

Mute timeout (minutes) 1m0

fo\ Note:

I:g In contrast to an ordinary mute, a timed mute is not persistent.
This means that if the unit is reset, the radio is not muted when
the unit comes back online, even if the timer had not expired.

In the TX Level (dBm) field, enter the desired TX signal level (TSL). The range of values
depends on the frequency and RFU type. When Adaptive TX power admin is configured
to Enable, this field determines the maximum TX level, as described below.

In the Link ID field, enter a unique link identifier from 1 to 65535. The Link ID identifies the
link, in order to distinguish it from other links. If the Link ID is not the same at both sides
of the link, a Link ID Mismatch alarm is raised.

The Adaptive TX power admin field enables or disables Adaptive TX Power. When
Adaptive TX Power is enabled, the radio adjusts its TX power dynamically based on the
current modulation. When the modulation is at a high level, the TX power is adjusted to
the level required with the high modulation. If the modulation goes down to a lower level,
the TX power increases to compensate for the lower modulation. The TX level configured
in the TX Level (dBm) field determines the maximum TX level, but the actual TX level as
shown in the Operational TX Level (dBm) field can be expected to be lower when the
radio is operating at high modulations requiring less TX power.

To enable Adaptive TX power, select Enable. The Adaptive TX power operational status
field should now indicate Up to indicate that the feature is fully functional.

6\ Note:

I:g Adaptive TX Power only operates when the MRMC script is
configured to Adaptive mode. If the script is configured to Fixed
mode (or Adaptive mode with the Minimum and Maximum Profile
set to the same value), you can set Adaptive TX Power to Enable,
but the Adaptive TX power operational status field will indicate
Down.

Adaptive TX Power is not supported with release 10.6.

In the RSL degradation alarm field, select Enable if you want the unit to generate an alarm
in the event that the RSL falls beneath the threshold defined in the RSL degradation
threshold field. The range of values is -99 to 0. By default, the alarm is disabled, with a
default degradation threshold of -68 dBm. The RSL degradation alarm is alarm ID 1610,
Radio Receive Signal Level is below the configured threshold.

The alarm is cleared when the RSL goes above the configured threshold. The alarm is
masked if the radio interface is disabled, the radio does not exist, or a communication-
failure alarm (Alarm ID #1703) is raised.

6\ Note:

I:g The RSL Connector Source field is not relevant for PTP 850E.
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Creating Service(s) for Traffic

In order to pass traffic through the PTP 850E, you must configure Ethernet traffic services. For
configuration instructions, see Configuring Ethernet Service(s).

Configuring CPRI

Optionally, PTP 850E can be used with a CPRI module. The CPRI module is inserted in
the PTP 850E’s QSFP port (P4), and provides up to 10 Gbps capacity for CPRI traffic. The
CPRI module converts CPRI signals to Ethernet and Ethernet to CPRI in accordance with
Radio over Ethernet (RoE) standard IEEE 1914.3 and CPRI specification v7.0. For more
details, see the Technical Description for PTP 850E.

Note: Support for CPRI is planned for future release.

CPRI Configuration Overview

Before configuring the QSFP port (P4) for CPRI, make sure the following preconditions
are met for the logical ports that correspond to P4 (Ethernet Slot 1, Port 3, Ethernet Slot
1, Port 4, Ethernet Slot 1, Port 5, and Ethernet Slot 1, Port 6):

¢ In the Interface Manager, the ports must all be set to Admin Status = Down.

¢ None of the ports belong to a group (e.g., LAG).

¢ None of the ports are used as a synchronization source.

¢ No service point is attached to any of the ports.

e 1588 Boundary Clock is not configured on any of the ports.

Once these conditions are met, the following configurations must be made for P4:

e Set the QSFP mode to CPRI.

e Create an Ethernet service for CPRI traffic.
e Configure Synchronization for CPRI traffic.
e Configure the CPRI parameters.

e Enable the CPRI port.

Setting the QSFP Mode to CPRI
To set the QSFP mode of the QSFP port to CPRI:
e Select Platform > Interfaces > QSFP. The QSFP Module Configuration page opens.

@ Advanced O Basic Millimeter wave radio: QSFP Module Configuration

¥ Filter x

QSFP Module Configuration
Unit Summary
. Module ID  [QSFP: Slot 1, Module 1
Radio Summary

Security Summary QSFP Mode |CPRI v

4 Platform

Appl
Shelf Management Ry,

4 Interfaces
Interface Manager

s} H
O [
0 [ 1T
= 1o

Management

Figure 51: QSFP Module Configuration Page — CPRI
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e Select CPRI.
o Click Apply.

After this step has been performed, the logical ports that correspond to P4 (Ethernet Slot
1, Port 3, Ethernet Slot 1, Port 4, Ethernet Slot 1, Port 5, and Ethernet Slot 1, Port 6) no
longer appear in the various Web EMS pages that display port status and configuration.
Instead, the following appears to represent the port:

CPRI Slot 1 Port 1

Creating an Ethernet Service for CPRI Traffic

You must configure a point-to-point Ethernet service with the following service points
to carry CPRI traffic:

Create a service point on the radio interface.
Create a service point on the CPRI interface (CPRI Slot 1 Port 1)

It is recommended to use pre-defined service point Option #8 (PIPE, dotlq). See Configuring

Ethernet Service(s).

Configuring Synchronization for CPRI Traffic

Synchronization for the CPRI module should be configured as follows:

If the CPRI module is connected to a Baseband Unit (BBU), CPRI Slot 1 Port 1 should be
configured as the lowest priority synchronization source.

If the CPRI module is connected to the Remote Radio Head (RRH, also known as the Remote
Radio Unit, RRU), Radio Slot 1 Port 1 should be configured as the lowest priority
synchronization source.

Configuring the CPRI Parameters

To configure the CPRI parameters:

Select Platform > Interfaces > CPRI. The CPRI Configuration page opens.

® Advanced O Basic Millimeter wave radio: CPRI Configuration
f\
¥ Filter X
CPRI Configuration
P CPRI (8] 3 (2457.6Mb
i
Radio Summary option ption 3 (. ps)
4 Platform LCA sub-mode
Shelf Management Buffer size [3008 | (1500 ... 20000)
4 Interfaces ROE payload size [512 | (B4 ... 1488)

Interface Manager

< RoE source MAC address  [3C:4C:D0:D9:78:44 |

ROE destination MAC address [03:00:00:00:00:00 |

2 |
o]
vl

CPRI Flow ID
Management Turn off TX at fault
Management
Software Apply
Configuration
Activation Key
Security

PM & Statistics

Figure 52: CPRI Configuration Page

In the CPRI option field, select the bit rate option for the CPRI module. This parameter must be
set to the same value on both sides of the CPRI link.

The following options are available:

2
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e Option 3 (2457.6Mbps) — 2457.6Mbps, 8B/10B line coding
e Option 5 (4915.2Mbps) — 4915.2Mbps, 8B/10B line coding
e Option 7 (9830.4Mbps) — 9830.4Mbps, 8B/10B line coding (default)

Note: Option 4 and Option 6 also appear in the drop-down list, but these

options are not supported. Make sure to select one of the options listed
ahove

¢ Inthe Mode field, select the system mode. This parameter must be set to the
same value on both sides of the CPRI link.

The following options are available:

¢ Line code aware - (default)

¢ Tunneling - Only works with Normal operation as the LCA sub-mode.
Does not work with Option 7.

e In the LCA sub-mode field, select the sub-mode. This parameter must be set to
the same value on both sides of the CPRI link.

The following options are available:
¢ Normal operation - (default)
e Special character — Only works with Line code aware as the Mode.

e In the Buffer size field, configure the number of bytes that must be in the buffer
before a CPRI signal is transmitted. This parameter must be set to the same
value on both sides of the CPRI link.

Enter a multiple of 16, within the range of 1500 and 20000. The default value is 3008.

It is recommended to increase the buffer size if the traffic from either side
is not continuous, but rather, comes in bursts.

¢ In the ROE payload size field, configure the RoE payload length, in bytes. This
includes only CPRI data, not the RoE header. The default value is 512. This
parameter must be set to the same value on both sides of the CPRI link.

The available options depend on the Mode and LCA sub-mode, as follows:

e When the Mode is Line code aware and the LCA sub-mode is Normal
operation, supported values are 256, 512, and 1024.

¢ When the Mode is Line code aware and the LCA sub-mode is Special
character, supported values are 512 and 1024.

e When the Mode is Tunneling and the LCA sub-mode is Normal operation,
supported values are multiples of 16 within a range of 64 to 1488.

Note: The RoE source MAC address field is read only, and displays the MAC

address of the CPRI module in the unit you are configuring.

e In the RoE destination MAC address field, enter the following:

¢ [f the CPRI module is connected to a BBU, enter the MAC address of the
CPRI module connected to the RRH.

¢ |f the CPRI module is connected to a RRH, enter the MAC address of the
CPRI module connected to the BBU.

e Inthe Flow ID field, select an ID to be used in the RoE conversion. Options are 0-
10. The default is 1. This parameter must be set to the same value on both sides
of the CPRI link.
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e In the Turn off TX at fault field, select No (default) or Yes.
If this parameter is set to Yes, the TX is turned off if a fault is discovered.

o Click Apply.

Enabling the CPRI Port
You must enable the CPRI port (CPRI Slot 1 Port 1) in the Interface Manager.
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System Configurations

Chapter 3: Configuration Guide

System Configurations

This section lists the basic PTP 850C, PTP 850E and PTP 850S system configurations, with links to

configuration instructions.

Table 15 System Configurations

Configuration

Supported Products

Link to Configuration Instructions

1+0 All Configuring a 1+0 Link Using the Quick
Configuration Wizard
2+0 Enhanced Multi-Carrier PTP 850C Configuring a 2+0 Multi-Carrier ABC Link
ABC Using the Quick Configuration Wizard
OR
Configuring Multi-Carrier ABC
Multiband PTP 850E Configuring a Multiband (Enhanced Multi-
Carrier ABC) Link Using the Quick
Configuration Wizard
OR
Configuring Multiband
2+0 XPIC PTP 850C PTP 850E Configuring XPIC

1+1 HSB Unit Protection

PTP 850E

Configuring 1+1 HSB Unit Protection

Link Aggregation (LAG)

PTP 850C PTP 850E
PTP 850S

Configuring Link Aggregation (LAG) and
LACP
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Chapter 4: Configuring an PTP 850 Unit Using
Basic Mode

This section guides you through the Basic mode Web EMS menu tree. The purpose of
this section is to enable Basic mode users to configure an PTP 850 unit, including unit
and link parameters, quickly and efficiently. Cross-references are provided to other
sections of the User Guide for more detailed explanations and instructions for PTP 850
features and configurations.

This section is divided and ordered according to the Basic mode menu tree:

o Services —Enables you to create Ethernet services.
° Faults — Includes options to display current alarms and the event log.
o Performance Monitoring — Enables you to display radio and Ethernet PMs.

o Diagnostic & Maintenance — Enables you to perform diagnostics,
troubleshooting, and configuration management.

o Device View — Enables you to reset the unit and restore the unit’s factory
default configuration settings.

o Unit Summary - Displays unit parameters, current alarms, and unit inventory
information on a single page for quick viewing.

° Quick Configuration — Enables you to configure links quickly and simply using
a collection of Quick Configuration wizards. Also enables you to configure the
entire unit by applying a pre-configured System release Plan file.

o Platform - Includes pages for configuring the unit, including user access
settings, activation keys, software upgrades, unit time, and other unit
settings.

° Interfaces — Includes an expanded version of the Interface Manager page.
From this page, you can enable and disable interfaces, configure radio
parameters and MRMC scripts, display radio status, configure the physical
parameters of an Ethernet interface, and configure basic ingress classification
parameters of an interface.

o Services — Enables you to create Ethernet services.
° Faults - Includes options to display current alarms and the event log.
o Performance Monitoring — Enables you to display radio and Ethernet PMs.

o Diagnostic & Maintenance — Enables you to perform diagnostics,
troubleshooting, and configuration management.
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Device View

Device View is similar to the Chassis Configuration page in Advanced mode. From
Device view, you can perform the following actions:

e Reset the unit. See Performing a Hard (Cold) Reset.

e Set the unit to its default factory configuration settings. See Setting the Unit to
the Factory Default Configuration.

O n o I
‘L ) ) Advanced (® Basic Active, Millimeter wave radio: Device View
¥ Filter X + Active Standby
Device View
Unit Summary | @LLLLuuffff.\
» Quick Configuration s | -

» Platform f\\ (s /-\ ~ Y -\
» Interfaces f I Al }-—g ]ﬂ Q ? | a
> Services e / ' "\ 4

> Faults \\— \ \ \\ -

» Performance Monitoring

» Diagnostic & Maintenance

-
|

Click to reset unit

Click to Set to Factory Default

Set to Factory Default

& Warning: set to default will erase all unit configuration and return it to factory defaults (unit will restart automatically afier this operation).

Figure 53: Basic Mode — Device View Page (PTP 850E)

Unit Summary

The Unit Summary page gathers the unit parameters, current alarms, and unit inventory
information on a single page for quick viewing. For details, see The Unit Summary
Page.

~ I - T =
@ OE=p Active, Milimeter wave radio: Unit Summary
¥ Filter x « Active Standby
Device View ¥ Unit Parameters
Unit Summary Desciiption [All outdoor E-band system
Quick Configuration Systemuptime  [2 days, 20 hours, 13 minutes, 34 seconds
Platform
Interfaces Local date and time ‘12—"—2020 09:51:41
Faults Unit Temperature  [54°C, 129.2°F

performance Monitoring
Diagnostic & Maintenance

Voitage input (Volt) [47
Part number [32-0002-0C
Serial number Fa89511327

J
]
]
Services Running Version ~ [11.5.0.0.0.236 ]
]
]
]
]

v Current Alarms
[ ime Severty o Description Origin Alam id |

Figure 54: Basic Mode — Unit Summary Page
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Quick Configuration

The Quick Configuration menu includes two options for quick configuration of an PTP
850 unit:

e From System releasePlan — Enables you apply a pre-defined configuration file
that was created using System releasePlan. See Applying a Pre-Defined
Configuration File.

¢ PIPE Wizards — Opens sub-menus from which you can access a collection of
Quick Configuration wizards, that guide you through the process of configuring
most types of PTP 850 links, from simple 1+0 links to more complex Multi-
Carrier ABC and Multiband links. For a full description of these wizards and
step-by-step instructions for using each wizard, see Configuring a Link Using the
Quick Configuration Wizard.

Platform

From the Platform menu, you can access pages that enable you to configure the unit,
including:

e Unit Parameters Page - Display and configure unit information, such as unit
name and description, language, measurement format, and unit temperature
and voltage input.

e Software Versions & Upgrade Page — Display the current System release
version and perform software upgrades.

e Time Services Page — Configure the unit’s time and date settings.

e |P Configuration Page — Configure the unit’s IP address and enable or disable
in-band management.

e Activation Key Page — Configure the unit’s activation key and display current
activation key coverage.

® Security Pages — Configure unit acess settings, including protocols for

accessing the unit, login parameters, users, SNMP settings, and
password settings.

Unit Parameters Page

In the Unit Parameters page, you can configure information such as the unit name and
description, language, and measurement format. You can also display important
information about the unit, such as the current unit temperature and voltage input. For
more information, see Configuring Unit Parameters.
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) Advanced (® Basic Active, 21 - console: Unit Parameters

¥ Filter S + Active Standby
Device View Unit P
Unit Summary nit Parameters
> Quick Configuration Name 21 - console
4 Platform
Unit Parameters Description [High capacily packet radio outdoor unil |
Software Versions & Uparade . -
are Versions & Uparade System up time |3 days, 1 hour, 1 minute, 40 seconds |
Time Services
IP Confiquration Contact person [ |
Adtivation Key Location [ |
> Security Lengitude | |
> Interfaces Latitude | |
) sences WEB Language  [English v
> Faults

Measurement format |mefric  w

Unit Temperature  [53°C, 127.4°F |
Voltage input (Volt) [47 |
User Comment

> Performance Monitoring
- Diagnostic & Maintenance

Apply

Figure 55: Basic Mode — Unit Parameters Page
Software Versions & Upgrade Page

In the Software Versions & Upgrade page, you can display the current System release
version and download and install new versions using HTTP or FTP.

For a full explanation of software management, see Upgrading the Software.

E O Advanced ® Basic Microwave radio: Download & Install

¥ Filter b
Software Download

Device View @utre OFTP
Unit Summary
Quick Configuration Running Version |11.5.0.0.0.218 |
4 Platform Downleaded version |1 1.5.000.0.218 |
Unit Parameters Downlead status |Read\.I |
Software Versions & Upgrade Download progress | 0% |

Time Services

IP Configuration

File name |No file chosen for download |
Activation
Security Chooze File Download Abort
Interfaces
Services
Faults Software Install
Performance Monitoring Installation status |Read",' |
Diagnostic & Maintenance Installation progress | 0% |
Install Parameters | | Install |

Figure 56: Basic Mode — Software Versions & Upgrade Page

Time Services Page
In the Time Services page, you can configure the unit’'s time and date settings. See
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Setting the Time and Date (Optional).

System Configurations

¥ Filter
Device View
Unit Summary
Quick Configuration
4 Platform
Unit Parameters

Time Services
IP Configuration
Activation Key
Security
Interfaces
Services
Faults
Performance Monitoring
Diagnostic & Maintenance

E ) advanced  (®) Basic

Software Versions & Uparade

Microwave radio: Time Services

Date & Time Configuration

—
= | UTC date and time ‘22-01-2000 08:51:55

| J) ‘ Set Date & Time from Computier

Local date and time ‘2-01-2000 08:51:55

Offset from GMT

UTC offset hours
UTC offset minutes
Daylight Saving Start Time
Manih
Day
Daylight Saving End Time
Manth

Day

DST ofiset (hours)

Apply

Figure 57: Basic Mode — Software Versions & Upgrade Page
IP Configuration Page

In the IP Configuration page, you can configure the unit’s IP address and related
parameters. You can also enable or disable in-band management.

For an explanation of IP configuration, see Changing the Management IP Address. For an
explanation of in-band management, see Configuring In-Band Management.

¥ Filter
Device View
Unit Summary
Quick Configuration
4 Platform
Unit Parameters

Time Services
IP Configuration
Activation
Security

Interfaces

Services

Faults

E ':.]Advanoed '@ Basic

Software Versions & Upgrade

Performance Monitoring

Diagnostic & Maintenance

Microwave radio: IP Configuration

In-Band Configuration

in-band admin

Apply

IP Configuration

MName |Bthﬂ

Description |Iocal-managemenl-par1

IPv4 Address |192.168.1.1

IPv4 Subnet Mask |255.255.255.0

IPv4 Default Gateway |192.168.1.1

IPvE Address |fe::l)::1:0:as:1 1

IPv Prefix Length  [120

1..128)

IPvE Default Gateway |::

Apply

Figure 58: Basic Mode — IP Configuration Page
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Activation Key Page

System Configurations

In the Activation Key page, you can configure the unit’s activation key. You can also
display the status of activation key coverage for features and capacities in the unit.

Note:

To display the status of activation key coverage, select Show

Activation Key Overview. The status details appear at the bottom of the

page.

For an explanation of activation key management, see Configuring the Activation Key.

Microwave radio: Activation Key

e -
Activation Key - Status Parameters
D view
unit Summary Tipe
Quick Configuration Validation number 303030303030303030303030
 Platform Date code 24-05-2017,15:07:17
Uit Parometers Vilaonraime sounter (hours)
Software Versions & Uparade
Time servces
Ie Confiquration — -
e Activation Key Configuration
Security Default Activation Key
Interfaces
senices
Faults.
Performance Monitoring
Diagnostic & Maintenance
Demo Mode Configurafion
Demo agmin
Apply

Show Actation Key Overview
v Activation Key Overview

Feature 1d A Feature name Feature description Feature usage Feature credt Violation status
10 PerUsage Post paid model for the activation key Disable Disable oK
100 Services Mode Service modz: Smart.Pipe, Edge-CET-Node, Agg-Lul-1-CET-Node, Agg-  Not used Only management ok ~
LV-2-CET-Node
200 Numberof Services Number of allowed Ethemet services o 1 ok
300 HQos Hierarchical QoS (Qualty of Service) Not used Not allowed ok
500 Network Resiliency Network resiliency protocals (Smart. TOM Paih Protection, G.8032) Notused Not allowed oK
600 Ethemet OAM - Fault Management Enables Gonnectivity Faull Management (FM) per Y 1731/ 802 1ag and  Not used Not allowed oK
802.3ah (CET mode ony)
650  Ethemet OAM - Performance Monitoring Ethernet OAM (Operation Administration and Mainienance) Performace  Not used Not allowed oK
Wonitoring (PM) - Y 1731
800 Lace Link Aggregation Control Frotocol (LACF) Not used Not allowed oK v
1100 Sync Unit ITU-T G 8262 SyncE and ITU-T G 8264 ESMC (Ethemet Not used Not allowed ok

Figure 59: Basic Mode — Activation Key Page
Security Pages

From the Security menu, you can access pages that enable you to configure the unit,

including:

e General Parameters Page — Enable and disable import and export of

security settings, configure the session timeout, and configure a login
banner.

® Protocols Page — Configure the HTTP type, Telnet blocking, and SNMP
parameters.
e Access Control Page — Configure users and login settings.

General Parameters Page

In the Security General Parameters page, you can enable and disable import and export of security
settings, configure the session timeout, and configure a login banner. For more details about these
settings, see Quick Security Configuration — General Parameters Page.
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E O Advanced (®) Basic

¥ Filter ®
Device View
Unit Summary
Quick Configuration
4 Platform
Unit Parameters
Software Versions & Upgrade
Time Services
IP Confiquration
Activation Kev
& Security
General Parameters
Protocols
Access Control
Interfaces
Services
Faults
Performance Manitoring
Diagnostic & Maintenance

Microwave radio: Security General Parameters

Security General Parameters

Import/Export security seftings ‘ Enable

Session timeout (Minutes)

Login Banner Text

Apply

v|

[10

Figure 60: Basic Mode — Security — General Parameters Page

Protocols Page

In the Protocols page, you can configure the HTTP type, Telnet blocking, and SNMP parameters.
For more details about these settings, see Quick Security Configuration — Protocols Page.

E O pdvanced  ® Basic

¥ Filter x
Device View
Unit Summary
Quick Configuration
4 Platform
Unit Parameters
Software Versions & Upgrade
Time Services
1P Configuration
Activation Key
4 Security
General Parameters
Protocols
Access Control
Interfaces
Services
Faults
Performance Monitoring
Diagnostic & Maintenance

Microwave radio: Security Protocols

HTTP Parameters

HTTP pratocol [HTTR v
Telnet Parameters

Telnet Admin |Enable v
SNMP Parameters

SNMP Admin [Enable v|
SNMP Operational Status [up |
SNMP V12 Blocked [No v
SNMP Read Community [public ]
SNMP Write Community [private ]
SNMP Trap Version [wi |
Block SNIMP from Write Security Parameters [No ~|
Block SNIMP from Read Security Parameters [No v

Apply

v SNMF V3 Users

‘ Username Security mode

Algorithm

Encryption (Privacy) mode

Access mode |

<>

Add Delete

Access Control Page

Figure 61: Basic Mode — Security — Protocols Page

In the Security Access Control page, you can configure users and login parameters.For
more information about password and user settings, see Configuring Users.
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¥ Filter x

Advanced (® Basic

Device View
Unit Summary
Quick Cenfiguration
4 Platform
Unit Parameters
Software Versions & Upgrade
Time Services
1P Confiquration
Activation Kev
2 Security
General Parameters
Protocals
Access Control
Interfaces
Services
Faults
Performance Monitoring
Diagnostic & Maintenance

Microwave radio: Security Access Control

Login & Password Management

Password change for first login

Enforce password strength

Password aging (Days) NoAging v

Failure login attempts to block user

Blocking periad (Minutes)

Unused account period for blocking (Days) [No Blocking v

Apply

¥ User Accounis
\ 0 usemame Profile Blocked Login status Last logout Expiration date |
1 = admin admin No Yes 22-01-2000 08:27:23 Z]
Edit || Delete

¥ Access Conlrol User Profiles

Figure 62: Basic Mode — Security — Security Access Control Page

To configure user profiles, click Access Control User Profiles. The Access Control User Profiles page
opens. For details, see Configuring User Profiles.

E ) Advanced  (®) Basic Microwave radio: Access Control User Profiles
¥ Filt=r x
- - Back to: Security Access Control
M v Users profile configuration table
Unit Summary ~ ‘ D Profile Permitted access channels Usage counter
Quick Configuration (] [#] tech Serial+Telnet+S5H+Web+NMS 0
«Platfarm [ [ admin Serial+Telnet+S5H+Web+NMS 1 A
Unit Parameters O (@ viewer Serial+Telnet+ SSH+WebsNMS 0
Software Versions & Uparade [] & operator Serial+Telnet+ S5H+-Web+NMS 0
Time Services O [+l snmpviv2 SNMP 0 v
1P Configuration [ (1) security-officer Serial+Telnet+S5H+Web+NMS a
Activation Key -
Edit Delete
4 Security
General Parameters
Protocols
Access Control
Interfaces
Services
Faults
Performance Monitoring
Diagnaostic & Maintenance
Figure 63: Basic Mode — Security — Access Control User Profiles Page
Interfaces
From the Interfaces menu, you can select Interface Manager to display the Interface
Manager page.
Active, Millimeter wave radio: Interface Manager
¥ Filter x + Active Standby All
Device View ¥ Interface Manager
Unit Summary Interface location A MAC address Admin status Operational Status
» Quick Configuration =+ Ethemet: Slot 1, Port 2 3C:4C:D0:D9:97:03 Down Down
» Platform [+ Ethernet: Slot 1, Port 3 3C:4C:D0:D9:97.05 Down Down ~
. Interfaces [x] Ethemet Slot 1, Port 4 3C:4C:D0-DY G706 Down Down
Interface Manager [+] Ethernet: Slot 1, Port 5 3C:4C:D0:D9:57.07 Down Down
. Services [+ Ethemnet: Slot 1, Port 6 3C:4C:D0:D9:97.08 Down Down
. Faults [+ Ethernet: Slot 1, Port 7 3C:4C:D0:D9:97.04 Up Up
. +/ Radio: Slot 1, Port 1 3C:4C:D0:D9:97.09 Up Up v
» Performance Monitoring @ t: Slot 1, Port 1 00:00:00:00:00:00 up Up
» Diagnostic & Maintenance
Interface Admin ” Radio Parameters ” Radio Status ” Radio MEMC Physical Interface

Figure 64: Basic Mode — Interface Manager Page (PTP 850E)
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From the Interface Manager page,you can perform the following interface
configurations:

1 Enable and disable interfaces — select the interface and click Interface
Admin. See Enabling the Interfaces (Interface Manager).

Active, Interface Manager - Status Parameters

Interface location  |Radio: Slot 1, Port 1 |
MAC address |3C:4C:D0:D9:97:09 |
Operational Status |Up |

Active, Interface Manager - Configuration Parameters

Admin status Up W
Apply
Fage Refresh Interval [Semnds)lﬂnne. Last Loaded: 12:55:35 Refresh | Close |

Figure 65: Basic Mode — Interface Manager Page — Interface Admin

2 Configure the radio parameters of a radio interace — select the interface
and click Radio Parameters. See Configuring the Radio Parameters.

Active, Basic Radio Parameters
Radio Location \Radio: Slot1, Port1 |

Active, Frequency control (Local)

TX Frequency {MHz) |?35IIJ'I].'I]{I'U |[?2{I'U'I]_'I][I'U ... 750000007
R Freguency (MHz) |335EJ'I].'I]{I'U | (B2000.000 ... 35000.000)
Frequency Separation (MHz) [10000.000 |

[ | et also remote unit

TX Mute [ Unmute v|
TX Level {dBm) 115 [(-2...15)
Apply
Fage Refresh Interval [Seoonds}lﬂnn-e . Last Loaded: 12:56:05 Refresh | Close I

Figure 66: Basic Mode — Interface Manager Page — Radio Parameters (PTP 850E)
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3 Configure the MRMC script of a radio interace — select the interface and click
Radio MRMLC. See Configuring the Radio (MRMC) Script(s).

Active, Radio MRMC Script Configuration - Edit
Radio location |Radio: Slot 1, Port 1
Operational MRMC script ID [ Script: 5710, Single-Carrier, BW:2000 MHz, OBW:1599 MHz, 329.288-9914.160 Mbps, Single-Cartier, ETSIFCC, ACCP v/|

MRMC Script operational mode

MRMC Script maximum profile |8 [0..15)
MRMC Script minimum profile [0 [(0..15)
Apply
Page Refresh Interval (Seconds)[None | Last Loaded: 12:57:09 Refresh | Close

Figure 67: Basic Mode — Interface Manager Page — Radio MRMC (PTP 850E)

4 Display status parameters of a radio interace — select the interface and click
Radio Status. See Viewing the Radio Status and Settings.

Active, Radio Status Parameters

Radio Location Radio: Slot 1, Port1 |

Type RFU-50E |

XPIC support Yes |

Operational TX Level (dBm) |15 |

RX Level (dBm) -23 |

Modem MSE (dB) -31.10 |

Modem XPI (dB) [0.00 |

TX Mute Status off |

Temperature I67°C, 152°F |

Defective Blocks 1335 | | Clear Counter

FPage Refresh Interval [Seoonds}lhlnne . Last Loaded: 12:56:40 Refresh | Close |

Figure 68: Basic Mode — Interface Manager Page — Radio Status (PTP 850E)
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5 Configure the physical parameters of an Ethernet interace or the
Management interface — select the interface and click Physical Interface.
See Configuring Ethernet Interfaces.

Active, Interface Physical Parameters - Edit
Interface location [Ethernet: Slot 1, Port 3

Media type SFP o

Auto negotiation
Speed 10000 »

Duplax [Full Duplex
Apply
Fage Refresh Interval {Secunds}lhlune ﬂ Last Loaded: 12:57:41 Refresh | Close |

Figure 69: Basic Mode — Interface Manager Page — Physical Interface

6 Configure the basic ingress classification parameters of an interace —
select the interface and click Basic QoS. See Configuring Ingress Path
Classification on a Logical Interface.

Active, Interface Basic Q0S Parameters - Edit
Interface location |Radiu: Slot 1, Fort 1

Trust VLAN UP bits
Trust DSCP
Trust MPLS

Default port CoS

Apply

Last Loaded: 12:5828 Refresh | Close |

Figure 70: Basic Mode — Interface Manager Page — Basic QoS
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Services

The Services menu enables you to create Ethernet services.

System Configurations

To configure Ethernet services, click Ethernet Services. For information about configuring
Ethernet services, see Configuring Ethernet Service(s).

) Advanced (®) Basic

Microwave radio: Ethernet Services

¥ Filter ¥ Ethemet Services
Device View 0 service Service Type Service sub type EVC ID EVC descriplion Admin
Unit Summary D4
- O 1 MP Ethernet MA. NA Operational ~
Quick Configuration =
O 1025 MNG Ethernet MNA. N.A Operational hd
Platform
Interfaces Edit Delete Service Points
4 Services
Ethemet Services -
Native TDOM Services Multiple Selection Operation
TDM PseudoWire Services Admin Apply
Faults
Performance Monitoring
Diagnostic & Maintenance
Figure 71: Basic Mode — Ethernet Services
The Faults menu includes options to display current alarms and the event log.
To display current alarms, click Current Alarms. For information about alarms, see
Viewing Current Alarms.
O Advanced © Basic Active, Millmeter wave radio: Gurrent Alarms
V Filter x « Active ‘Standby Al

Device View ¥ Current Alarms.

Unit Summary [ = Time Severity o Description User Text origin Alarm id |
» Quick Configuration [ |
» Platform
» Interfaces o=
*senes
 Faults

Current Alarms
Event Log
» Performance Monitoring
» Diagnostic & Maintenance
Figure 72: Basic Mode — Current Alarms
To display the event log, click Event Log. For information about the event log, see
Viewing and Saving the Event Log.
O Advanced @ Basic Active, Millimeter wave radio: Event Log
x + Active Standby all

Unt Summa Load Progress ] 4% |
» Quick Configuration v EventLog
. Platform iy Time Sequence Number Severity State Description User Text Origin
. blocked [a]
» Services 2 09-11-2020 13:43:55 82226 'y Cleared (1)  Mate does not exist Slot1
4 Faults, 3 09-11-2020 13:43:54 82225 Fa Event Radio interface is up Radio: Slot 1, Port 1

Current Alarms 4 09-11-2020 13:43:42 82224 £ Raised Key E);:han ge Protocol in progress, Traffic has been Radio: Slot 1, Port 1

P :‘IEMlM " 5 08-11-2020 13:43:41 82223 ey Event Protection Switch to Active Slot1
» Performance Montoring 6 09-11-2020 13:42:05 82222 L Cleared (1)  Radio signal degrade Radio: Siot 1, Port 1
» Diagnostic & Maintenance 7 00-11:2020 134145 82221 & Cleared(1) Radio excessive BER Radio- Slot 1, Fort 1

8 09112020 13:41:45 82220 4 Ceared(1) Radioloss of frame Radio: Siot 1, Port 1

9 09-11-2020 13:41:31 82219 L Raised Radio signal degrade Radio: Slot 1, Port 1
10 09112020 13:41:30 82218 & Raised Radio excessive BER Radio: Siot 1, Port 1
11 09-11-2020 13:41:30 217 Fy Raised Radio loss of frame Radio: Slot 1, Port 1
12 09-11-2020 13:4127 82216 & Event Protection Switch to Standby Slot 1
13 09-11-2020 13:41:24 82215 Fay Event Ethernet interface is up Ethemet Slot 1, Port 7
14 09-11-2020 13:41:13 82214 ry Event Change in system reference clock quality level; new unit

quality: 9.813

15 09-11-2020 13:38:55 82213 o Cleared (1)  Protection communication is down Slot 1
16 09-11-2020 13:38:42 82212 Y Raised Mate does not exist Slot1
17 09-11-2020 13:38:42 82211 st Event Election system state: Standby 0
18 09-11-2020 13:38:42 82210 Fey Raised Protection communication is down Slot1
19 09-11-2020 13:38:41 82209 Fay Event Unit Performed Power up Slot1 v
20 09-11-2020 13:37:44 82208 £ Event Unit was reset Slot 1

Figure 73: Basic Mode — Event Log
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Performance Monitoring

From the Performance Monitoring menu, you can access pages that display important
information about link performance, including:

¢ RMON

e Signal Level

e MSE

e MRMC

e Capacity/Throughput

e Utilization

¢ Frame Error Rate

RMON

To display RMON statistics, click RMON. For further information, see Viewing Ethernet
PMs and Statistics.

Oatvanced ®Basic Microwave radio: RMON
¥ Fiter % ¥ Interface physical Port RMON staistics
Device View Ethemet: Siot 1, Port 2 Ethernet: Slot 1, Port 3 Ethemet: Siot 1, Port 4 Ethemet: Slot 1, Port 5 Ethernet: Slot 1, Port & Ethemet: Siot 1, Port 7
Unit Summary Clear on read Ho o o o o o
Quick Canfiguration TXbyte count 3323364 0 o 0 0 3323,364
ZEm T frame count 8,673 0 0 0 0 8,873
Interfaces
TX muitcast frame count 8,873 0 o 0 0 8873
senvices
TX broadcast frame count 0 0 0 0
Fauts
< berformance Monioring TX control frame count 0 0 o 0 0 o
Tl TX pause frame count 0 0 0 0 0 0
Signal Level TXFCS error frame count 0 0 o 0 0 o
MsE T length error frame count 0 0 0 0 0 0
MRMC TX oversize frame count 0 0 o 0 0 o
Capacity/Throughput TX undersize frame count 0 0 0 0 0 0
Utiization T fragment frame count 0 0 0 0 0 0
EELOE IR T jabber frame count 0 0 o 0 0 o
Diagnostic & Maintenance
TX 64 frame count 0 0 0 0
TX 65127 frame count 8,873 0 o 0 0 8873
TX 126-255 frame count 0 0 0 0 0 0
TX 256-511 frame count 0 0 0 0 0 0
TX 512-1023 frame count 0 0 0 0 0 0
TX 10241518 frame count 0 0 0 0 0 0
TX 15191522 frame count 0 0 0 0 0 0
R byte count 0 0 0 0 0 0
R frame count 0 0 0 0 0 0
R multicact frame count 0 0 0 0 0 0
R broadcast frame count 0 0 0 0 0 o b4
R contral frame count < >

Figure 74: Basic Mode — RMON Page (PTP 850E)

Signal Level

To display Signal Level PMs and define Signal Level PM thresholds, click Signal Level.
For further information, see Displaying Signal Level PMs and Configuring Signal Level
PM Thresholds.

ﬂ @ Ome Microwave radio; Signal Level PM report (No Data)
VT * ¥ PM Table
Device View -
* Interval A Max TSL (dBm) Min TSL (dBm) Max RSL (dBm) Min RSL (dBm) TSL exceed threshold RSL exceed RSL exceed Integrity
Unit Summary seconds threshold1 seconds threshold2 seconds

Quick Configuration | |

Platform
Interfaces View Graph
Services
Faults
4 Performance Monitoring
RMON
Signal Level
se
RMC
Capacity/Throughput
Utilization
Frame Error Rate

=

=

Diagnostic & Maintenance

Figure 75: Basic Mode — Signal Level Page
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To display MSE PMs and define MSE PM thresholds, click MSE. For further
information, see Displaying MSE PMs and Configuring MSE PM Thresholds.

Microwave radio: MSE PM repori (Mo Data)

E () advanced  ® Basic

VR X v PM Table

Device View

# Interval & Min MSE (dB)

Unit Summary

Max MSE [dB)

Exceed threshold Integrity
seconds

Quick Configuration

Platform
Interfaces View Graph
Services
Faults
4 Performance Monitoring
RMON
Signal Level
ISE
RMC
Capacity,/Throughput
Utilization
Frame Error Rate

=

=

Diagnostic & Maintenance

Figure 76: Basic Mode — MISE Page

MRMC

You can display the minimum and maximum ACM profile and the minimum and
maximum bitrate (throughput) per 15-minute or daily intervals. You can also define two
ACM profile thresholds for each radio carrier, and display the number of seconds per
interval that the radio’s ACM profile was below each of these thresholds.

To display ACM profile PMs and define ACM profile thresholds, click MRMC. For further

information, see Displaying MRMC PMs and Configuring ACM Profile
ThresholdsDisplaying Capacity and Throughput PMs.

E O patvancedl] © basic Microwave radio: MRMC PM report (No Data)
¥ Fiter * v PM Table
Device view |a nterval & Vi profie Viax protie Win biate Wax biras Seconds above Seconds belaw Seconds below ntegriy
Unit Summary Threshold 1 Threshold 1 Threshold 2
Quick Configuration | ‘
Platform
Interfaces View Graph
Services
Faults
4 Performance Monitoring
RMON
Signal Level
MsE
MRMC
Capacity/Throughput
Utiization
Frame Ervor Rate
Diagnostic & Maintenance

Figure 77: Basic Mode — MRMC Page
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Capacity/Throughput

To display capacity and throughput PMs and define capacity and throughput thresholds, click
Capacity/Throughput. For further information, see Displaying Capacity and Throughput PMs.

E @pmazs) Ol Mitrowve ridio: Capacity M roport (dadio: 1081, port 1, 15 minutcs;)
L & Intertace: [Radio: Slot 1, pori 1 [2] mtervar typss |15 minutes[2]
Device View PM Tabl
Unit Summary M able
< — ¥ Timeinlervalindex A Peakcapaciy (Mops) | Average capaclly | Seconds exceeding  Peak throughput Average lhioughpul  Seconds exceeding | Integrily
threshold (Mbps)

| J

MRMC
Capacity/Throughput
Utilization

Frame Error Rate

% M

[T

Figure 78: Basic Mode — Capacity/Throughput Page

Utilization

To display utilization PMs and define utilization thresholds, click Utilization. For further information,
see Displaying Utilization PMs and Configuring Utilization Thresholds.

E Ontrmeed @nme Microwave radio: Utilization PM report (Radie: Slot 1, port 1, 15 minutes)
¥ Fiter x : §
Interface |Radio: Siot 1, port 1[=] Interval Type |15 minutes[~]

Device Vien

Unit Summay v raoe

Unit Summary

Quick Cenfiguration #  Timeinlervalindex 4 Peak ufiization Average uliizaion  Seconds exceeding  Seconds exceeding  Seconds exceeding  Seconds below Integrity

ot (percent) Threshold 1 Threshold 2 Threshold 3 Threshold 3

atform
netaces ‘ ‘

Services
View || Thresholds | Graph
ot

4 Performance Monitoring
RMON.
Signal Level
MSE
MRMC

Capacity/Throughput

Utilization
Frame Error Rate
Diagnostic & Maintenance

Figure 79: Basic Mode — Utilization Page
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Frame Error Rate

To display Frame Error Rate PMs, click Frame Error Rate. For further information, see Displaying
Frame Error Rate PMs.

Note: These PMs are not available for PTP 850C and PTP 850E.

E ) Advanced (® Basic Microwave radio: Frame error rate PM report (Radio: Slot 1, port 1, 15 minutes)
 Filter . Interface |Radio: Slot 1, port 1[*] Interval Type |15 minutes [~

Device View

_ ¥ PM Table

Unit Summary

Quick Configuration # Time inferval index & FER Integrity

Platform

Interfaces

Services My,

Faults

4 Performance Monitoring
RMON
Signal Level
MSE
MRMC
Capacity/Throughput
Utilization
Frame Error Rate

Diagnostic & Maintenance

Figure 80: Basic Mode — Frame Error Rate Page
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Diagnostic & Maintenance

From the Diagnostic & Maintenance menu, you can access pages that enable you to
perform diagnostics, troubleshooting, and configuration management, including:
® Radio Loopback — Perform radio loopback

e Unit Info - Generate and export a user info file, used primarily for
troubleshooting.

e Configuration Management — Import and export unit configuration files, used
to backup and restore system configurations.

Radio Loopback

Note: To perform radio loopback, the radio must be set to its maximum TX power. For
reliable loopback results, the loopback should performed with the modulation at
1024 QAM or lower.

To perform radio loopback, click Radio Loopback. For further information, see

Performing Radio Loopback.

O
[

¥ Filter * +  Active standby

O Advanced @ Basic Active, Millimeter wave radio: Radio Loopbacks

Device View

Unit Summary
- Quick Configuration Radio Location |Radi0: Slot 1, Port 1 |

- Platform Loopback timeout (minutes) [1 [(0... 1440)
- Interfaces RF Loopback
- Services
- Faults Apply
- Performance Monitoring
a Diagnostic & Maintenance
Radio Loopbacks
Create & Export Unit Info
Configuration Management

Active, Radio Loopbacks Configuration

Figure 81: Basic Mode — Radio Loopbacks Page
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Unit Info

You can generate a Unit Information file, which includes technical data about the unit.
This file can be uploaded and forwarded to customer support, at their request, to help in
analyzing issues that may occur.

You can upload the Unit Information file using HTTP, HTTPS, FTP, or SFTP.

Notes: For troubleshooting, it is important that an updated configuration file
be included in User Info files that are sent to customer support. To ensure
that an up-to-date configuration file is included, it is recommended to back
up the unit’s configuration before generating the Unit Info file.

To generate a Unit Information file, click Create & Export Unit Info. For further information, see Uploading
Unit Info.

E O advanced @ Basic Microwave radio: Unit Info

¥ Filte ®
el Unit Info
Device Vi I~ ~
Hevice View ®HTTR CFTP
Unit Summary
Quick Configuration File creation status |Ready |
Platform File creation progress I 0% |
Interfaces File export status [Ready |
Services )
Faults File export progress | 0% |

Performance Monitorin
g Export Abort Export

4 Diagnostic & Maintenance
Radio Loopbacks

Create & Export Unit Info
Configuration Management

Figure 82: Basic Mode — Unit Info Page
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Configuration Management

You can import and export PTP 820 configuration files. This enables you to copy the
system configuration to multiple PTP 820 units. You can also backup and save
configuration files. Importing and exporting configuration files can be done using HTTP,
HTTPS, FTP, or SFTP.

Basic mode combines the actions required to perform configuration management into a single Web
EMS page. To display this page, click Configuration Management. For further information, see Backing
Up and Restoring Configurations.

N Active, Milimeter wave radio: Configuration Management
¥ Fiter x ¥ Active Standby
Device View @HTTP CFTP
unit Summart Exportimport fle stat
xportimport file status
- Quick Configuration portimpo
. Platform File transier stalus [Ready |
. Interfaces File transfer progress [ 0% ]
> Services File name No file chosen for import
- Faults
, Performance Monitoring Abort Export Choose File || import || Abort import
4 Diagnostic & Maintenance
Radio Loophacks Backup file creation status
Create & Export Unit Info Backup file creation status ~ [Ready |
Configuration Management Backup file creation progress | 0% ]
Backup

Configuration restore status

C Ready
Restore Point Selection
File number Restore point2 v

v Backup Files

File number o Original system type _ Software version __ Time of creation Original IP address System ID valid
Restore point 1 IP-50E 113000251 15-01-2000 23:14:33 192.168.1.14 ‘Al outdoor E-band system Yes
Restore point2  IP-50E 112.0.0.0.334 28-08-2020 13:44:10 192.168.1216 Al outdoor E-band system Yes
Restore point3  IP-50E 113000278 10-07-2020 13:15:54 192168114 Al outdoor E-band system Yes

Figure 83: Basic Mode — Configuration Management Page

Page 60 of

Cambium Proorietarv and



Chapter 5: Configuring a Link Using the Quick System Configurations
Configuration Wizard

Chapter 5: Configuring a Link Using the Quick
Configuration Wizard

The Web EMS provides wizards to configure radio links. The wizards guide you through
configuration of the basic radio parameters and services necessary to establish a working pipe link.
The following link types can be configured with the Quick Configuration wizard:
1+0 - Configures a 1+0 radio link consisting of a user-selected Ethernet and radio interface
connected. This link passes traffic between the radio and Ethernet interfaces via a point-to-point pipe
service. See Configuring a 1+0 Link Using the Quick Configuration Wizard.
This wizard can also be used to configure XPIC on the unit. XPIC must be configured individually
on each PTP 850E unit in the XPIC pair. See XPIC Overview.

Enhanced Multi-Carrier ABC — Configures a 2 + 0 Multi-Carrier ABC group consisting of
an Ethernet interface or LAG and the two radio interfaces. See Configuring a 2+0 Multi-
Carrier ABC Link Using the Quick Configuration Wizard

Multiband — Configures a link that bundles E-Band and microwave radios in a single group that is
shared with an Ethernet interface. A Multiband link uses an PTP 850E and an PTP 820C, PTP 820C-HP,
PTP 820S, or third-party microwave unit. The Multiband group is only configured on the PTP 850E
unit. See Configuring a Multiband (Enhanced Multi-Carrier ABC) Link Using the Quick Configuration
Wizard.

Because the Quick Configuration wizard creates Pipe links, you cannot add an interface to a link using
the Quick Configuration wizard if any service points are attached to the interface prior to configuring
the link. See Deleting a Service Point.

Configuring a 140 Link Using the Quick Configuration Wizard

To configure a 1+0 link using the Quick Configuration wizard:

1. Select Quick Configuration > PIPE > Single Carrier > 1+0. Page 1 of the 1+0 Quick Configuration
wizard opens.

Figure 47 1+0 Quick Configuration Wizard — Ethernet Selection (PTP 850C)
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Figure 48 1+0 Quick Configuration Wizard — Ethernet Selection (PTP 850C)
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Figure 49 1+0 Quick Configuration Wizard — Ethernet Selection (PTP 850E)
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2. Inthe PIPE Type field, select the Attached Interface type for the service that will connect the radio
and Ethernet interfaces. Options are:

o dot1g - All C-VLANs and untagged frames are classified into the service.
o s-tag - All S-VLANs and untagged frames are classified into the service.

Note

(o)
For a full explanation of Ethernet Services, service types, and attached interface types,
see Configuring Ethernet Service(s).

3. Inthe Ethernet Interface field, select an Ethernet interface for the link.
4. lick Next. Page 2 of the 1+0 Quick Configuration wizard opens

Figure 50 1+0 Quick Configuration Wizard - Page 2
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5. In the Radio Interface field, select Radio: Slot 1, Port 1.
6. Click Next. Page 3 of the 1+0 Quick Configuration wizard opens.

Figure 51 1+0 Quick Configuration Wizard - Page 3
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| == Back || MNext == | Finish

7. If the unit is part of an XPIC link, select XPIC.

8. If you select XPIC, the Member Role field is displayed. In the Member Role field, select Horizontal
or Vertical. Make sure the Member Role you select matches the actual polarization of the PTP
850E unit, and that the Member Role you configure in the paired unit is not the same as the role
you configure here. For full instructions on configuring an XPIC link, including alignment
instructions, see Configuring XPIC.

9. Click Next. Page 4 of the 1+0 Quick Configuration wizard opens.’

Figure 52 1+0 Quick Configuration Wizard — Page 4
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10. In the TX Frequency (MHz) field, set the transmission radio frequency in MHz.
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11. In the RX Frequency (MHz) field, set the received radio frequency in MHz.

12. In the TX Level (dBm) field, enter the desired TX signal level (TSL). The range of values depends
on the frequency and RFU type.

13. To mute the TX output of the radio, select Mute in the TX mute field. To unmute the TX output of
the radio, select Unmute.

14. Click Next. Page 5 of the 1+0 Quick Configuration wizard opens.

Figure 53 1+0 Quick Configuration Wizard — Page 5
¥ Logout + Connection & Admin Microwave radio: Link Setup (PIPE) 1 +0

¥ Filter X

Link Setup Progress | o
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atform Setup
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4 Single Carrier Maximum profile |Proﬂle: 8, 128 QAM, 1337.650 Mbps v|
1+0 Minimum profile |Proﬂle: 0, 2 QAM, 47 535 Mbps v|
- Utilities

15. In the Script ID field, select the MRMC script you want to assign to the radio. For a full
explanation of choosing an MRMC script, see Error! Reference source not found..

1 In the Operational Mode field, select the ACM mode: Adaptive or Fixed.
o In Adaptive ACM mode, TX and RX rates are dynamic. An ACM-enabled

radio system automatically chooses which profile to use according to the
channel fading conditions.

o Fixed ACM mode applies constant TX and RX rates. However, unlike
regular scripts, with a Fixed ACM script you can specify a maximum profile
to inhibit inefficient transmission levels.

2 Do one of the following:

o If you selected Adaptive in the Operational Mode field, the following two
fields are displayed:

o Maximum profile — Enter the maximum profile for the script. See Error! R
eference source not found..

o Minimum profile - Enter the minimum profile for the script. See Errorl R
eference source not found..

6\ Note

Eg The default minimum profile is 2.

o If you selected Fixed in the Operational Mode field, the next field is Profile.
Select the ACM profile for the radio in the Profile field.

3 Click Next. Page 5 of the 1+0 Quick Configuration wizard opens.
Figure 54 1+0 Quick Configuration Wizard — Page 6
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¥ Logout + Connection & Admin Microwave radio: Link Setup (PIPE) 1 +0

¥ Filter X

- Link Setup Progress | |
Unit Summary
Radio Summary FEFFFMM {
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» Faults NGRS &Q =)
> Radio SN NS =7 40 N N
b Ethernet - :
> Sync
4 Quick Configuration o Management Configuration, 1 + 0
From
In Band Management (No v
Platform Setup .
4 PIPE
4 Single Carrier e
1+0
1> Utilities

4 In the In Band Management field, select Yes to configure in-band management, or No if you do
not need in-band management. If you select Yes, the Management VLAN field appears.

Figure 55 1+0 Quick Configuration Wizard — Page 5 (In Band Management = Yes)

¥ Logout + Connection & Admin Microwave radio: Link Setup (PIPE) 1 +0

¥ Filter X
~ Link Setup Progress | ], |
Unit Summary
Radio Summary FEFIFFMM
Platform e sl
» Faults (Q @ @ \Q a a
> Radio N NSNS NS NN\
I» Ethernet ’ — — : —————— ;A
b Sync
4 Quick Configuration o Management Configuration, 1 + 0
rom CeraPlan
In Band Management |Yes v
Platform Setup 9
4 PIPE Management VLAN
4 Single Carrier [] In Band includes Ethernet interface

1+0

b Utilities N

5 If you selected Yes in the In Band Management field, select the management VLAN in the
Management VLAN field.

6 If you want to use the Ethernet interface as well as the radio interface for in-band management,
select In Band includes Ethernet interface.

7 Click Finish. Page 6 of the 1+0 Quick Configuration wizard opens. This page displays the
parameters you have selected for the link.
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Figure 56 1+0 Quick Configuration Wizard — Page 7 (Summary Page)

I Logout + Connection & Admin Microwave radio: Link Setup (PIPE) 1 +0

¥ Filter =
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io Si ary .
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- Platform
- Faults PIPE Type: dotl1g
- Radio Ethernet Interface: Ethernet: Slot 1, Port 7
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a Quick Configuration
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;‘:;“&Q MRMC Script ID: 5703, Operational Mode: Adaptive, Maximum profile: 8, Minimum profile: 2
4
4 Single Carrier In Band Management: Yes, Management VLAN: 1, Ethemet included: No
1+0
- Utilities

@ ‘Warning: After you click Submit, the system will be configured with these parameters and the interfaces will be reset.
Traffic will be affected.

8 To complete configuration of the link, click Submit. If you want to go back and change any of the
parameters, click Back. After you click Submit, the unit is reset.

Configuring a Multiband (Enhanced Multi-Carrier ABC) Link
Using the Quick Configuration Wizard

For important general information about Multiband links, see Multiband Overview.
To configure a Multiband node using the Quick Configuration wizard:

1. Connect the external switch to any operational traffic port on the PTP 850E.

2. Connect Port 3 (Eth2) on the PTP 850E to the unit paired with the PTP 850E. When the paired unit
is an PTP 820C, PTP 820C-HP, or PTP 820S, use Eth2 on the PTP 820C, PTP 820C-HP, or PTP 820S.

3. Verify that the Admin status of Eth2 on the PTP 850E is Down. See Enabling the Interfaces
(Interface Manager).

4. Verify that no service points are configured on the Eth2 port of the PTP 850E. If there are service
points on Eth2, remove them. See Deleting a Service Point.

5. On the PTP 850E, select Quick Configuration > PIPE > Multi Carrier ABC > Multiband. Page 1 of
the Multiband Quick Configuration wizard opens.
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Figure 57 Multiband Quick Configuration Wizard — Page 1
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6. Inthe Pipe Type field, select the Attached Interface type for the service that will connect the radio

and Ethernet interfaces. Options are:

¢ s-tag — All S-VLANSs and untagged frames are classified into the service.
e dotl1q - All C-VLANs and untagged frames are classified into the service.

/C-)\ Note

w For a full explanation of Ethernet Services, service types, and attached interface types,
see Configuring Ethernet Service(s).

7. Inthe Ethernet Interface field, select the port connected to the external switch.
8. Click Next. Page 2 of the Multiband Quick Configuration wizard opens.
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Figure 58 Multiband Quick Configuration Wizard — Page 2
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9. Inthe Radio #1 Interface field, select Radio: Slot 1, Port 1.
10. Click Next. Page 3 of the Multiband Quick Configuration wizard opens.

Figure 59 Multiband Quick Configuration Wizard — Page 3
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11. In the Ethernet #1 Interface field, select Ethernet: Slot 1, Port 2.

12. In the Maximum Bandwidth (Mbps) field, select the maximum traffic that the PTP 850E will pass
to the paired unit.

¢ When using Fixed ACM mode, set this parameter to the actual rate you want the
paired unit to broadcast.

e When using Adaptive ACM mode, set this parameter to the maximum of the paired
unit’s capacity.
The default value is 1000 Mbps.
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/_\ Note

°© The Maximum Bandwidth represents the L1 capacity of the radio link connected to
the Ethernet member. The actual bandwidth that will be available for traffic is less due
to overhead.
When using a third-party radio as the paired unit, it is particularly important to set this
parameter properly in order to ensure optimal performance. Failure to properly set
this parameter may lead to frequent pauses as the queue fills up during low capacity
periods, such as when weather conditions cause the ACM profile to drop.

13. In the Bandwidth Margin (Mbps) field, select the bandwidth margin, in Mbps. This parameter
deducts the specified throughput from the throughput the PTP 850E would otherwise pass to the
paired unit. The purpose of this parameter is to provide a margin of safety that will avoid loss of
traffic in the event that the ACM profile is reduced on the paired unit. It is recommended to
configure this parameter as follows:

e |f the paired unit is an PTP 820 microwave radio or a third-party device with a bandwidth
notification mechanism that will inform the PTP 850E of an impending reduction of the ACM
profile before the reduction takes place, it is recommended to leave this parameter at its
default value of 5 Mbps.

e If the paired unit is a third-party device without a bandwidth notification mechanism that will
inform the PTP 850E of an impending reduction of the ACM profile before the reduction takes
place, it is recommended to set this parameter to an amount equal to or greater than the
largest throughput differential between any two adjacent profiles for the script configured on
the paired unit.

The range of values is 5 to 100 Mbps.
14. Click Next. Page 4 of the Multiband Quick Configuration wizard opens.

Figure 60 Multiband Quick Configuration Wizard — Page 4
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15. Configure the following radio parameters.
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a. Inthe TX Frequency (MHz) field, set the transmission radio frequency in MHz.
In the RX Frequency (MHz) field, set the received radio frequency in MHz.

In the TX Level (dBm) field, enter the desired TX signal level (TSL). The range of values
depends on the frequency and RFU type.

d. To mute the TX output of the radio, select Mute in the TX mute field. To unmute the TX
output of the radio, select Unmute.

16. Click Next. Page 5 of the Multiband Quick Configuration wizard opens.

Figure 61 Multiband Quick Configuration Wizard — Page 5
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17. In the Script ID field, select the MRMC script you want to assign to the radio. For a full
explanation of choosing an MRMC script, see Error! Reference source not found..

18. In the Operational Mode field, select Adaptive. The following two fields are displayed:

¢ Maximum profile — Enter the maximum profile for the script. See Error! Reference source not f

ound..

e Minimum profile — Enter the minimum profile for the script. See Error! Reference source n
ot found..

/O\ Note

m Fixed mode is not supported for Multiband.
For Multiband links, ake sure the Maximum profile and Minimum profile are set to

different values for Multiband links.

19. Click Next. Page 6 of the Multiband Quick Configuration wizard opens.
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Figure 62 Multiband Quick Configuration Wizard — Page 6
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20. In the In Band Management field, select Yes to configure in-band management, or No if you do
not need in-band management. If you select Yes, the Management VLAN field appears.

21. If you selected Yes in the In Band Management field, select the management VLAN in the
Management VLAN field.

22. If you want to use the Ethernet interface as well as the radio interface for in-band management,
select In Band includes Ethernet interface.

/C-)\ Note

w If you want to manage the paired unit via the PTP 850E, refer to the instructions in
Inband Management via the PTP 850E.

23. Click Finish. The Summary page opens. This page displays the parameters you have selected for
the group.
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Figure 63 Multiband Quick Configuration Wizard - Summary Page
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24. To complete configuration of the Multiband group on the PTP 850E, click Submit. If you want to
go back and change any of the parameters, click Back.

25. Enable the Eth2 interface. See Enabling the Interfaces (Interface Manager).
When the PTP 850E is paired with an PTP 820 microwave radio, the following must be configured
on the PTP 820 microwave radio:
e A service must be configured between the Ethernet port connected to the PTP 850E and the
radio or Multi-Carrier ABC group being used for the Multiband link.

/_\ Note

(@)

w If the paired unit is an PTP 820C, PTP 820C-HP, or PTP 820S, the service must be a
Pipe service. However, this service must be given higher priority than any other

service attached to the interfaces used for Multiband.

e Automatic State Propagation must be configured, with ASP trigger by remote fault enabled.
e Radio Bandwidth Notification must be enabled.
For instructions, refer to the User Guide for the PTP 820 product you are using.

When the PTP 850E is paired with a third-party unit, the following must be configured on the third-
party unit:

e The unit’'s switching mechanism must be set to Pipe mode and a Pipe service must be
configured between the Ethernet port connected to the PTP 850E and the paired unit’s radio
or radio group.

e Automatic State Propagation must be configured, with ASP trigger by remote fault enabled.
e 802.3X Flow Control must be enabled.
e Ethernet Bandwidth Notification must be enabled
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Chapter 6: Configuring Multi-Carrier ABC

This section includes:
e Configuring Multi-Carrier ABC
e Configuring Multiband
e Configuring XPIC
e Configuring 1+1 HSB Unit Protection
e Configuring Link Aggregation (LAG) and LACP

Configuring Multi-Carrier ABC
Multi-Carrier ABC Overview

Multi-Carrier Adaptive Bandwidth Control (ABC) enables multiple separate radio
carriers to be shared by a single Ethernet port. This provides an Ethernet link over the
radio with the total sum of the capacity of all the radios in the group, while still
behaving as a single Ethernet interface. In Multi-Carrier ABC mode, traffic is
dynamically divided among the carriers, at the Layer 1 level, without requiring Ethernet
Link Aggregation.

Load balancing is performed regardless of the number of MAC addresses or the
number of traffic flows. During fading events which cause ACM modulation changes,
each carrier fluctuates independently with hitless switchovers between modulations,
increasing capacity over a given bandwidth and maximizing spectrum utilization. The
result is close to 100% utilization of radio resources in which traffic load is balanced
based on instantaneous radio capacity per carrier.

One Multi-Carrier ABC group that includes both radio interfaces can be configured per
unit. It is recommended to use the same radio script and ACM settings on both radio
carriers in the Multi-Carrier ABC group.

Configuring a Multi-Carrier ABC Group
To configure a Multi-Carrier ABC group:

1 Select Radio > Groups > Multi Carrier ABC. The Multi Carrier ABC page opens.
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¥ Filter

Unit Summary
Radio Summary
Security Summary
Platform
Faults
4 Radio
Radio Parameters

Radio BER

ATPC

Ethernet Interface
MRMC

PM & Statistics
Diagnostics

4 Groups

AMCC
Ethernet
Sync
Quick Configuration
Utilities

[ Logout + Connection & Admin

Remote Radio Parameters

Multi Carrier ABC

Microwave radio: Multi Carrier ABC Groups

¥ Multi Carrier ABC configuration table

Group location A Group Name Radio/Ethemet Members

Create Group Delete Edit Group Edit Members Add/Remove Members

Operational state Admin state

Figure 89: Multi-Carrier ABC Group Page (Empty)

2 Click Create Group. The first page of the Create ABC Group wizard opens.

Create ABC Group
Group ID [Enhanced Multi Carrier ABC (Group #1) v]

Group Name |

<< Back [ Next >> ][ Finish ]

Last Loaded: 17:33:04 Close

Figure 90: Create ABC Group Wizard — Group Name

3 Optionally, enter a descriptive name for the group in the Group Name field.
4 Click Next. The next page of the Create Group wizard opens.

5

Create ABC Group

Group ID |Enhanced Multi Carrier ABC (Group #1)

Group Name |

Member Selection
Member #1 | Radio: Slot 1, Port 1 v|

l << Back “ Next >=> “ Finish ]

Last Loaded: 17:35:06 Close

Figure 91: Create ABC Group Wizard — Member Selection 1

In the Member 1 field, select a radio interface.
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6 Click Next. The next page of the Create Group wizard opens.

Create ABC Group
Group 1D |Enhanced Multi Carrier ABC (Group #1) |

Group Name | |

Member Selection
Member #2 |Radio: Slot 1, Port 2 v|

| <<Back |[ Next>> || Finish |

Last Loaded: 17:35:06 Close

Figure 92: Create ABC Group Wizard — Member Selection 2

7 Inthe Member 2 field, select a radio interface.
8 Click Next. A summary page opens.

Create ABC Group (Selection Summary)
Group ID  |Enhanced Multi Carrier ABC (Group #1) |

Group Name | |

Radio/Ethernet Members
Member #1  |Radio: Slot 1, Port 1 |
Member #2 |Radio: Slot 1, Port 2 |

Last Loaded: 17:40:21 Close |

Figure 93: Create ABC Group Wizard — Summary Page
9 Click Submit. A message appears indicating whether or not the operation
was successful.

10 Click Close to close the Create Group wizard. You must click Submit
before clicking Close, or the selections you made will be discarded and
the process cancelled.
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I Logout # Connection & Admin Microwave radio: Multi Carrier ABC Groups.

v Filter x ¥ Multi Carrier ABC configuration table
1 Group location A Group Name

Unit Summary
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Radio Summary
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Remote Radio Parameters
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Diagnostics
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Ethernet
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Platform Create Group | Delete | Edit Group | Edit Members | Add/Remove Members

Radio/Ethemnet Members Operational state Admin state

Member #1: Radio- Slot 1, Port 1 Down Enable A
Member #2. Radio. Slot 1, Port 2 v

Figure 94: Multi-Carrier ABC Group Page (Populated)

Adding and Removing Group Members

You can add and remove interfaces from the group after creating the group. This is
relevant if you want to delete a Multi-Carrier ABC group, since you must remove the

members individually before deleting the group.

To remove interfaces:

1 Select the group in the Multi-Carrier ABC table and click
Add/Remove Members. The Add/Remove Members page opens.

Multi Carrier ABC members table - Add/Remove Members

Group location |Enhanced Multi Carrier ABC (Group #1) |

Member 1 Radio: Slot 1, Port 1 |

Member 2 [Radio: Slot 1, Port 2 |

Remove Member

Radio: Slot 1, Port 1
Add Member Radio: Slot 1, Port 2
Remaove All

Apply

Page Refresh Interval (Seconds) Noneﬂ Last Loaded: 17:47:44 Refresh | Close ‘

Figure 95: Multi Carrier ABC Group - Add/Remove Members Page

2 Select a member in the Remove Member field or select Remove All.
3 Click Apply.

4 Repeat these steps to remove additional members from the group.

Deleting a Multi-Carrier ABC Group

To delete a Multi-Carrier ABC group:

1 Select Radio > Groups > Multi Carrier ABC. The Multi Carrier ABC page opens .

Page 142 of




Chapter 6: Configuring Multi-Carrier ABC System Configurations

2 Select the group in the Multi-Carrier ABC table and click Add/Remove
Members. The Add/Remove Members page opens.

3 Remove each member of the group. See Adding and Removing Group
Members.

Click Close to close the Multi Carrier ABC — Add/Remove Members page.
5 Select the group and click Delete.
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Configuring Multiband

This feature requires:

When used with PTP 820C, PTP 820C-HP, or PTP 820S, an ESS hardware version (two SFP ports) is
required in order to configure synchronization and/or in-band management for the PTP 820C, PTP
820C-HP, or PTP 820S. For PTP 820C, a 2E2SX hardware version can also be used.

Multiband Overview

Multiband bundles E-Band and microwave radios in a single group that is shared with an Ethernet
interface. This provides an Ethernet link over the radio with capacity of up to 10 Gbps. A Multiband
link is highly resilient because the microwave link acts, in effect, as a backup for the E-Band link.

In the event of radio failure in one device, the other device continues to operate to the extent of its
available capacity. Thus, operators benefit from both the high capacity of E-Band and the high
reliability of microwave.

Multiband Operation

A Multiband node consists of an PTP 850E unit and an PTP 820C, PTP 820C-HP, or PTP 820S unit or a
third-party microwave radio.

In a Multiband configuration, all traffic enters the node via the SFP/SFP+ traffic port (P5, Eth7) or the
QSFP port (P4, Eth3 — Eth6). Traffic is passed to a Multiband group that includes the Multiband port
(P3, Eth2) and the radio carrier.

The unit paired with the PTP 850E acts as a pipe. When traffic is passed from the PTP 850E to the
paired unit, it is transmitted to either a single radio carrier or 2+0 Multi-Carrier ABC group.

In most circumstances, traffic is passed to the paired unit only when the PTP 850E radio has reached
full capacity, or if the ACM profile drops to a point where the PTP 850E’s capacity is temporarily less
than the traffic load. If the PTP 850E reaches its minimum configured profile, all traffic is passed to
the paired unit until the profile rises to a level above the minimum.

To ensure a smooth traffic flow, certain configurations must be performed on the paired unit.

When the PTP 850E is paired with an PTP 820C, PTP 820C-HP, or PTP 820S, the following must be
configured on the PTP 820C, PTP 820C-HP, or PTP 820S:

e A Pipe service must be configured between Eth2 and the radio or Multi-Carrier ABC group.
e Automatic State Propagation must be configured, with ASP trigger by remote fault enabled.

e Radio Bandwidth Notification must be enabled.
When the PTP 850E is paired with a third-party unit, the following must be configured on the third-

party unit:
e The unit’'s switching mechanism must be set to Pipe mode.
e Automatic State Propagation must be configured, with ASP trigger by remote fault enabled.
e 802.3X Flow Control must be enabled.
e Ethernet Bandwidth Notification must be enabled

/O\ Note

Eg Fixed ACM mode is not supported for Multiband groups.

A Pipe service must be configured between the Ethernet port connected to the PTP 850E and the
paired unit’s radio or radio group.
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Note

If the paired unit is an PTP 820C, PTP 820C-HP, PTP 820S, or third-party microwave radio,
the service must be a Pipe service. However, this service must be given higher priority than
any other service attached to the interfaces used for Multiband.

The latency differential between the PTP 850E and the paired unit cannot be more than 1.6
ms. That means that under all foreseeable conditions, such as a high ACM profile on one unit
and a low ACM profile on the other unit, there should be no more than a 1.6 ms difference
between the latency of the two radio carriers in the Multiband link.
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Figure 64 illustrates Multiband operation with an PTP 850E and PTP 820C. Figure 64 illustrates a
configuration that includes synchronization and management of the PTP 820C via the PTP 850E. Both
of these items are optional, and require an optical cable between Eth3 on the PTP 820C (or PTP 820C-
HP or PTP 820S) and any free 1G Ethernet port on the PTP 850E, as described in the following

sections.
Management ’

Traffic
External utiband _
Switch Group

N

Traffic

/ PTP 850E

Management and/or
Synchronization
{Optional)

Multi-Carrier
ABC Group

PTP 820C

Figure 64: Multiband Operation — PTP 850E and PTP 820C

Figure 65 illustrates Multiband operation with an PTP 850E and a third-party unit. Figure 65 illustrates
a configuration that includes synchronization and management of the third-party unit via the PTP
850E. Synchronization via the PTP 850E requires an optical cable between an Ethernet port on the
third-party unit and any free 1G Ethernet port on the PTP 850E, as described in the following

sections.
Management ‘
External fukiband
Switch Group m

7

PTP 850E

Traffic

Management and/or
Synchronization
(Optional)

Third-Party Unit
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Figure 65: Multiband Operation — PTP 850E and Third-Party Unit

Multiband Configuration
To configure a Multiband node:

Connect the external switch to any operational traffic port on the PTP 850E.

2 Connect the Multiband port on the PTP 850E (Port 3, Eth2) to the paired unit. When the paired unit
is an PTP 820C, PTP 820C-HP, or PTP 820S, use the Eth2 port on the PTP 820C, PTP 820C-HP, or
PTP 820S.

3 Verify that the Admin status of Eth2 on the PTP 850E is Down. See Enabling the Interfaces
(Interface Manager).

4 Verify that no service points are configured on Eth2 of the PTP 850E. If there are service points on
Eth2, remove them. See Deleting a Service Point.

5 Configure the script and radio settings for the PTP 850E and the paired unit. Note that Fixed ACM
mode is not supported for an PTP 850E in a Multiband node.

6 On the PTP 850E, configure a Multiband group that includes Eth2 and the radio:
i Select Radio > Groups > Multi Carrier ABC. The Multi Carrier ABC Groups page opens.

I Logout + Connection & Admin Microwave radio: Multi Carrier ABC Groups

¥ Filter X ¥ Multi Carrier ABC configuration table
Unit Summary ‘ Group location A Group Name Radio/Ethernet Members Operational state Admin state |
Radio Summary ‘ 5 |
Platform
Faults Delete || Edit Group || View Members || Add/Remove Members

4 Radio
Radio Parameters
Erequency Scanner
Remote Radio Parameters
Radio BER Thresholds
Ethernet Interface
MRMC
PM & Statistics
Diagnostics
4 Groups
Multi Carrier ABC
Ethernet
Sync
Quick Configuration
Utilities

Figure 66: Multi Carrier ABC Groups Page (Empty)
ii Click Create Group. Page 1 of the Create ABC Group wizard opens.

= o S

Create ABC Group
Group ID |Enhanced Multi Carrier ABC (Group #1) Vl

Group Name |

=< Back Next == || Finish |

Last Loaded: 16:02:37 Close

Figure 67: Create ABC Group Wizard - Page 1
iii In the Group ID field, select Enhanced Multi Carrier ABC (Group #1).
iv Optionally, in the Group Name field, enter a descriptive name for the group.
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v Click Next. Page 2 of the Create ABC Group wizard opens.

zﬁlg

Create ABC Group
GroupID  |Enhanced Multi Carrier ABC (Group #1) |

Group Name | |

Member Selection
Member#1 |Radio: Slot 1, Port 1 |

| <= Back || Next == ” Finish |

Last Loaded: 16:04:39 Close

Figure 68: Create ABC Group Wizard - Page 2
vi In the Member #1 field, select Radio: Slot 1, Port 1.
vii Click Next. Page 3 of the Create ABC Group wizard opens.

= [ B [t

Create ABC Group
GroupID  |Enhanced Multi Carrier ABC (Group #1) |

Group Name | |

Member Selection
Member #2 | Ethemet: Slot 1, Port 2 v |

Maximum Bandwidth (Mbps)

Member #2 | 1000
Bandwidth Margin (Mbps)
Member #2

1) Ethemet interface must be disabled before it can be added to the group

<< Back MNext ==

Last Loaded: 15:36:18 Close

Figure 69: Create ABC Group Wizard - Page 3
viiiln the Member #2 field under Member Selection, select Ethernet: Slot 1, Port 2.

ix In the Member #2 field under Maximum Bandwidth (Mbps), select the maximum traffic that the
PTP 850E will pass to the paired unit. This parameters should be set to the maximum of the
paired unit’s capacity.

The default value is 1000 Mbps.
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/_\ Note

(o]
The Maximum Bandwidth represents the L1 capacity of the radio link connected to
the Ethernet member. The actual bandwidth that will be available for traffic is less due

to overhead.

When using a third-party radio as the paired unit, it is particularly

important to set this parameter properly in order to ensure optimal performance.
Failure to properly set this parameter may lead to frequent pauses as the queue fills
up during low capacity periods, such as when weather conditions cause the ACM
profile to drop.

When using a third-party radio as the paired unit, it is particularly important to set this
parameter properly in order to ensure optimal performance. Failure to properly set this
parameter may lead to frequent pauses as the queue fills up during low capacity periods, such
as when weather conditions cause the ACM profile to drop.

x In the Member #2 field under Bandwidth Margin (Mbps), select the bandwidth margin, in
Mbps. This parameter deducts the specified throughput from the throughput the PTP 850E
would otherwise pass to the paired unit. The purpose of this parameter is to provide a margin
of safety that will avoid loss of traffic in the event that the ACM profile is reduced on the paired
unit. It is recommended to configure this parameter as follows:

o [f the paired unitis an PTP 820C, PTP 820C-HP, or PTP 820S, or a third-party device
with a bandwidth notification mechanism that will inform the PTP 850E of an
impending reduction of the ACM profile before the reduction takes place, it is
recommended to leave this parameter at its default value of 5 Mbps.

o |f the paired unit is a third-party device without a bandwidth notification
mechanism that will inform the PTP 850E of an impending reduction of the ACM
profile before the reduction takes place, it is recommended to set this parameter
to an amount equal to or greater than the largest throughput differential between
any two adjacent profiles for the script configured on the paired unit.

The range of values is 5 to 100 Mbps.
xi Click Finish. The Selection Summary page of the Create ABC Group wizard opens.

=NE=N X

Create ABC Group (Selection Summary)
GroupID  |Enhanced Multi Carrier ABC (Group #1) |

Group Name | |

Radio/Ethernet Members
Member #1 |Radio: Slot 1, Port 1 |

Member #2  |Ethernet: Slot 1, Port 2 |

Maximum Bandwidth (Mbps)
Member#2 1000 |

Bandwidth Margin {Mbps)
Member #2 |5 |

Last Loaded: 15:41:44 Close
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Figure 70: Create ABC Group Wizard — Selection Summary
xii Click Submit. The group is added to the Multi Carrier ABC page.

¥ Logout « Connection E Admin Microwave radio: Multi Carrier ABC Groups

¥ Filter x ¥ Multi Carrier ABC configuration table
Unit Summary O Group location A Group Name Radio/Ethemnet Members Operational state Admin state
Radio Summary [ Enhanced Multi Carrier ABC (Group #1) Member #1- Radio: Slot 1, Port 1 Down Enable ~
Platform Member #2: Ethernet: Slot 1, Pori 2 v

Faults
4 Radio
Radio Parameters
Frequency Scanne:
Remote Radio Parameters
Radio BER Thresholds
4 Ethernet Interface
Confi

Create Group || Delete || Edit Group || View Members | Add/Remove Members

ation

Count
MRMC
PM & Statistics
Diagnostics
4 Groups
Multi Carrier ABC
Ethemnet
Sync
Quick Configuration
Utilities

Figure 71: Multi Carrier ABC Groups Page (Populated with Multiband Group)
7 Enable the Eth2 interface. See Enabling the Interfaces (Interface Manager).

8 If the paired unit is an PTP 820C or PTP 820C-HP, verify that XPIC is disabled on the PTP 820C or
PTP 820C-HP.

9 On the paired unit, configure a Pipe service between the port receiving traffic from the PTP 850E
and the radio or Multi-Carrier ABC group.

10 On the paired unit, configure Automatic State Propagation with ASP trigger by remote fault
enabled.

11 If the paired unit is an PTP 820C, PTP 820C-HP, or PTP 820S, configure Radio BNM. For
instructions, refer to the User Guide for PTP 820 All-Outdoor Products. Make sure to define a
Name for the Radio BNM group.

/C_)\ Note

If the paired unit is a third-party radio, enable 802.3X Flow Control.

Editing a Multiband Group or its Members

To change the Group Name of the Multiband group:

1 In the Multi Carrier ABC Groups page, select the group and click Edit Group. The Edit Group page
opens.
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(= s

Multi Carrier ABC configuration table - Edit Group

Group location  [Enhanced Multi Carrier ABC (Group #1) |

Group Name |Group1 |

Status Parameters

Operational state |Down |

Configuration Parameters

Admin state [Enable |
Apply
Page Refresh Interval (Seconds) | Mone v Last Loaded: 13:48:52 Refresh | Close |

Figure 72: Multi Carrier ABC Groups - Edit Group Page
2 In the Group Name field, enter the new name.

3 Click Apply.
To change the Maximum Bandwidth and the Bandwidth Margin parameters:

1 In the Multi Carrier ABC Groups page, select the group and click Edit Members. The Edit Members
page opens.

ol

Multi Carrier ABC members table - Radio/Ethernet Members
IMember Maximum Bandwidth (Mbps) Bandwidth Margin (Mbps) Cperational state
[Member #1: Radio: Slot 1, Port 1 [ [nia | hia | [Down |
[Member #2: Ethernet: Siot 1, Port 2 | [ 1000 v|5 v | Down |
Apply
Page Refresh Interval (Seconds) | None » Last Loaded: 13:45:26 Refresh | Close

Figure 73: Multi Carrier ABC Groups — Edit Members Page
2 Edit the Maximum Bandwidth and/or Bandwidth Margin fields in the row of the Ethernet interface.
3 Click Apply.
To add or remove members to or from the group:

1 Inthe Multi Carrier ABC Groups page, select the group and click Add/Remove Members. The
Add/Remove Members page opens.

Page 151 of



Chapter 6: Configuring Multi-Carrier ABC Configuring Multiband

=[S -
Multi Carrier ABC members table - Add/Remove Members
Group location  [Enhanced Multi Carrier ABC (Group #1) |
Member 1 [Radio: Slot 1, Port 1 |
Member 2 Ethernet: Slot 1, Port 2 |
Remove Member | Ethernet: Slot 1, Port 2 -
Add Member Mone »
Apply .
FPage Refresh Interval (Seconds)| None » Last Loaded: 13:53:56 Refresh | Close |

Figure 74: Multi Carrier ABC Groups — Add/Remove Members Page
2 In the Remove Member field, select a member or select Remove All.
3 In the Add Member field, select a member.
4 Click Apply.

Multiband Management

The PTP 850E unit in a Multiband configuration can be managed normally, as in any other
configuration. For in-band management of the PTP 850E, configure the management service on the
PTP 850E Multiband group. See Error! Reference source not found..

The following options are available for managing the paired unit in a Multiband configuration:
e Inband management via the PTP 850E
¢ Inband management directly from the external switch

e QOut-of-Band management
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Inband Management via the PTP 850E

The paired unit can managed via the PTP 850E. In-band management via the PTP 850E requires that
the paired unit must have at least two free SFP ports. When the paired unit is an PTP 820C, PTP 820C-
HP, or PTP 820S, this requires an ESS hardware version for the PTP 820C, PTP 820C-HP, or PTP 820S
or, for PTP 820C, a 2E2SX hardware version. To manage the paired unit via the PTP 850E, an optical
cable must be connected between any free 1G Ethernet port on the PTP 850E and Eth3 on the PTP
820C, PTP 820C-HP, or PTP 820S or the Ethernet port receiving management data on the third-party
unit.

A management service must be defined between the management port of the PTP 850E and the port
on the PTP 850E that is connected to the paired unit for management. This transmits management to
the paired unit. See Error! Reference source not found..

The paired unit’s management service should only have a service point for the Ethernet port
connected to the PTP 850E for management. No service point should be defined on the radio or
Multi-Carrier ABC group.

/(_)\ Note

To avoid loops, do not configure management between the paired unit and third-
party equipment.

Traffic and

Management ’

Multiband 5
E Carmier
External Group -
Switch
\ PTP 850E

Paired Unit

Figure 75: Multiband Configuration with Direct Inband Management to the Paired Unit
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Inband Management Directly via the External Switch

The unit paired with the PTP 850E can be managed by means of a TP cable connected to the MGT
port on the paired unit and to the LAN port on a PC or laptop. If the paired unit is a third-party radio,
it can also be managed via out-of-band management.

Traffic and
Management ‘
External Group

Switch

Traffic ———

PTP 850E

/

Management

Pipe

Paired Unit

Figure 76: Multiband Configuration with Direct Inband Management to the Paired Unit
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Out-of-Band Management

The paired unit can be managed by means of a TP cable connected to the MGT port on the paired
unit and to the LAN port on a PC or laptop.

In this scenario, the PTP 850E is managed by connecting the PC or laptop used for management to
the PoE Injector, which provides transfers power and management to the MGT/PoE port of the PTP

850E.

Traffic
E)(te_l'na| Multiband
Switch Group

Traffic ———m=

PTP 850E

Management

Paired Unit

Figure 77: Multiband Configuration with Out-of-Band Management to Both Units

Configuring Synchronization in a Multiband Node

SyncE and 1588 PTP can be used in Multiband nodes. SyncE and 1588 PTP can be configured for both
the PTP 850E and the Microwave unit paired with the PTP 850E. For SyncE via the PTP 850E, the
paired unit must have at least two free SFP ports. When the paired unit is an PTP 820C, PTP 820C-HP,
or PTP 8208, this requires an ESS hardware version for the PTP 820C, PTP 820C-HP, or PTP 820S or,
for PTP 820C, a 2E2SX hardware version. SyncE for the paired unit requires an optical cable between
any free 1G Ethernet port on the PTP 850E and Eth3 on the PTP 820C, PTP 820C-HP, or PTP 820S or
the Ethernet port receiving management data on the third-party unit. The same cable can be used for
both SyncE and in-band management.

/C-)\ Note

When a third-party unit is paired with the PTP 850E, it is a prerequisite that the third-
party radio unit support SyncE in order to provide synchronization for the Multiband

node.

When a third-party unit is paired with the PTP 850E, it is a prerequisite that the third-
party radio unit support SyncE and, if required, 1588 PTP in order to provide
synchronization for the Multiband node.
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To configure SyncE on a Multiband node:

1 On the PTP 850E, configure the following synchronization sources:

o The Ethernet port attached to the external switch must be configured as the outgoing
clock to the downstream interface

o The PTP 850E radio interface must be configured with SSM enabled and first priority

o The Ethernet port on the PTP 850E transmitting synchronization to the paired unit
must be configured with SSM enabled and second priority
Do not configure Eth2 as a synchronization source.

2 On the paired unit, configure two synchronization sources: the Ethernet port receiving
synchronization from the PTP 850E, and the radio. When using Multi-Carrier ABC, configure both
radios as synchronization sources.

In ring configurations, configure priority order in the direction of traffic on the ring.

For instructions on configuring SyncE, see Configuring the Sync Source.

Configuring SyncE in a Multiband Node

SyncE for a Multiband node requires an optical cable between the PTP 850E and the paired unit, in
addition to the cable carrying traffic between the two units. Therefore, the paired unit must have at
least two free SFP ports. The same connection can be used for both SyncE and in-band management.

e Onthe PTP 850E, use any free SFP port for the SyncE connection with the paired unit.

e  When the paired unit is an PTP 820C, PTP 820C-HP, or PTP 820S, an ESS or 2E2SX (PTP 820C)
hardware version is required. Use Eth3 for the SyncE connection.

To configure SyncE on a Multiband node:
e On the PTP 850E connected to the upstream sync source, configure the following:
o Configure the port connected to the external switch as a sync source.
o Configure the radio interface as outgoing clock, with SSM enabled.

o Configure the port transmitting SyncE to the paired unit as outgoing clock, with SSM
enabled.

¢ On the local paired unit, configure the following:
o Configure the port receiving SyncE from the PTP 850E as a sync source.

o Configure the radio interface or Multi-Carrier ABC group as outgoing clock, with SSM
enabled.

e Onthe PTP 850E connected to the downstream interface, configure the following:
o Configure the port connected to the external switch as outgoing clock, with SSM enabled.
o Configure the radio interface as a sync source with priority 1.
o Configure the port receiving SyncE from the paired unit as a sync source with priority 2.

e On the remote paired unit, configure the following:

o Configure the port transmitting SyncE to the PTP 850E as outgoing clock, with SSM
enabled.

o Configure the radio interface or Multi-Carrier ABC group as a sync source.
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Figure 78 Multiband Configuration with SyncE
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In ring configurations, configure priority order in the direction of traffic on the ring.

For instructions on configuring SyncE, see Configuring the Sync Source.

Configuring 1588 PTP in a Multiband Node

To use 1588 PTP on an PTP 850E Multiband node, you must configure Boundary Clock on the PTP
850E units and Transparent Clock on all of the units, as described below.

Note

If the Microwave link goes down, 1588 packets will not be transmitted to the other
side of the Multiband link.

(o)

N

To configure 1588 PTP for the PTP 850E Multiband node:

1. Configure SyncE following the instructions in Configuring SyncE in a Multiband Node.
2. Enable 1588 PTP on each unit, including the PTP 850E and the paired unit on both sides of the
link:
a. Select Sync > 1588 > General Configuration. The 1588 — General Configuration page.
b. Inthe 1588 PTP field, select Enable.
c. Click Apply.
3. On each PTP 850E unit, enable Boundary clock on:
e The port connected to the external switch.

e The port used for synchronization with the paired unit.
See Error! Reference source not found..

4. Configure a point-to-point service between the following ports on the paired unit:
e The port used for synchronization with the PTP 850E.

e The radio interface or group.
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Configuring XPIC

This section includes:
e XPIC Overview
e Configuring the Radio Carriers
e Deleting an AMCC (XPIC) Group
e Error! Reference source not found.

e Error! Reference source not found.

XPIC Overview

Cross Polarization Interference Canceller (XPIC) is a feature that enables two radio carriers to use the
same frequency with a polarity separation between them. Since they will never be completely
orthogonal, some signal cancelation is required.

With PTP 850C, XPIC is configured with the two carriers of a single PTP 850C unit on
each side of the link.

With PTP 850C, XPIC uses two PTP 850E units on each side of the link.
XPIC enables PTP 850E links of up to 20 Gbps, consisting of 10 Gbps per each PTP 850E unit.

XPIC with PTP 850C - Overview

XPIC enables PTP 850C links of up to 2 Gbps, consisting of 1 Gbps per carrier.'? XPIC
can be installed in either of the following configurations:

o Direct Mount — The PTP 850C unit is connected to the antenna via an OMT.

« Remote Mount — The PTP 850C unit is connected to the antenna via two
flexible waveguides. Some configurations also require an OMT.

To configure and enable XPIC:

e Install the PTP 850C unit in a dual polarization configuration, according
to the instructions in the PTP 850C Installation Guide.

o  Configure the carriers — See Configuring the Radio Carriers
o  Perform antenna alignment — See Performing Antenna Alignment for XPIC

In order for XPIC to be operational, all the following conditions must be met:

« The frequency of both carriers should be equal.
o The same script must be loaded in both carriers.

XPIC with PTP 850E - Overview

XPIC enables PTP 850E links of up to 20 Gbps, consisting of 10 Gbps per each PTP 850E
unit.

An PTP 850E 2+0 XPIC configuration requires two PTP 850E units on each side of the
link. Two options are available:

An PTP 850E 2+0 XPIC configuration requires two PTP 850E units on each side of the link. Two
options are available:
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e Direct Mount — The PTP 850E units are connected to the antenna via an OMT. One unit must
be installed with horizontal polarization and the other must be installed with vertical
polarization.

e Integrated Antenna — One PTP 850E unit and integrated antenna is assembled with a vertical
polarization and the other PTP 850E unit and integrated antenna is assembled with a
horizontal polarization.

For both options, the following cables must be used to connect the two units:

e An XPIC cable must be connected between the Protection/XPIC ports (P6) of each unit. This
cable carries the data necessary for each unit to perform interference cancellation.

e A Clock Sharing cable must be connected between the TNC ports of each unit. This cable
transmits clock frequency information between the two units, enabling synchronization.

On each side of the link, the unit with the higher MAC address is automatically assigned the role of
clock master unit.

Each PTP 850E unit receives traffic from the external switch independently of the other unit. The
traffic flows are completely independent, with no traffic sharing or load balancing between the units.

Management data is not shared between the two PTP 850E units. Therefore, management must be
configured independently for each PTP 850E unit. Inband management can be used as long as LAG is
not configured on the external switch. However, if LAG is configured on the external switch, inband
management cannot be used, since there is no mechanism for sharing management traffic between
the PTP 850E units.
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Figure 79 2+0 XPIC Configuration — Direct Mount

Source
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Figure 80 2+0 XPIC Configuration - Integrated Antenna
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In order for XPIC to be operational, all the following conditions must be met:

Page 160 of



Chapter 6: Configuring Multi-Carrier ABC Configuring XPIC

e The frequency of both carriers should be equal.
e The same script must be loaded in both carriers.

/C_)\ Note

m Power redundancy and PoE cannot be used with XPIC.

To configure and enable XPIC:

e |nstall the PTP 850E units and cables — See the PTP 850E Installation Guide, Section 5.5, 2+0
(XPIC) with 43 dBi Flat Antenna and Alignment Device or Section 6.3, 2+0 Direct Mount Dual
Polarization (XPIC).

o Configure the carriers — See Configuring the Radio Carriers

e Perform antenna alignment — See Error! Reference source not found.

Configuring the Radio Carriers

/C_)\ Note

You can perform the entire configuration using the 1+0 Quick Configuration wizard.
See Configuring a 1+0 Link Using the Quick Configuration Wizard.

Configuring XPIC on the Radio Carriers — PTP 850C

1. Configure each radio carrier unit on both sides of the link to the desired frequency channel. Both
carriers must be configured to the same frequency channel.

2. Create an AMCC group .To create an AMCC group:
a. Select Radio > Groups > AMCC. The Advanced Multi Carrier Configuration page opens.

Figure 81 Advanced Multi Carrier Configuration Page

¥ Logout + Connection & Admin | = Microwave radio: Advanced Multi Carrier Configuration

¥ Filter X, ¥ AMCC group configuration table
Unit Summary ‘ Group Location Group Type Group Subtype Group Members (Role, State) Group Admin Status |
Radio Summary | 7]
Securily Summg Delete | Edit Group || View Members
- Platform
Faults
4 Radio

Radio Parameters
Frequency Scanner
Remote Radio Parameters
Radio BER
Ethernet Interface
MRMC
PM & Statistics
Diagnostics
4 Groups
Multi Carrier ABC
AMCC
- Ethernet
Sync
- Quick Configuration
Utilities
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b. Click Create Group. The AMCC Group — Select Group Parameters page opens.

Figure 82 AMCC Group - Select Group Parameters Page

AMCC Group - Select Group Parameters

Group ID [AMEC: Group #1, XPIC |
Group Type [xPIC |
Group Subtype |External |
Group Admin Status |Enable v

== Back Mext == Finish

Last Loaded: 11:37:06 Close

c. Inthe Group Admin Status field, select Enable.
d. Click Next. The AMCC Group - Select Member Parameters page opens.

Figure 83 AMCC Group - Select Member Parameters Page

AMCC Group - Select Member Parameters

Group ID [AMCC: Group #1, XPIC |
Group Type XPIC |
Group Subtype [External |

|

Group Admin Status [Enable

Member #1 [Radio: Slot 1, Port 1 |

Member Role Horizontal v

=< Back || Mext== || Finizh

Last Loaded: 11.39:44 Close

e. Inthe Member Role field, select Horizontal or Vertical. Make sure the Member Role you
select matches the actual polarization of the PTP 850E unit, and that the Member Role you
configure in the paired unit is not the same as the role you configure here.

f. Click Next. The AMCC Group - Select MRMC Parameters page opens.
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Figure 84 AMCC Group - Select MRMC Parameters Page

AMCC Group - Select MRMC Parameters

Group ID [AMCC: Group #1, XPIC |
Group Type [xPIC |
Group Subtype [External |

|

Group Admin Status [Enable

Member #1 |Radio: Slot 1, Port 1 |
Member Role [Horizontal |
Set MRMC Script

Script ID [5753, BW:250 MHz, OBW:230 MHz, 47.535 .. 1720.160 Mbps V|
Operational mode | Adaptive v
Maximum profile |F'roﬂ|e: 10, 512 QAM, 1720.160 Mbps, 250 MHz v|
Minimum profile  |Profile: 0, 2 QAM, 47.535 Mbps, 62 MHz v|

Last Loaded: 11:43:14  Cloze

g. Make sure Set MRMC Script is selected.

h. In the Script ID field, select the MRMC script you want to assign to the radio. Only XPIC
scripts will appear in this field. For a full explanation of choosing an MRMC script, see
Error! Reference source not found..

i. Inthe Operational Mode field, select the ACM mode: Adaptive or Fixed.

o In Adaptive ACM mode, TX and RX rates are dynamic. An ACM-enabled radio system
automatically chooses which profile to use according to the channel fading
conditions.

o Fixed ACM mode applies constant TX and RX rates. However, unlike regular scripts,
with a Fixed ACM script you can specify a maximum profile to inhibit inefficient
transmission levels.

j- Do one of the following:
o If you selected Adaptive in the Operational Mode field, the following two fields are
displayed:
* Maximum profile — Enter the maximum profile for the script. See Error! R
eference source not found..

*  Minimum profile — Enter the minimum profile for the script. See Error! R
eference source not found..

/C-)\ Note

w The default minimum profile is 2.

o If you selected Fixed in the Operational Mode field, the next field is Profile. Select the
ACM profile for the radio in the Profile field.

k. Click Finish. The AMCC Group - Selection Summary page opens.
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Figure 85 AMCC Group - Selection Summary Page

AMCC Group - Selection Summary

Group 1D |AMCC: Group #1, XPIC |

Group Type [XPIC |

Group Subtype [External |
|

Group Admin Status [Enable

Member #1 |Radio: Slot 1, Port 1 |
Member Role [Horizontal |
Seript ID [5753, BW:250 MHz, OBW:230 MHz, 47.535 _ 1720.160 Mbps |

Operafional mode  |Adaptive |

Maximum profile  [10 |

Minimum profile [0 |

& Pressing "Submii’ may reset the radio interface and affect traffic.

Nei

Last Loaded: 11:50:17  Cloze

I. Review the parameters you have selected. If they are correct, click Submit. If you want to
change any of the configurable parameters, click Back.

Deleting an AMCC (XPIC) Group
To delete an AMCC (XPIC) group:
1. Select Radio > Groups > AMCC. The Advanced Multi Carrier Configuration page opens.

Figure 86 Advanced Multi Carrier Configuration Page (Populated)

¥ Logout + Connection E Admin Microwave radio: Advanced Multi Carrier Configuration
¥ Filter X ¥ AMCC group configurafion table
Unit Summary | O Group Location Group Type Group Subtype Group Members (Role, State) Group Admin Status |
Radio Summary | [ amcc: Group #1, XPIC XPIC External Radio: Slot 1, Port 1 (Horizontal, ldle} Enable o |
Security Summary
Create Group Delete Edit Group View Members
» Platform

» Faults
4 Radio
Radio Parameters
Frequency Scanner
Remote Radio Parameters
Radio BER
» Ethernet Interface
> MRMC
> PM & Statistics
- Diagnostics
4 Groups
Multi Carrier ABC
AMCC
> Ethernet
> Sync
+ Quick Configuration
> Utilities

2. Select the group and click Edit Group. The AMCC Group - Edit page opens.
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Figure 87 AMCC Group - Edit Page
AMCC group configuration table - Edit

Group Location |AMCC: Group #1, XPIC |
Group Type [xPIC |

Group Subtype |External |

Group Admin Status

Apply

,fi'\, Warning: disabling the 'Admin state’ will cause reset to the unit.

Page Refresh Interval {Seconds}lhlune ﬂ Last Loaded: 16:52:11 Refresh | Close |

3. In the Group Admin Status field, select Disable.
4. Click Apply, then Close.
5. In the Advanced Multi Carrier Configuration page, select the group and click

Configuring XPIC on the Radio Carriers — PTP 850E
To configure the radio carriers:

1 Configure each PTP 850E unit on both sides of the link to the desired
frequency channel. Both carriers must be configured to the same
frequency channel. See Configuring the Radio Parameters.

2 Create an AMCC group for the radio carrier. You must create a group on
each PTP 850E unit, even though each group consists of only one radio
carrier. To create an AMCC group:

i  Select Radio > Groups > AMCC. The Advanced Multi Carrier Configuration page
opens.

[¥ Logout + Connection & Admin | = Microwave radio: Advanced Multi Carrier Configuration

¥ Filter X ¥ AMCC group configuration table
Unit Summary ‘ Group Location Group Type Group Sublype Group Members (Role, State) Group Admin Status |
Radio Summary | 7]
Seauity Summs Delete Edit Group View Members

- Platform
Faults

4 Radio

Radio Parameters
Frequency Scanner
Remote Radio Parameters
Radio BER
Ethernet Interface
- MRMC
PM & Statistics
- Diagnostics
4 Groups
Multi Carrier ABC
AMCC
- Ethernet
- Sync
- Quick Configuration
- Utilities

Figure 122: Advanced Multi Carrier Configuration Page

i Click Create Group. The AMCC Group - Select Group Parameters
page opens.
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AMCC Group - Select Group Parameters

Group ID |AMCC: Group #1, XPIC |
Group Type [XPIC |
Group Subtype [Extemnal |
Group Admin Status |Enable v|

== Back Mext == Finish

Last Loaded: 11:37:06  Cloze |

Figure 123: AMCC Group — Select Group Parameters Page

iii In the Group Admin Status field, select Enable.

iv  Click Next. The AMCC Group - Select Member Parameters page opens.

AMCC Group - Select Member Parameters

Group Admin Status [Enable

Group 1D [AMCC: Group #1, XPIC |
Group Type [XPIC |
Group Subtype [External |

|

Member #1 [Radio: Slot 1, Port 1 |

Member Role Horizontal v

| ==Back || Next=> || Finish |

Last Loaded: 11:39:44 Cloze

Figure 124: AMCC Group — Select Member Parameters Page

v Inthe Member Role field, select Horizontal or Vertical. Make sure the
Member Role you select matches the actual polarization of the PTP
850E unit, and that the Member Role you configure in the paired unit
is not the same as the role you configure here.

vi Click Next. The AMCC Group — Select MRMC Parameters page opens.
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AMCC Group - Select MRMC Parameters

Group ID [AMCC: Group #1, XPIC |
Group Type [XPIC |
Group Subtype |External |

|

Group Admin Status [Enable

Member #1 |Radio: Slot 1, Port 1 |
Member Role [Horizontal |
Set MEMC Script

Script ID |5?53, BW:250 MHz, OBW:230 MHz, 47.535 .. 1720.160 Mbps v|
Operational mode | Adaptive v|
Maximum profile |F'roﬂ|e: 10, 512 QAM, 1720.160 Mbps, 250 MHz v|
Minimum profile |F'roﬂ|e: 0, 2 QAM, 47 535 Mbps, 62 MHz v|

Last Loaded: 11:43:14 Close

Figure 125: AMCC Group — Select MRMC Parameters Page

vii Make sure Set MRMC Script is selected.

viii In the Script ID field, select the MRMC script you want to assign to the radio.
Only XPIC scripts will appear in this field. For a full explanation of choosing an
MRMC script, see Configuring the Radio (MRMC) Script(s).

iX In the Operational Mode field, select the ACM mode: Adaptive or Fixed.

° In Adaptive ACM mode, TX and RX rates are dynamic. An ACM-enabled
radio system automatically chooses which profile to use according to
the channel fading conditions.

o Fixed ACM mode applies constant TX and RX rates. However, unlike
regular scripts, with a Fixed ACM script you can specify a maximum
profile to inhibit inefficient transmission levels.

x Do one of the following:

° If you selected Adaptive in the Operational Mode field, the following two fields
are displayed:

— Maximum profile — Enter the maximum profile for the script. See
Configuring the Radio (MRMC) Script(s).

—  Minimum profile — Enter the minimum profile for the script. See
Configuring the Radio (MRMC) Script(s).

° Ifyouselected Fixed in the Operational Mode field, the next field is Profile.
Select the ACM profile for the radio in the Profile field.

xi Click Finish. The AMCC Group — Selection Summary page opens.
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AMCC Group - Selection Summary

Group ID [AMCC: Group #1, XPIC |

Group Type [xPIC |

Group Subtype [External |
|

Group Admin Status [Enable

Member #1 |Radio: Slot 1, Port 1 |
Member Role [Horizontal |
Script ID [5753, BW:250 MHz, OBW:230 MHz, 47.535 .. 1720.160 Mbps

Operational mode  |Adaptive

|
|
Maximum profile 10 |
|

Minimum profile o

@, Pressing "Submit’ may reset the radio interface and affect traffic.

Last Loaded: 11:50:17  Close

Figure 126: AMICC Group — Selection Summary Page

xii Review the parameters you have selected. If they are correct, click Submit.
If you want to change any of the configurable parameters, click Back.

Performing Antenna Alignment for XPIC

The antenna alignment procedure for XPIC depends on whether you are using a direct
mount configuration with a single antenna and OMT or an integrated antenna
configuration with two PTP 850E-integrated antenna assembilies.

XPIC Alignment for PTP 850C

1 Align the antennas for the first carrier. While you are aligning these antennas, mute
the second carrier. See Configuring the Radio Parameters.

2 Adjust the antenna alignment until you achieve the maximum RSL for the first-
carrier link (the “RSLwanted”). This RSL should be no more than +/-2 dB from the
expected level. Record the RSL of the first carrier as the “RSLwanted”)-

3 Measure the RSL of the second carrier and record it as the “RSLunwanted”).
Determine the XPD by subtracting RSLunwanted from the RSLwanted.

5 The XPD should be between 25dB and 30dB. If it is not, you should adjust the OMT
assembly on the back of the antenna at one side of the link until you achieve the
highest XPD, which should be no less than 25dB. Adjust the OMT very slowly in a
right-left direction. OMT adjustment requires very fine movements and it may take
several minutes to achieve the best possible XPD.

6 Unmute all the carriers and check the RSL levels of all the carriers on both sides of
the link. The RSL of the horizontal carrier of the local unit should match the RSL of
the vertical carrier of the remote unit, within £2dB. The RSL of the vertical carrier of
the local unit should match the RSL of the horizontal carrier of the remote unit,
within +2dB.
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7 Check the XPI levels of all the carriers on both sides of the link. All the carriers
should have approximately the same XPI value. Do not adjust the XPI at the remote
side of the link, as this may cause the XPI at the local side of the link to deteriorate.

Note: In some cases, the XPI might not exceed the required 25dB minimum

due to adverse atmospheric conditions. If you believe this to be the case,
you can leave the configuration at the lower values, but be sure to monitor
the XPI to make sure it subsequently exceeds 25dB. A normal XPI level in
clear sky conditions is between 25 and 30dB.

XPIC Alignment for PTP 850E Direct Mount Configurations

1. Make sure the antennas have been properly leveled on both sides of the link.
Proper leveling is crucial in order to optimize XPIC performance.

2. Mute the horizontal unit.

3. Adjust the antenna alignment until you achieve the maximum RSL for the
vertical unit (the “RSLwanted”). This RSL should be no more than +/-2 dB from
the expected level. Record the RSL of the first carrier as the “RSLwanted”)-

Measure the RSL of the horizontal unit and record it as the “RSLunwanted”).
5. Determine the XPD by subtracting the RSLunwanted from the RSLwanted.

The XPD should be between 25dB and 30dB balanced on the vertical and
horizontal units. If it is not, you should adjust the OMT assembly on the back
of the antenna at one side of the link until you achieve the balance and highest
XPD, which should be no less than 25dB. Adjust the OMT very slowly in a
right-left direction. OMT adjustment requires very fine movements and it may
take several minutes to achieve the best possible XPD.

7. Unmute all the carriers and check the RSL levels of all the carriers on both
sides of the link. The RSL of the horizontal unit at the local site should match
the RSL of the vertical unit at the local site, within £2dB. The RSL of the
vertical unit at the remote site should match the RSL of the horizontal unit at
the remote site, within +2dB.

XPIC Alignment for PTP 850E Integrated Antenna Configurations

1. Make sure the horizontal antenna is roughly aligned to the horizontal antenna
at the other side of the link and that the vertical antenna is roughly aligned to
the vertical antenna at the other side of the link.

2. Mute the horizontal unit.

3. Adjust the antenna alignment of the vertical unit until you achieve the
maximum RSL for the vertical unit (the “RSLwanted”). This RSL should be no
more than +/-2 dB from the expected level. Record the RSL of the vertical
unit as the “RSLwanted”). For instructions on adjusting the antenna
alignment, see the PTP 850E Installation Guide, Section 5.4, Performing
Antenna Alignment Using the Enhanced Alignment Kit.

4. Measure the RSL of the horizontal unit and record it as the “RSLunwanted”)-

5. Determine the XPD by subtracting the RSLunwanted from the RSLwanted.

The XPD should be between 25dB and 30dB. If it is not, you should adjust
the alignment of the horizontal unit until you achieve the highest XPD,
which should be no less than 25dB.

7. Unmute all the PTP 850E units and check the RSL levels of all the units on

both sides of the link. The RSL of the local horizontal unit should match the
RSL of the remote vertical unit, within £2dB. The RSL of the local vertical
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unit should match the RSL of the remote horizontal unit, within +2dB.

XPIC Status and Troubleshooting

The XPIC status for the radio carrier is displayed in the Group Members (Role, State)
column of the Advanced Multi Carrier Configuration page.

Figure 88 Advanced Multi Carrier Configuration Page (Populated) - PTP 850C

Radio Parameters
Remote Radio Parameters
Radio BER
ATPC
Ethernet Interface
MRMC
PM & Statistics
Diagnostics
4 Groups
Multi Carrier ABC
AMCC
Ethernet
Sync
Quick Configuration
Utilities

Logout « Connection & Admin Microwave radio: Advanced Multi Carrier Configuration
g M dio: Ad! d Multi C: Confif it
¥ Filter X v AMCC group configuration table
e Group Location Group Type Group Subtype Group Members (Role, State) Group Admin Status
Radio Summary 4 Radio: Slot 1, Port 1 (N/A, Idle)
Securty Summa AMOC Seal il Intemal Radio: Slot 1. Port 2 (N/A. Idle) Enable :
Platform Create Group || Delete || Edit Group || View Members
Faults
4 Radio

Figure 89 Advanced Multi Carrier Configuration Page (Populated) — PTP 850E

Radio Parameters
Frequency Scanner
Remote Radio Parameters
Radio BER
Ethernet Interface
MRMC
PM & Statistics
Diagnostics
4 Groups
Multi Carrier ABC
AmMcc
Ethernet
Sync
Quick Configuration
Utilities

¥ Logout + Connection & Admin Microwave radio: Advanced Multi Carrier Configuration
V Filter X v AMCC group configuration table . . -
Unit Summary } O Group Location Group Type Group Subtype Group Members (Role, State) Group Admin Status |
Radio Summary ‘ [ amcc: Group #1, XPIC XPIC External Radio: Slot 1, Port 1 (Horizontal, Idle) Enable 8 |
Security Summary
Create Group Delete Edit Group View Members
Platform
Faults
4 Radio

Possible statuses are:
Idle — XPIC is working properly.

INIT — Indicates that the Admin state of the radio interface is Down. Go to the Interface Manager and
set the Admin status of the radio interface to Up. See Enabling the Interfaces (Interface Manager).

Configuration not supported - Indicates that the MRMC script configured for the radio carrier does not

support XPIC. See Configuring the Radio Carriers.
Single Channel — Indicates one of the following:
The Clock Sharing cable is not connected to one of the units, or is defective.
The XPIC cable is not connected to one of the units, or is defective.
One of the PTP 850E units in the XPIC pair is down.

If this status appears, make sure that both units are up and check that all the cables are
properly connected.
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Configuring 1+1 HSB Unit Protection

Note: This section is only relevant for PTP 850E.

This section includes:
e 1+1 HSB Unit Protection Overview
e Configuring Ethernet Interface Protection
e Configuring HSB Unit Protection
e Configuring Revertive Protection
e Viewing the Configuration of the Standby unit
e Editing Standby Unit Settings
e Viewing Link and Protection Status and Activity
¢ Manually Switching to the Standby Unit
e Disabling Automatic Switchover to the Standby Unit
¢ Disabling Unit Protection

1+1 HSB Unit Protection Overview

1+1 HSB protection utilizes two PTP 850E units connected to a single antenna via a
coupler (PTP 820E-CPLR-Kit). to provide hardware redundancy for the radio link and
Ethernet traffic.

One PTP 850E operates in active mode and the other operates in standby mode. Each
PTP 850E monitors its own radio. If a protection switchover occurs, the roles are
switched. The active unit goes into standby mode and the standby unit goes into
active mode.

The standby unit is managed by the active unit. The standby unit’s transmitter is muted,
but the standby unit’s receiver is kept on in order to monitor the link.

However, the received signal is terminated at the switch level.
1+1 HSB Unit Protection Management

PTP 850E units in a redundancy configuration must have their CPUs interconnected in
order to synchronize their protection status. The same IP address is used for both PTP
850E units, to ensure that management is not lost in the event of switchover.

Note: If the units are not initially assigned the same IP address, a mismatch alarm is
raised when protection is configured. When copy-to-mate is performed, the IP address
of the active unit is copied also to the standby unit, and the alarm is cleared.

A protection cable is required to enable this connectivity. This cable connects the two
PTP 850E units via their Protection ports (P6).

For local management, a splitter cable is required to connect the management ports (P2)
of the two PTP 850E units and an external management station.
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Figure 90 Management Splitter Connection

PTP 850E

Management
Port (P2)

PTP 850E
Management

Port (P2)

External Management
Connection

Note that when external protection is enabled, the management port is automatically
set to:

« Auto Negotiation = Off

e« Speed =100 Mbps.
The active and standby units must have the same configuration. The configuration of
the active unit can be manually copied to the standby unit. Upon copying, the standby
unit is reset and a temporary loss of management connection should be expected.

Therefore, it is important to ensure that the units are fully and properly configured when
the system is initially brought into service.
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1+1 HSB Unit Protection Revertive Mode

PTP 850E supports revertive HSB protection. In revertive HSB protection mode, the
user defines the primary radio on each side of the link. The primary radio should be
the radio on the coupler’s main path and the secondary radio should be the radio on
the coupling path.

The system monitors the availability of the primary path at all times. Whenever the
primary path is operational and available, without any alarms, but the secondary path
is active, a timer is activated. The timer is user-configurable from ten seconds to ten
minutes. The default values is 60 seconds.

If the primary path remains operational and available for the period of the timer, the
system initiates a revertive protection switch. Every revertive protection switch is
recorded as an event in the event log.

1+1 HSB Unit Protection Switchover

In the event of switchover, the standby unit becomes the active unit and the active
unit becomes the standby unit. Switchover takes less than 50 msec.

The following events trigger switchover for HSB protection according to their priority,
with the highest priority triggers listed first:

1 Force switch

2 Radio Failures (LOF, Excessive BER)

3 Line Failures

4 Manual switch
In the event that the local active unit is not powered off or its radio transmitter is
malfunctioning, the remote unit sends a Change Remote message to the local standby
unit, which then becomes the active unit. This is possible because the active remote
unit monitors radio failures such as LOF and Excessive BER, for both itself and its

mate unit. The Change Remote message is sent when both remote units encounter
LOF or Excessive BER at the same time.
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1+1 HSB Unit Protection Configuration Overview
To configure unit protection, you must perform the following steps:
1 Configure Ethernet interface protection. See Configuring Ethernet Interface
Protection.
2 Configure HSB unit protection. See Configuring HSB Unit Protection.

3 Optionally, you can configure revertive protection to ensure that the primary
path is used whenever possible. See Configuring Revertive Protection.

Configuring Ethernet Interface Protection
The Ethernet interfaces can be protected in either of two ways:

« Split Protection Mode - For Port 5 (SFP+, Eth 7), an optical splitter is used to route
traffic to Port 5 on each PTP 850E unit. For Port 4 (QSFP, Eth3-6), an optical splitter is
used with MPO-MPO cables to route traffic to the QSFP splitter for each PTP 850E
unit.

e Line Protection Mode - Traffic is routed from two Ethernet ports on the external
switch to a port on the active PTP 850E unit and a port on the standby
PTP 850E unit. LACP protocol is used to determine which PTP 850E port is active and
which port is standby, and traffic is only forwarded to the active port. Line Protection
mode can be used with all PTP 850E Ethernet ports supported for traffic.

Configuring Split Ethernet Interface Protection Mode (CLI)
To configure split Ethernet interface protection mode:

1 For each Ethernet link, use an optical splitter to route traffic between the
Ethernet port on the external switch and an Ethernet port on each PTP 850E
unit or each QSFP splitter.

2 Proceed to Configuring HSB Unit Protection.

Configuring Line Protection Mode

To configure line protection mode:

1 Configure the Ethernet ports on the external switch in LACP mode.
The external switch must support LACP.

Note: PTP 850 supports a special LACP implementation for purposes of line protection only.
This LACP implementation is configured on the logical interface level, as described below.
Regular LACP is configured as part of the LAG configuration, and is not supported with unit
redundancy. See Configuring Link Aggregation (LAG) and LACP.
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2 For each Ethernet link, connect one port on the external switch to an Ethernet
port on the active PTP 850E (or QSFP splitter), and the other port on the external
switch to an Ethernet port on the standby PTP 850E (or QSFP splitter).

3 Enable LACP on the Ethernet interface connected to the external switch on
the active PTP 850E:

i Select Ethernet > Interfaces > Logical Interfaces. The Logical Interfaces page
opens (Figure 253).

ii  Select the interface and click Edit. The Logical Interfaces — Edit page
opens.

Logical Interfaces - Edit
Interface location [Ethernet: Slot 1, Port 7

Trust VLAN UP bits
Trust DSCP

Trust MPLS
Default port CoS

Ingress byte compensation
Egress byte compensation
Interface Mode

Last Loaded: 09:55:57 Refresh | Close \

Figure 133: Logical Interfaces — Edit Page

iii  In the Interface Mode field, select LACP. iv
Click Apply, then Close.
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Configuring HSB Unit Protection
To configure HSB unit protection:

1 Before enabling protection, you must:

i Verify that both units have the same hardware part number (see Displaying
Unit Inventory) and the same software version (see Viewing Current Software
Versions). If the units do not have the same software version, upgrade each
unit to the most recent software release (see Upgrading the Software).

ii  Assign an IP address to each unit. For instructions, see Changing the
Management IP Address.

iii Establish a management connection to one of the units. You can select either
unit; once you enable Protection Administration, the system will determine
which unit becomes the Active unit.

2 Select Platform > Shelf Management > Unit Redundancy. The Unit
Redundancy page opens.

T Logout ¢ Connection € Admin Millimeter wave radio: Unit Redundancy

¥ Filt
e Unit Redundancy

Unit Summary

Radio Summary
Security Summai =
4 Platform Protection Link to Mate status |Disconnected

Protection Operational State {Down

Protection Activity Active

4 Shelf Management

Chassis Configuration Protection Admin
Unit Redundancy
Interfaces Apply
Management
Software
Configuration
Activation Key
Security

PM & Statistics

Figure 134: Unit Redundancy Page

3 In the Protection Admin field, select Enable.
4 Click Apply.
The system configures itself for HSB protection:
« The system determines which unit is the Active unit based on a
number of pre-defined criteria.

e« When the system returns online, all management must be performed via
the Active unit using the IP address you defined for that unit.

e The IP address you defined for the unit which is now the Standby unit
is no longer valid, and the management port of the Standby unit
becomes non- operational.

« Management of the Standby unit is performed via the Active unit, via the
cable between the two Protection ports connecting the two units.

« HSB protection is enabled on both units.
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« The Unit Redundancy page refreshes to include additional fields.

Figure 91 Unit Redundancy Page when Redundancy Enabled

I Logout + Connection & Admin Active, Milimeter wave radio: Unit Redundancy
¥ Filter X + Active Standby
Unit Summary .
Radio Summary Unit Redundancy
Security Summary Protection Operational State [up |
a Platform Protection Activity |Active |
4 Shelf Management Protection Link to Mate status |Connecled |
Chassis Configuration Copy to mate status |Ready |
Unit Redundancy
Interfaces Protection Admin
- Management
Lockout Off
- Software ockod
- Configuration . . .
Activation Key Revertive Mode Primary Unit Yes v
. Security Revertive Mode Admin
- PM & Statistics Revertive Mode Wait to Restore (seconds) |50 |[10 ... GO0
- Faults
Radio Apply ‘ Manual Switch H Force Switch || Copy to Mate |
- Ethernet PR . . "
/%, Warning- 'Copy to Mate’ involves Mate unit reboot A tempaorary loss of management connection may be expected
+ Sync
» Quick Configuration
Utilities

In additional, almost every Web EMS page will now include two tabs on top of the main
section of the page:

« Active - Enables you to configure the Active unit.

« Standby - In most cases, this tab is read-only and enables you to display
Standby unit parameters. Even when a switchover occurs, the unit
displayed in the Web EMS is always the currently Active unit.

5 Once you have enabled Protection:

i Perform all necessary radio configurations on the Active unit, such as
setting the frequency, assigning MRMC scripts, and unmuting the radio.

ii  Perform all necessary Ethernet configurations on the Active unit, such as
defining Ethernet services.

i In the Unit Redundancy page, click Copy to Mate to copy the configuration of
the Active unit to the Standby unit. Confirm the action in the confirmation
window that appears.

To keep the Standby unit up-to-date, after any change to the configuration of the Active
unit click Copy to Mate to copy the configuration to the Standby unit.

If you change the configuration of the Active unit but do not perform Copy to Mate, a
Configuration Mismatch alarm appears in the Faults > Current Alarms page.
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Configuring Revertive Protection
To configure revertive mode:
1 Select Platform > Shelf Management > Unit Redundancy. The Unit
Redundancy page opens (Figure 135).
2 In the Revertive Mode Primary Unit field:

° To set the Active unit as the primary unit, click Yes in the screen for the Active
unit and click Apply, then click No in the screen for the Standby unit and click
Apply.

° To set the Standby unit as the primary unit, click No in the screen for the Active
unit and click Apply, then click Yes in the screen for the Standby unit and click
Apply.

3 Inthe Revertive Mode Admin field, select Enable to enable revertive
protection or Disable to disable revertive protection.

4 In the Revertive Mode Wait to Restore field, configure the timer (in seconds). The
range of values is 10 to 600 seconds. The default values is 60 seconds.

5 Click Apply.

Viewing the Configuration of the Standby unit
You can view the settings of the standby unit any time.

To view the settings of the standby unit, click the Standby tab of the desired page. The
following is an example of the Standby tab of the Radio Parameters page after Protection
Admin has been enabled.
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Figure 92 Standby Tab of Radio Parameters Page

Configuring 1+1 HSB Unit Protection

F Logout + Connection & Admin

¥ Filter X

Unit Summary
Radio Summary
Security Summary
- Platform
Faults
4 Radio
Radio Parameters
Frequency Scanner
Remote Radio Parameters
Radio BER
Payload Encryption
- Ethernet Interface
MRMC
- PM & Statistics
Diagnostics
- Groups
Ethernet
> Sync
Quick Configuration
Utilities

Standby, Millimeter wave radio: Radio Parameters

Active || ¥ Standby

Standby, Status Parameters
Radio Location

[Radio: Slot 1, Port 1

|
Type |[RFU-50E |
XPIC support [Yes |
Radio Interface operational status ~ [Up |
Standby, Frequency control (Local)
TX Frequency (MHz) [83500.000 |
RX Frequency (MHz) [73500.000 |
Frequency Separation (MHz) [10000.000 |
[[] set also remote unit
Operational TX Level (dBm) [15 |
RX Level (dBm) [-27 |
Modem MSE (dB) [-34.00 |
Modem XPI (dB) |0.00 |
Defective Blocks [4593 |
TX Mute Status [On |
Adaptive TX power operational status [Down |
Temperature |60°C, 140°F |
TX Level (dBm) [15

RSL Connector Source
Link Id

Adaptive TX power admin
RSL degradation alarm
RSL degradation threshold

Standby, Configuration Parameters

TX Mute

Apply

|Radio-Carrier-1

[1

|Disable

[Disable

|-68

Editing Standby Unit Settings

Almost all settings of the standby unit are view-only. However, several settings are
editable on the Standby unit. They must be configured separately for the Standby
unit, and are not copied via copy-to-mate, nor do they trigger a configuration

mismatch in the CLI.

In the Web EMS, failure to synchronize these configuration settings causes a configuration

mismatch alarm.

The following settings must be configured separately on the standby unit:

e Revertive Mode — If Revertive Mode is enabled, you must set the Revertive Mode Primary Unit
field in the standby unit to the opposite setting as the active unit. See Configuring Revertive

Protection.

e Setting the Unit Name - in the Name field of the Unit Parameters page (see

Configuring Unit Parameters).
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« Disabling/enabling Radio TX-mute — in the TX mute field of the Edit Radio
Parameters page. Refer to Configuring the Radio Parameters.

o Clearing the Radio and RMON counters — in the Clear Counter field of the
Counters page. Refer to Displaying and Clearing Defective Block Counters.

o Setting the activation key configuration — in the Activation Key and Demo
admin fields of the Activation Key Configuration Page (see Configuring the
Activation Key).

o Defining user accounts — Refer to the Access Control User Accounts Page
(see Configuring Users).
« Setting synchronization settings — See Synchronization.

Viewing Link and Protection Status and Activity

You can view link and protection status and activity any time. To view

link and protection status and activity:

1 Select Platform > Shelf Management > Unit Redundancy. The Unit Redundancy page opens.

Figure 93 Unit Redundancy Page

Active, Millimeter wave radio: Unit Redundancy
% Active Standby

Unit Redundancy

Protection Operational State  [Up

Protection Activity |Acti\re

|
|
Protection Link to Mate status |Connected |
|

Copy to mate status [Ready
Protection Admin
Lockout

| Apply || Manual Switch || Force Switch || Copy to Mate

[\ Warning: "Copy to Mate' involves Mate unit reboot. A temporary loss of management connection may be expected.

The following information is displayed:

« Protection Operational State — Indicates whether HSB protection is functional
(available in practice). Unit protection is not functional if any of the following
occurred:

o The management connection to the mate is down.
« Protection Activity — The activity state of the device: Active or Standby.

« Protection Link to Mate Status — Indicates whether the two units (the Active and the
Standby) are physically connected.

« Copy to mate status — Indicates the status of the last copy-to-mate operation
« Protection Admin - Indicates whether HSB protection is enabled or disabled.
« Lockout - Indicates whether lockout is enabled (On) or disabled (Off).
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Manually Switching to the Standby Unit

At any point, you can manually switch to the Standby unit, provided that the highest
protection fault level in the Standby unit is no higher than the highest protection fault
level on the Active unit.

To manually switchover to the Standby unit:

1 Select Platform > Management > Unit Redundancy. The Unit Redundancy page
opens (Figure 134).
Click Manual Switch.

Confirm the action in the confirmation window that appears.

Disabling Automatic Switchover to the Standby Unit

At any point, you can perform lockout, which disables automatic switchover to the
standby unit.

To disable automatic switchover to the Standby unit:

1 Select Platform > Shelf Management > Unit Redundancy. The
Unit Redundancy page opens (Figure 134).
2 Select On in the Lockout field.

3 Click Apply.
To re-enable automatic switchover, select Off in the Lockout field and then click
Apply.
Disabling Unit Protection

You can disable unit protection at any time. If you disable unit protection, keep in mind
that while the unit that was formerly the active unit maintains its IP address, the unit that
was formerly the standby unit is assigned the default IP address (192.168.1.1)

To disable protection:

1 Select Platform > Shelf Management > Unit Redundancy. The
Unit Redundancy page opens (Figure 134).

2 Select Disable in the Protection Admin field.
3 Click Apply.
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